CA Application Performance
Manadement

Bk Hf A
dg]l2 95

eeeeeeeeeeee



7] Aol = B3, 1 eho] 427t QL= AL A Aok D A5 A A5 AP REE o] 5}
Bl E U A ) AL 918 T ROl A BALS Q4 = A E F B U B, 0] F9 7 BALe] = A
ofoF gy ut

4
B EA 9] A A3 A

4 AR a2 T a9 Bl A2t A BHE AT FE S AUE FA e
71302 A gR U o | A2 o 7 A E= ol B ajol

Ql8) eo] A7k Fmwl = A S, Aok AW O BA
cA ol HBH AL QS AFT Aol ¢
At R0l 514 A ol ), SEA) Y HAA F 54 A0 Y AU B AP A wa S
] % 3hol (o] o A 5] 4] 928 ol | % glo] £ ¥4 % "ol Tt 2 AT A & B A 280 AL gow
Qe WA= A, 78 o]t Eal(Rel o] £4, A B9, G U EE vl &4 (
FARPTREAR RIS h 39-2h shelehie) 7 skt Al 3 Aol B9
BA0] QIHE WE 2TES o] AF| Ag 27 A ehol A2 Ak upv] o} m g 7 5ol & o] FAof A
8 200 93 eho] 41 A oko] £ H A W

A= CA ol A A E L F U o

E A2 A S A et A AT Uk v e 5ol 9§ AN, HA e F = WA (FAR)

A 12,212 Z, A 52.227-14 Z, A 52.227-19(c)(1) & - A (2) & F = HFI ¥ vl 7+ 7 (DFARS) Al| 252.227-7014(b)(3) & =&
It A & 2ol HAE A AFS mE U

Copyright © 2013 CA. All rights reserved. ¥ A|A~Blo A AF5 2E 4%, 43,

fr e

%
12
b ol
>

0130

X
=
[
=5
>

9 23 7t sy 8t



CA Technologies A & &%

o] FA ol A= tha- 7} 72 CA Technologies Al &3} 7] 52 2 F gt}

CA Application Performance Management(CA APM)

CA Application Performance Management ChangeDetector(CA APM
ChangeDetector)

CA Application Performance Management ErrorDetector(CA APM
ErrorDetector)

CA Application Performance Management for CA Database Performance(CA
APM for CA Database Performance)

CA Application Performance Management for CA SiteMinder®(CA APM for
CA SiteMinder®)

CA Application Performance Management for CA SiteMinder®Application
Server Agents(CA APM for CA SiteMinder® ASA)

CA Application Performance Management for IBM CICS Transaction
Gateway(CA APM for IBM CICS Transaction Gateway)

CA Application Performance Management for IBM WebSphere Application
Server(CA APM for IBM WebSphere Application Server)

CA Application Performance Management for IBM WebSphere Distributed
Environments(CA APM for IBM WebSphere Distributed Environments)

CA Application Performance Management for IBM WebSphere MQ(CA APM
for IBM WebSphere MQ)

CA Application Performance Management for IBM WebSphere Portal(CA
APM for IBM WebSphere Portal)

CA Application Performance Management for IBM WebSphere Process
Server(CA APM for IBM WebSphere Process Server)

CA Application Performance Management for IBM z/OS®(CA APM for IBM
2/0S®)

CA Application Performance Management for Microsoft SharePoint(CA APM
for Microsoft SharePoint)

CA Application Performance Management for Oracle Databases(CA APM for
Oracle Databases)

CA Application Performance Management for Oracle Service Bus(CA APM
for Oracle Service Bus)



CA Application Performance Management for Oracle WebLogic Portal(CA
APM for Oracle WebLogic Portal)

CA Application Performance Management for Oracle WebLogic Server(CA
APM for Oracle WebLogic Server)

CA Application Performance Management for SOA(CA APM for SOA)

CA Application Performance Management for TIBCO BusinessWorks(CA
APM for TIBCO BusinessWorks)

CA Application Performance Management for TIBCO Enterprise Message
Service(CA APM for TIBCO Enterprise Message Service)

CA Application Performance Management for Web Servers(CA APM for Web
Servers)

CA Application Performance Management for webMethods Broker(CA APM
for webMethods Broker)

CA Application Performance Management for webMethods Integration
Server(CA APM for webMethods Integration Server)

CA Application Performance Management Integration for CA CMDB(CA APM
Integration for CA CMDB)

CA Application Performance Management Integration for CA NSM(CA APM
Integration for CA NSM)

CA Application Performance Management LeakHunter(CA APM LeakHunter)

CA Application Performance Management Transaction Generator(CA APM
TG)

CA Cross-Enterprise Application Performance Management
CA Customer Experience Manager(CA CEM)

CA Embedded Entitlements Manager(CA EEM)

CA eHealth® Performance Manager(CA eHealth)

CA Insight™ Database Performance Monitor for DB2 for z/0OS®
CA Introscope®

CA SiteMinder®

CA Spectrum® Infrastructure Manager(CA Spectrum)

CA SYSVIEW® Performance Management(CA SYSVIEW)



CA o] &9
7% A Aol £

222l 7= A Y D AL EF 7|2 Aqu] 2 A7 A s S0l o 34
http://www.ca.com/worldwidel| A 7] & X Y El o] &2 314 Al Q..



http://www.ca.com/worldwide




A 1% cAAPM B8 11
CAAPM JLCE B OF e bbb s kARt 11
CAAPM H.OF T FATE T Qi 14
AFEAE QIS T I ettt 14
AF-EAF I TE FEO] T EL ettt n e en s 14
BLOF OO T et 15
CAEEM S AFE310] CAAPM S BT G 759 O] oo 19

A 2 7 Introscope =1 Q1 A o] & FLA] 23
Introscope ST Q1 Q] T TEAT Lottt ettt ettt ettt an s 23
TET QL BB oSt 24
TETIRT ZH O] T e bbbttt 24
RE S92 AA e S5 2H Wl A 5L 3 domains.xml TFL AR e 25

S Qlo]] o o] HE A O] M HITH ettt 26
FHE] B S Q10 Q7 s 27

A E AT T Q10 A THT] FE T2 7 ettt 28

N AE L] IEm Q1 I BT ettt 28
TETHI QD AN oottt 28

T IETIQ] H G ettt 29

A 2 T2 Introscope TF T Q1 FLA] .ottt ettt s en e nas 30

H] 2] A 2] ZEOl TETI Q1 O] 8 oottt 30

off o] A E Aol X L ARG AF/TET Q] TEAT Lottt aeen 31
HQEQIF0ll THEE T 70 E 7N T] T2 sttt 31
713 Collector 7THQT T] T HL ...ttt ettt st a et ettt s et et r s 31

AR BTN L ZHOT F] FIFE ABAD ottt 32

A| 3 % Introscope E.St 33
Introscope H.OF T A TE TH Q..o tns 33
Introscope TETI O L H Qb T Hl ittt sttt ettt sttt ren s 34
INtrOSCOPE T T TTEAT T Bl .ottt ettt ettt ettt sttt ettt sttt 34
S| Q1 AT L INVESHIZAtOr BB ottt sttt ettt r s 34
INtroscope €] 71 E- HLOE TEAT ettt 35
Introscope 7} HOFS ZIAFBEE HERY oottt ettt aetne 35




ifq 01—’5— %LH A B ettt ettt ettt et et et et ettt et e et et er et et ea et et erentseeaen et eneneeean 37

FEAIMS.XMI O] T ZD QT AT oottt e et e et e et et et ere e e e es et et eneneeeenetaseneenaeneteseneenneneaen 38

A s e B B B s o B e O 39

users.xml ] CAAPM AFE-AE L ZLF AT ottt ettt 40

domains.xml ©l] CA Introscope® T Q1 T T T-AT ot 44

server.xml ol 4] Enterprise Manager A1 H T EE AT oottt 48
LDAP 5 AL-E-TF INLroscope HOb ..ottt ettt et s ettt s s naeane 51

LDAP Q15 T L oottt ettt ettt ettt en ettt nen 52

FEAIMS. XML O] LD AP Q1 1A ettt et et et e et e e et et e e et e et e e et et ete et e et et e et eeteneaeeateneeeeneeneeeeeane 52
CAEEM 2 AF-8-B INtroSCOPE L QF oottt ettt ettt et st s e st en st et et eeeeeaes e aeeeeeas 64

CA EEM AL R oottt ettt ettt ettt et a et ettt n st ee e n et et s n st et enannens 68

(KB AL3l) CAEEM T2 Wl AR Q] 7 T ettt 69

FEAIMS. XML O] CA EEM Q1 1A oottt ettt et et e et et e ae et et e e et et ete et es e et eeeeeeeseaeeneeaenseneeneneeeene 69

LDAP S AFE-310] CAEEM SI5 AT ettt en s nesnans 73

CA SiteMinder S AF-8-3F0] CAEEM Q15 50 oottt ettt tenenenes 74

CAEEM TATE 0T TEAD ettt sttt ettt 75

CAEEM D AIZ2 ZL A AT ettt sttt ettt ettt ettt ettt erenens 103

= It L o = o I e OO 115

27 HQto| A CAEEM H.OF O T TFO] LT O AL oottt et et ee e ee e 116

LDAP H.¢1oll A CA EEM H.QF O F WFO] TLZ O] A L.t 117

27 PEH S AFE T2 CAEEM T oottt s e 117
Introscope SSO(Single Sign-On) Zd B ettt ettt ettt ettt et et et et e it et et et et eteas 119

SiteMinder SSO ™ INtroscope HLQF T I ..ottt ettt 119
% g1 /\1/\]. W H o}

SuperDomain 2.9+ 58 Z 2 73 AAL M HQOFS FATTFUTE e 122
INtroscope H.OF TEA B Z .. ..ottt ettt ettt a ettt ettt s 123
INtrOSCOPE O T Z LY S .ottt ettt ettt ettt ettt as e e et et s st sn s ananansens 125
A 4 7 CACEM B&H 127
CACEM HLOF Tl T LI S5 ettt et a sttt st e e et et ettt s e ant st et ettt e s anantesesesanas 128
TIM O] THBE S H T S A T 0 W ettt ettt ettt 130
CACEM Q15 I ettt ettt ettt a et ettt et e s e e ettt et s a et et et et s s e et et s s eas 130
CA CEM L TET] ottt ettt a et ettt et ettt et a st ee s et et et et et e s anan sttt et et et teeneens 131
CACEM T TF FLO T M ettt ettt a st a st n e e et et es et en e e s e s enaen 133
CACEM HOF AFERE TLT Z Hl ettt ettt sttt sttt ettt sttt et a s 134
F7FCACEM Q15 AT FL0] Zo A ettt 135
CACEM &] 7|3 HQF AR &} 150l AZAH W7 T3 L T s 135
CACEM Ol THZFCAEEM S15 L AT FL00 et snenen 137

8 H.oF e A



CA EEM Ol AT CA CEM AFE-F T T13 FF] oottt e et s e eee e eeeeeeeeeeseeeaeaes 138

CAEEM 2] CACEM Bl A2 S22 A H ettt sttt 139
Introscope THE B A2 S A H ettt 141
CAEEM 2] CACEM T 222 T H ettt ettt sttt ettt ettt ettt et etenees 141
Z]E CAEEM CEM DA 22 B ettt ese s ene e s s e enens 142
CACEM 7] B ZY 22 AH] 22 DA A Z ZEL ettt 145
CAEEM o] A1 CA CEM B AT 22 A3 QUEIOTE Lottt 146
CAEEM O A1 Al CA CEM DBAIZ2 AT Z27T ettt ettt ettt teneaens 147
CA EEM Introscope AF-8-ZFoll Al CEM 20l th 3k AA 22 AT FoOJ s 147
CACEM 2] ZZ Q15 T T TE Fh00 ettt ettt en e en e 148
R AFE AL} T1F, TLB] AL CA CEM vttt ettt sttt sttt sttt s s 148
27 Introscope ARl Al CEM 2420l T 3F A A 22 FTF Ho0F e 149
FETF CA CEM JLEE ZFG] oottt ettt eneenen 149
CA CEM BHLOF T T ettt ettt ettt sttt e st st et s st eseese st st s s e s eseeenananans 150
THOT TR B GE T Q] ettt sttt ettt ettt ettt 150
ZASEO] BEAISE HTTP 2.7 ST 0 ittt ettt sttt ettt s s s s saessaeea 152
FIPS 140-2 T BF QT B 1ottt ettt ettt ettt a ettt ettt s et 160
HTTPS 2 5 3F TIM 21 T AT ettt ettt s et s e een s seenaene 163
HTTPS 2R Enterprise Manager DA Z2 A Bh ..ottt 164
CA APM Transaction Generator(CA APM TG) ELQF T3 B ittt 165
A 5 #: cA CEM I} &) nCipher A& 167
CA CEM T} B NCIPREE AT Bttt ettt ettt st s st st st st s e ssantesesesnas 167
e OO OO 168
E RS R T T OO 168
NCipher 2 A YT CA CEM A oottt ettt sttt sssas 169
TIM O] NCIPher BFIE R OT A ] oottt ettt sttt ettt es et s s 170
TIM 1] NCipher Z2EE QIOT AR oottt en st ettt n et et et s nesaeaeaas 170
AU RO H] Ml ettt ettt ettt 171
TIM O AT NCIPREr AL X TFQT ettt ettt s et se s seeseessaseassasnenes 172
NCipher H.OF ZE7A 0l TIM HSM 5 oottt ettt ettt sttt s 173
CA CEM Ol S A B 2] NCIPher THRL 7] G B ettt n ettt 176
TIM Ol NCIPREI HSM TEA3 oottt ettt s st a et n st nas e s nanses e sanasansnanes 177
nCipher & BT 55 S E T BFOL. ettt e st 180
NCipher 7] T G AF TFE ZEQd Lottt 181
A AT TR FTQ] TR TEAT Z T ettt sttt 181
Operator Card AT ZIEE T A7 oottt sttt ettt nas 183
Al OCS(OPErator Card SEt) TEE 7] ..ttt ettt sttt ettt s st ettt st tetenens 184
OCS(OPErator Card SE) B Th ...ttt ettt sttt ettt e st et st st st et et et esees st et et et es et et enenesanens 184




021 7] & Operator Card B EIOTE ...ttt ettt e st s et et et et ettt ettt et s nanaenan 186

CA CEM Ol A 2] NCIPher T A B Z ...ttt ettt ettt ettt ettt s 187

A 6 % CAAPM | A AULE FLE QIZ AL 191

CAAPM O A Z2TFE TEE AL AT ettt sttt ettt e e
ZTEE TFE BEOT B ettt ettt ettt ettt b et
ZoHEE TEE QIS TEA] QA ettt ettt ettt ettt et e e e e en e eee s
SCARVES Of Bl ..ottt e et n et s e st en et eneetneenentnes
2uLE 75 H] o] H & AFE-5Ho] CA APM o)l A Q1

ZULE FFE QLS50 ThE CAAPM 227 oottt ettt tns
Z2UEE TR QT Q T ALBE ettt ettt ettt ettt ns
Windows | 4] SCARVES 4] 8.4 F& 2 A X
L = OO 198

7] A7 200l B Q1T AT QT QF BB ettt 202

(AL ] BFEL) CRL T B ettt ettt et e e et e e e sttt et et et et e s e s esesesenene e e et st sesssaeseneneanerenasaeeeees 202
SCARVES S AF-8- 3} 5o E ENterprise MaNAEE TT-AT ... eececceeeeeeeeeeeeeeeeee et et etsese s nen st et e ese e eeeeenas 203
SCARVES I TH 54T ettt ettt ettt a ettt ettt et et ee s ettt ettt ettt et e enens 204
SCARVES T3 ettt ettt ettt sttt ettt a s ettt et s et et ettt e e e e s Rttt et et et et et et et easenee ettt et et et et et tetenens 204
SCARVES Al ZE T ] ittt ettt ettt s sttt ettt et ettt ettt ettt erenens 217
Z2TEE TFE AR BFOL ettt ettt 218

CAAPM Z2TLE FFE Q1Z0] TEA BUZ ottt ettt ne s 218
SCARVES 2] Al ZF AT Lottt sttt eanen 219
OCSP 2] FHAD FHATF AT ettt ettt ettt ettt ettt s e e 220
CRL &) A ZIAF AT ettt ettt ettt 221
OCSP AT 71 S T B AL 2 ottt ettt sttt ettt bt et e st se s asa st tesas s s nas 222
LDAP ATH] 71 ST BEA] G Bttt ettt ettt 223
TEALBE CRL QT oottt a et e st a st st e s s e ee s e s na s s ssneanessnaesanaaneesaneans 224
RECEIVEA USEI NOT IN LDAP ©ITOF ..uvvviieeiieieiireieeeeeeeeeiireeeeeeeeeeiareeeeeeeeessstaaseeeeeesasstssseeseeesessssseesaeeseasnsraseeeeeenes 225
A7 7] B G Al @ T ettt ettt 226
T T R] CE2 LDAP TRl @ T ottt ettt ettt ettt ettt neas 226
Enterprise Manager O] A3+ BN A O] T ol 2] L.t 227

10 H.oF ehfj A



Al 1 A: CAAPM RSl R

o] Aol A= H.QF 2 CA Technologies Application Performance
Management(CA APM) H.QF 545 A & o] AF&-31= 8o & A7y T
o] AL th5 IS Eetal dF T

CA APM H.F § oF (5] 0] #] 11)
CAAPM H.oF 1 A3 7)) @ (] o] #] 14)

CA APM K. Q ¢}

CA APM 01] ] = CA Introscope 2 CA CEM 2] H.¢FS- ¢J 8 v}&-3}F & 1o}
HAYSFE AR

= Introscope 3 CA CEM ©f| t 3k A}-&-2}e} 15 714k 215 2l {3 Fhof
A 2

- usersxml 3 QS AF-E3 1k 7aF 24 H ot

ZFA B Y82 227 HoFS A28l Introscope H.SF (] ©] A] 36) & CA
CEM °] =7 915 Bl 715k o] (0] %] 148)5 s AL

- LDAP

A} A SF 82 LDAP = A3 Introscope K. OF (3] 0] #] 51)=
E et S A

Al 1A CAAPM H o7& 11



CA APM H.SF Q ©F

CAEEM

Z}A S 82 CA EEM = AF-8-3) Introscope H.9F (H] ©] ] 64) 2 CA
CEM o] T3k CAEEM Q15 2 {3 o (H| 0] X] 137) &
Az A S

Zr3l: CA APM & EEM 8.4 SP4 SDK = #| &3}, EEM A 8] B] % 8.4 P4

o] ol A Q155 AFH .

TSk CA Support AFO] E A T2 =3 4= QI = & CAEEM 5 &

2 e 23hE thS cAEEM QFUIA & F 2 A &

m CA Embedded Entitlements Manager Getting Started Guide(CA
Embedded Entitlements Manager A/ ZF SFL] A7)

m CA Embedded Entitlements Manager Release Notes(CA Embedded
Entitlements Manager &2/ 5 1)

Enterprise Manager }.SF:

4

MOM(Manager of Manager) 2 Collector 7+2] H ot Q155 93+ 37
2 IR 7]

ARA| g U8 Bk 15l disl] &7 2 el 7] A4 (Flo] A 31)&
CELRLS

Enterprise Manager ol |3t A4S H 55} ] 2 8.3 AL-8-2} A3
o

AFA) 3F W82 Introscope 2] H.oF FHAH (0] #] 35)=
Zrzeg A 2.

W= 2] 2] E Collector 2 MOM 7+ E41
Enterprise Manager 2 B.2}-9-4] 7+e] Bt 218 93 4 &4

AFA §F &2 HTTPS & W) Enterprise Manager 91 Al 2~ A gt
(Fl o] =] 164) % cAAPM T-¥ H FF] 9F1j]4/2] Enterprise Manager
AT B S FFEHA A L

d

ol o] 21 E L Enterprise Manager 7F2] H.¢F FAl

H
ZFA) S )88 CA APM Java Agent -8 9FLjA] B2 CA APM .NET
of o]  E F*¢& oFjJAJE F BRI A L.

ES
>

A A SF -8 Introscope =91 A o] 1 14 (3] o] #] 23) E
Introscope ‘=] 91 9 W oF A 1 (] 0] K] 34) 5 FZI4 A L.

12 HoF el A



CA APM H.¢F @ oF

E ALg A9 E-A Enterprise Manager & €58 4 =5
583l 74 &4

ZFA) 8 82 Enterprise Manager A # 3k 141 (3] 0] #] 48)&
Az A 2.

o8& T2 IO A WA 5 AFEATE 54 vl =Y 2 A Hj s Y
ITHEQES & F Y 385 14 54

ARA S -8 &8 St 1 E AL QT (F 0] #] 120)

A Z A AL

ZFA| B W82 domains.xml ]| Introscope =1 91 H 8k -4

ZFA 3 W -&-& domains.xml ©l Introscope =1 21 A3+ 1-4]
(017 44) & FZFAHA L

CA CEM H.¢F:

TIM ©] A 2] ¥ Windows =+ Linux AFEH S FE 435 H3E

AFA B U 8-S cAAPM 3] E 9 12]0] = QLA AITIM & 2 Y
A A A FES FEHA L

Enterprise Manager 2 TIM 7F2] H.QF SA418 93 -4 &4

A & W8-S HTTPS = & ¢ TIM B4 -4 (3] 0] #] 163)S

SECRRES

APM tl| o] E] H o] 0] A] ¢} 5 3} 11 FIPS 5.$F
| o] B] }A & W8-S FIPS 140-2 5.8k 9k 5 3} (F] o] X] 160)5
7(1—1 o]_}\l }\]

APM d] o] E] H o] 2~ H oF:

APM Hlo|HH[o] 25 9|t S HE

A g 82 CAAPM X B 9 28] o] = 9P 4]9] PostgreSQL
fjo] e o] = oF& ’5757 S Az L.
Enterprise Manager o] T3l H. ol 14

ALA| & -8 CAAPM 2] B 9] 2] o] = oFrjlAfol A
tess-db-cfg.xml 3L ol 45 3lH T E AA = HH ot
AHE A Al L

Al 17 CAAPM HeF 7] 8 13



CAAPM K QF 2 Ast 7] &

m  CAlIntroscope® ¥ CACEM & X2 13 W1 EHH:
- H]ZEY 2 A2 70 Bekel = AR A g Fej vt g %LLAI:}_
A 8 8- 7] cA EEM CEM 1A 2= A 3] (H] 0] #] 142) 2 cA
APM 7 B ] QHjjAlE xS Al L

CAAPM HSHH AT 7|8

‘CAAPMEL?}'S ol J?‘SL Holg LA o2 Eg) /8 A& A 2
AREAL T1LE Introscope 1 CACEM ol ¢HA&HA =1018F 2= 91T},
1714 A}J‘—U}:l olgt &g w2 gl yhalx} A28 P} B S

AR AR J S FF YT A AR A Y T1E-0] 57 Introscope
X]—ﬁ S ST S ATE %3}% 71%0] %141‘4-

M=

EIE AU AEAS AUAE A GOz, o A
< Introscope 2 CA CEM ©f| A &gt}

o o] AbgARE FSIU R
o o) AbBARE S AE AL e g e T ele] Bzl

Q1% AR QB A1 Q1% Al R LAl QL 6 R ko]
JEFILh Z, 915 A0S AL A D B HA5H] Ao T2 A Aol A
Bf RS ATHES 25k, ATH JRo L0HEA AF

A 2se A S E T Y AR AbE 9158 AL AR g Ve,

AR A Fo] AR

8 of 54T A5 A
FJ (ell: &
TTE ngc‘)] ]’
2l 2ol oh gt
EE P PESIIE|

—|—’

8217} A 2281 o] 3 A o] 3= 1k
, 014 2 gol el thal] 7ba = gl o) 2
A Z QU Al el A3 o] = AFE AL 5

ol QA B Sl

ofo
[k
fr
N
%

F\F

2 =
o
+
o)
i)
w
X0 -
ul
o)
sL
o

o2 g 3o A QY FrAe) ¥ Aol A FAT
5 AHg A} g {3 Yol gk,

14 Kok ek A



d & 5o 54 /N ALEA Al = dlo]E W o] 20| A AR E HAE =
1A ol el o] 2o 3l o] Bl WA S gl AAE AFIL
ThE N AR AL Al ol HE WA T 4 e AR At
dlolElulo] 2= 2] A 25l AAE 4 Q15 e g o) sy e
oS 2o AR gt G- ATt WA o2 oo} e AsS

Foj gt

s ARER X E ARl A 23 S gl Wako] AUzt

. AEAXEAYPEFYT 5
s

n AR X = gl ARl tal 2 P E Y = e dekel sy

B PN QF, NG o] i ALGA 15 W ALGA UG o]
Hahis oA 2 g A, g A, AL A 15 ] RS o g

CA APM H.oFS 9] 3 realms xml 3}01 o 3} o] o] HotJ S e 4
AU} Introscope ! CA CEM < realms.xml o] T ¥ HF 99 S

Apasfel AHEA} Q1% W TLE o] WS A T T A4/} Introscope
= CACEM o] 21913 21216k = -8 X 2 132 realms.xml ol
ASlE A2 7 Bol 39S AART. $8 X Re 54D 2

BT} EATFEA AT, A3 AR 957} 5 ek o ol
el AT gt AAFHE A5 AFol JFFUC b 24 F st
A ohs 25 220l s

= HolE BE oo aF o] ol AHEAE

realms.xml 9l 95 T W H AA S W E2 v TES
7<1—1 o}/\l }\]_9_

m  realms.xml o] =7 915 -4 (¥ 0] A] 38)
m  realms.xml | LDAP €15 -4 (3] ©] #] 52)
m  realms.xml ] CA EEM 215 1Al (H] o] A] 69)

Al 17 CAAPM HSF 7] 8 15



CAAPM H o2 4

N

Au = o2 o2 A Bt o oS- £3H5}9] Introscope H.QFS- vl (£ St

T AsHh

24 xML FY(ZZ): =7 H S Enterprise Manager 2]
<EM_Home>/config t] & E] 2] ol] A4 XML 3+ & A}-&-3h= = Q15
2 Agk o2 FAAE Y

- 27 AF2 AF XML 3+ 2 Z} Enterprise Manager ol AF-8-#}
ol UT ARE ZHR NSt dl AFEH YT 7] 9
o] 52 users.xml YU T}, Introscope &= T EFS o] =4
A (users.xml)S <13} CA APM AH-EAFE Q1= o),

- 27 AR 99 9] A% Introscope = - XML 31 & 7} Enterprise
Manager o] 27 2 A3}, o] u] =l Aste] =
domains.xml ©] At-&% 3L, A A gkl = server. xml o] A &=}
Introscope © T EFA o] 22 31U (domains.xml 2 server.xml) S
0] 5}o] CA APM AF-&-2Fo]l A A 8-S Ho o},

Introscope O A= 7] -4 o & 227 B ko] A& (H o] A 36)F YT}

%8: Workstation, WebView, Web Start Workstat|on = CEM 40 A
Enterprise Manager &= 7] ¥ CA APM &= 1215 }L Zo] AT
o] A ALaHS wk = X 2F A1 Introscope i?ﬂ_ EO}U} AL-&8)= 75‘%

ool HIE E] =-&2] 7}s/d o] ol Ut o] gk o] fr = CAEEM &
Y= Bt wAYSFAYG (T 0] A 19).

LDAP(Lightweight Directory Access Protocol) TCP/IP & S8l A ¥ =
e AH| 25 A8 2 A48 §& 2205 T2 EFUT
AFS 98l 24 XML T S AHE-5F= 74 5 LDAP B 995

AHE-3I A Tk CA APM A}ﬁx}e AL 7 AFH T AA G W &2

LDAP & A}-8-3F Introscope H.QF (H 0] #] 51)= F23FA Al L.

16 H.oF ehfj A



CAAPM Kot 2 A3k 7] Q

= CA EEM(CA Embedded Entitlements Manager): U 2 58 > 2 7131 0]
BT oA A A W), AF D Ak o] AN AT FHE 4 A 9
<+ CATechnologies 5 #4‘3— JEZE“ Qlut},

ZH3L: CA EEM H.SF2 Introscope ©f| A A1 €Y A}%Lo] A"k CA Technologies =
o] 2] o] Z Introscope H.QFHS- 913l CAEEM = A& Th CAEEM 2
AA EFE EFA, AP B E A g AR A /I H o] &, Al F-2 Q]

A Ho 7} 753 T 3tE A A A S Tl Introscope 3§
2 W AAL el BHebs #4832 ™ CAEEM = W A Al 2

CA APM A&7} Q153 A gk F-ol & 913l CAEEM = Hﬂﬂﬂ—?glqur.

E Q1503 LDAP & AF8-81 3L A H-ol ol = CAEEM & AF-8-3l e
CAEEM = T4 & %= al—s—»m ZpA & -8 LDAP = AF8-3Lo] A

EEM 215 "4 (Tl o] %] 73)= 28t Al 2
©] 3£+ Introscope H.QF @ A o] X ¥et+= F8 7|5 HE g

Het g o] A Hst= 7% CAEEM  LDAP 24

o] 2] Enterprise Manager °l| &% & 59 Het o] o ofy o

A1

Ht 99 S A AMS 7Hs 3 ofy 8 ofr 8 o
Enterprise
Manager | A
A
AHE 7he g

7ol 22 (failover) A1 o o T sl

SiteMinder 2} &34 o] oly & oly &

A3k Hsk # Y o A s olHs

U 22 AR A 35 ALy

n SR IR WA A

m  H[ZEU 2 A E]2 7]0E HQE

m IS CACEM A

A 3 &FA o o oly 8

AL & & o o ofy 8

AREALE AT A= AFEAF JIE Ho] 2~ AlE o o ofy 8

Al 17 CAAPM Het 7l 8 17



Ht FHo] A A3t= 75 CAEEM  LDAP 27
NA| 2~ A A S B e = A= AREAF QIE H o] 2~ 4 AT s oty e
Al &

A

A=A 08 ohg 7 Bl oS Z29ste] CACEM HFS w2 e
Fur,

n 2 XML I Y(ZF): =74 H 2 Enterprise Manager 2]
<EM_Home>/config t] & E] 2] ol] 474 H XML 3+ & A-&-3h= = Q15
2 Agk o2 FAAE YL

- 2A A5 2 A Fof o 49 XML 3L -2 Z} Enterprise Manager ©]
AL ol B 4 AR E 2AR A sk Ul AREH U 4 71HA]
7] CEM HF 1 F I Al T1F 9] AR o] Tl e Aol Yt
7] 9k o] 5 users.xml YU TE AGE F-of =4 7FA] 7] Bt
1“8‘01] AojE 7Y A ol 7]‘:‘}3}04 Iyt depdleo] 24

& (users.xml)2 CA CEM AF-&2}2] Q15 2 H 3l Hofo
A& U T

Introscope S| A1 &= 7] E-4 o 2 =74 Hoto] AlFFH U Th
[e)

= CA EEM(CA Embedded Entitlements Manager): 3--& 2 4] 2~ A
AT L A FA MU ~E N2 T2 §& 2203 7] &
91 == 3}+= CA Technologies & Z 2 131 ¢},

do &
(E)
i &

FaL:ca Technologies = o] 2] o] E CAAPM H.QHS 9] &l CAEEM &
HEAGYT CAEEM & A 3+ EFA, AFEAF #HE & 918 AFEAL
A H o] 2, A F-A Q1 A F-ol 7} 7hs g T4t AFAE

A&y}

- CAAPM AR} Q1S3 At Ho] & 98] CAEEM = W28 4=
AEYTh

- CASiteMinder & A}ﬁo}ﬂ CAEEM 2152 4 (H] o] #] 74)3}aL

1%l 913 CAEEM & A T T
- QlSollwk CAEEM & A star A ek ol = ofs = XML S
T (B o] A 117) T

CA EEM ©l tf g 2} A 8F ] -8-& CA EEM = AF-&3) Introscope H.QF
(#1017 64) & 24 A 2.

18 H.oF ehfj A



CAAPM H ot A%k 7| @

CAAPM & T+ 2 7191 7]°5& A|-& %Yt} CACEM 2 Introscope EFl
MM 28 A= AP A= A 2918 18 glo] F 38 22
Alolol A o] &5k 4= )5 th CA CEM 5= Introscope A}&x} °1Z Al cA
APM & AF-&-2} o}o] dIE] E] B o] ALE-A}FE Q153 & & ©] 1*#

g =3 th Introscope = ©] HHE AFE-SF] AT &g 1FS
Iyt 18 ths CAAPM 2 TS WY T ShUE AFS-5he] AL AL E
A5

= CAEEM 2] 7%, AF&5) o) 4] 2 4

w27 WSk A%, dht o] 4] CACEM HF ARE- A} 150 7 AHA

CAAPM HSFS A AT o] Ao A=t Bok oS wjE&%] o}
£330k 99 41897 2450} LT CAAPM AFE 117}
Introscope °fl ShAl 2 = Q== 5t 22 = CAEEM Y9 =
AR PR

ﬂlﬁ

ZF31: CA Technologies 9l A += CAEEM 915 2 A Frof RS v XS A S
AZ YT 2HA § 8-S CAEEM S AF8-31o] CAAPM S B35 351 2 $-9]
o] 4 (Fol#] 19)= x5t Al 2

CA EEM & A1-8-319] CAAPM & B 531 H$-9] o]

CA Technologies °l| A1 = CA APM H.QtS- 9] &)l T} 7|5 & A & 5l CA
EEM & w328 215 Ay

o AF8AID S Al A AL BB WA o] AR FEH 0|3 FHE

=

n T T2 cAAPM HQE
CA EEM 2155 A}-8-311 o] 2 Enterprise Manager ©l| A &< gl CA EEM
AHE TFE T IJoBE T4 HFT2 CAAPM HES Wi 28

AF YT

Al 17 CAAPM H.SF 7] 8 19



CAAPM H o2 H

LEEDEP DT RN

O K] 2= % A & A}-8-316] 0] 1= CA CEM WLek 15 o] H] 1] 25 A ] 22
2 el wlolE ol Tje Al s AL WHTAS Alojehi

W] 2] 22 AH] 22 7]k Bk e,

$§ TR RO A 25HE AL A A T S
E2a9s Aolshew A%E Qg AR oR

ARG SRR ZE AL S AT A A D EE Qe F SE ZL T U
aco] M ST 5 i A E

¢

hind
o
b
(o]
-0,
2
}zlé

T EZZ Qo A &
NEF APl x5

Embedded Entitlements Client -] SFASHA 7AA & A=A &
gelsla Hrtsk v 58 22
Ol Bl ool S8 xR

AFH

S8 XTEIHE AA e

CAEEM 2 &8 ZRIHS FAsHA #elat
Ao ENEH e FPT 5 =T T A
o g gole g B gy

A ID A A

CAEEM o] 23t A G A= AFEAHID 9] A8 S = Y= dd SA4 =
AHEE = JF Y 3 o] ©d S 4 & Microsoft Active Directory,
Novell eDirectory, SUnONE Directory 53} 72 9| H- t] g g| & A 5}+=
A R = Ut

20 H.oF ehfj A



CAAPM Kot 2 A3k 7] Q

e Zefpo] = T

CAEEM = UFE CA Bt &7 3} 9| v £8ho] Habsh vj=y 2
3z 2 7730 F gkt A A o A IAM(Identity and Access Management) 2+
A=A TS T AFHT o] & T35t CAEEM ¥} 7ol 4]-5-0]
w2 51, F-A sk, ] 7heekar, A A 3 o A ARE-3E A Q=
Het =72 eyt

- CASiteMinder 3}

Q
[}
KX
=

Embedded Entitlements Client -5--& X & “1 31 0] CA SiteMinder <}
7134 0.2 53 CASiteMinder ol A ARS- 2 = QLS A H
AF& A} A A o] AFE AW 1 A Hof| A A3}, CA SiteMinder
A2 575 AHE-sko] 158k, CA SiteMinder S 68 Z =170
SSO(Single Sign-On)& A ¥ & 4= Sl HFH T}

- C#, C++ % Java & T4 ¥ SDK
CAEEM 2 CH#, C++ % Java o] 7l 3174 S X I8 L2 C#, C++ H Java
ZE EAR QS A3 o], oM E e 2 7] APl & ¢4 8]
wA8HE G JdF UL o7 = A& ZEG XML AAHE, 18 A
Ko7 54 S8 T2l L3k o) gk A5 7}

ZgE o] dHU Tt
2] Ful

CAEEM 2 ¢ 7]Hte] v 3] QIE Ho] 2~ &

2 Bk A A A2 A A B AR 1]

e EtE v S-S H 2 Bot A He S S8 TR
il

- TH AU

CAEEM & AHGAL R 58 B shAY AA A= A A e A o] 3
delshes o ukE AR 5 Al ]

HulEAEstH, ol Ul = EE
S8 2RI o g U Th = CAEEM SDK & AF&-ate] 7]
Ul 743 8485 ARSAF A ) s o] X ol 23 4= syt

Al 17 CAAPM HeF 7] 8 21



i
;OL

)

22
Ho
‘l- fe)
F
A



A 2 A Introscope =H|<1 o] 2 A4

o] #Fol] A = Introscope H.¢FS A A 57| Aol Introscope =M 21 A o] 2
T k= Wi gisl A O}Uﬂ MOM, =% 7] & Workstation 7F2] H.QF
ANee A7 R 7] 478 ¥ AR Ay

of AL th5 P ek AFUY

Introscope &= 21 8 o] B -4 (F] 0] #] 23)

Bt Aol vl el 2 71 7] 74 (F ol ] 31)

j=4)
=X

Introscope =1 <1 A 2]

74

Introscope = =M Q1S AFE-3F] o o] HE S} R UHE =&
o] ® CAAPM A-E217} o] | AW E

was

o] uf

R & L=

<EM_Home>/config B B E 2] ol )= domains.xml T+ ol A Perl5 7 712 =

AF£-3}9] Introscope Agent & =
2 domains.xml 3} & AFE-5Fo] A o] gt

=<l

-

ool

Introscope H.¢FHS A4 st
TASHU T 24 Bote] AS- el
A AT e

CEL R

(¥ 17 44)=

Enterprise Manager = domains.xml 2] =1 Q1

ol Fshe

T =2

EEM ol =w]

ol 9lo] v g ok AHg-ah mek <o

1 A5

T:.
1__1_

s =9 785 6 o) =g

A3+L domains.xml 3+ ]
ﬂ Sk ?“3

h s

domains.xml ¢l Introscope &= Q1
. Introscope H.¢FHS- 9] OH CAEEM =

?15_ = T/\] —‘]’Ei EH)?J CA

T3 3l oF vk ZpA| gk W82 CA EEM APM =] Q]

2 a2 oA s A w7 Yl Ab A (H] 0] A] 104)E FEsH Al L

A 2 % Introscope = Q1 A o] W R4 23



Introscope =M Q1 o 2 -4

= 7%

Introscope ol = Th&- 2 7FA] 8 o] | Qlo] Q51T

m  SuperDomain - SuperDomain & A| 2~¥19]| 3J &= AF&AF A o] =S
B xgkehe A9 1 Bl gtk B olo] A ET}
SuperDomain | FAE 4= YA T AFEA} G 2] Ew|Qlof = UERE 4=
A5 Th 7] & Introscope T4 ol = SuperDomain Tt XS], T} &
EHQS A A S -G EE ol o] 2 E = SuperDomain ©l|
ufj =g 5 U o},

n AFE2F A 2] =W Q) - <EM_Home>/config Tl 2 E 2] 2] domains.xml
gdel A =QlE Bl 4 AF YT domains.xml 1L & E 3
T 9l o] &5 At w=g & = A5

= e T3

n Aot w
. =}l o]E
n RE TS

m  3Fe] =8 9] B = SuperDomain ol = o 2] ol o] H E w3 o] 9)-&
ALYt Erfo)S ool A E e} A2 A5 s o o] A E
=l @fol vl 33 =] AL SuperDomain °ll A% U T
A2 ERAA FA L A el A9 AF ool dEE EdAA £
2] AFgA; A o] | olol] A Yt}

n o] HEE 3 ddE A AR Er el visg Uyt =Hglo]
SH 5w %] ¢k 74 9- of| o] H E = SuperDomain ©l v F Ut} st w
AR&AF G o] | Qlo] Q1o of o] A E = A2} g o] TRl

=3 Yt}

n A SuperDomain °fo] HE mfFH(7]| E-A 02 RE o o] H Eg}
Xt T3 H)S WG 8HA &S -5 Introscope + Al = A o #
=W 1S <SuperDomain> B 7L kol v %] Lt}

m  Introscope = domains.xml 34 2] 2] Q.7 = 7] EF 4| 2 213
ojd v g ¥ %= A X 5HA] &= ol o] A EE SuperDomain | vl %] &k T},

24 Xl el A



Introscope S=H| Q1 A & & -7

A A2} S 2] 2H WA F L3 domains.xml 3 AL-&

e F2 2~ ol MOM 2 Collector E vl 33121 A €14 OE%E1¢E1
AA el cov & ¥l E8h= A5 U T 2 domains.xml 7F 2 & o] alf &l oF

g,

FRI1 1 E cCAAPM 8]~ AA 9 & Z2 2~F U o A MOM, Collector
2 cpv o] AFE 5= domains.xml A& A 2 o =2 oF ¥y}

MOM & S 2| 2F ol A o] B o o] A E(F, 2] 2=l o]l A A HolH &
HUl&= o o] dE)o Higk =do] 2 et e ﬂﬂ?—l%“ AU} sFA Tk
MOM ¥} Collector 2] 7] = ol o] A E o] tfdl] A= t}h& =1 Q1S AL-&35hd
MOM ol 4] EF]13}= 7] 5 dl o] Bl & LA o] W;{]QX} < T I
e 2~H Ul EHQlo] &3t 4 - Collector ©] 7] ol o] A E7} ZWQX]
grom @ WAAHO R 7| = oo] HE S v EFHA] ¢ 3 MOM S 53
2-X & = Workstation ZL 2l 3Z ]| Collector 2] H] | & 7} A & #] °V\1411}

o] ] 3t AF3+-S- vk <] s7] Y&l 23 2~F W2 MOM 3 EE Collector ©f A
=3} domains.xml 3 Y & A& A o] b 5 UL 1ejH EA
Collector &} 172 % Workstation 2] 7] = d| o] & &FQ13}7] ¢ 5l 7]i

o o] AEE nhEET g §lo] &7 gfo|H H 7|5 o o] d E Ho]H 7}
MOM Workstation °l| 34| Yt}

a2 Fe]2H do]H Fof(cbv)E HH:tO}l_ 7] $- CDV domains.xml

gt o = HE=A] U5 w9l o] AZ3EE of Qlojof gy,

m CDV o} 9 A5 += 5 Collector &) 2= EH| ¢l

= CDV 7} HIo]H & =3 8} Collector 7} 478 B E S A~EH | B E
=l

Collector -4 domains.xml 3} of] &) 3= E=H| 21 o] cDV ¢] domains.xml

gtd o e 4§ v 22 AFsto] Al o

. ‘Lr—awl'% Collector =] 21 2] d] o] ] T

7249 Collector T=H| 91 2] H] o] E] 7} CDV Workstation ©f 3£ A] =] A] &5t}

A 2 % Introscope = Q1 A o] W GEA1 25



Introscope =1 Q1 7 2] & -4

Er| Qo] o] M E 2] K vlF

domains.xml 3L & A}-£31o] =S A
nfj =g sfj of Ut}
o0& gAE gEAHA L.
1. <EM_Home>/config t] & E 2] & o] &t}
2. domains.xml 3-8 ¢4t}
3. =2l el 9 F (o] A 24)3 the A4 & AFES] =S
Aol gy},
name
EdQle] o] Ed Yt
o] Ao e oS-I EHFY
s GAet 9WogkALEE Sl H Y T
32 E A FHFUT

description

i&
ol

FaL o o] HE S vl

4., Z7} = el ) 3 ©HA S vk o)

5. SuperDomain "}|3F ©] domains.xml| &] &4-i-of A o] ¥ o] QJ=*
3ol 34l A 2., o] E E3] domains.xml & ol ©] 7 EZ SuperDomain |
=gl 7] Aol o o] HEE 5 ww|¢lol] wig & = 95Ut
o] = E9] t}-S- SuperDomain "3 S domains.xml SF5-5-of] vl %] 5}
XML 3} o] v %] FLifo] X 2] w] 7] o] BE olo] dET}
SuperDomain ©}2jj ol ulj x] 5 Lt}

<SuperDomain>

<agent mapping="(.*)"/>

<grant group="Admin" permission="full"/>
</SuperDomain>
o] SuperDomain "°3 = domains.xml &] & 4-4-of vl %] 5}H
SuperDomain & A X|3}%] &= HE 9 ]7(4 E £ catch Yt

26 H.oF Q) A



Introscope =M €1 7 o] & +1-A]

6. domains.xml 3L S A &3 S5 o
7. AN = ¢lo] &= % == Enterprise Manager = THA] A 2Fghu o).

Z31: domains.xml Q4 o] 5 . F U 71 EF 257} 21 2™ Enterprise
Manager 7} A| 2+ 5] A <54 o

Al =] 218 domains.xml T-&

L elel] tf &k e ok Z2E U T

<domain name="Domainname" description="Domain description">
<agent mapping="host\|process\|agentname or matching agents"/>
<grant user="username" permission="permission"/>

</domain>

Al #E] EES THE o 250 £33 =l S AeE 4= Gyt

e RES el AAse] ' domains.xml ol A 2] 3F T2l w} o] o]
Tt yEHE E Ve s 3 RES AT Al dEHE R o] 53 Y

O GAE 2R L.

1 M_Home>/config/modules T] 1 E] 2] of] o] 4 A A o] A 7h= = <]

o5 YT fEy Y E Y
o & 50 o] @A A =<l o] 55 "PetstoreA" = g ©| g+ 75 v}
o] PetstoreA BH= o] &9 HEH 2] & v Th
<EM_Home>/config/modules/PetstoreA
Fa: =l g = domainsxmljro’oﬂ g eJgt o] EJJr 4 &3]
Az of gt A Ape} o /AT AL B A A of sh, A x| 5FA
7359y gl 91 g ] ZE o] EEQX] 25yt

2. A3t= B BES <EM_Home>/config/modules T] € B 2] ol 4] W&
TE A HEE g R o] F 3

3. A} =H|Qlo] R =¥ == Enterprise Manager = tHA] Al 2Hg U o}

A 2 % Introscope = Q1 A o] W A] 27



Introscope =1 Q1 7 2] & -4

A2 A3 =rQle AE A 2E F71
A= Aol g mrlQlol = #e] BEo] ¥3E o] 9A duuth g
A= Aol g mrllol A 7] AT A B =g EA S W al g mrl}le]
AE P2 RES BAbs o g

1. <EM_Home>/config/modules/ t] & €] 2] & o] &gt}

2. AE GO mHgle e Fsl= BE Y EHY R
SampleManagementModule.jar 3} & HAFSHU T
o] E E9] Petstore A B} = =19 —O—g Aol A9

SampleManagementModule. jar 3+ S t}L- T F H 8] & HALgY T
<EM Home>/config/modules/PetstoreA

3. Al #E] EEo] 2 EX X5 Enterprise Manager & THA] Al 23U o},

Fo1 EolQlo R BAG S B EL A A5 B L5

S E10] 314 Bt rel 1) A gl B S e A
Sl 7 Ababo] ThE wu|Ql o] B Fhe] BE HALL) uke |4 ghon,
ko] 79 rhR b gL e,

oM E] =l u

ofd
e
o,

LRl Al sk A ¢Uﬂ° = B vl Ao EES T2
1ol v g 8k 7 B3 22 ol YEFH U

w 2HAlE = Qle] HH%% ool AET} thA] & A] GFaL Al HAalE =

o

7 - SuperDomain °] W} EFE U T}

n o] HEZFSNMP R oll A2 % 7 -F- SNMP MIB = THA] A 4] = of oF
gt

n O] HEEUE £ R o] et A S ool AE o] BE
TR AR EAEY

M1
R-
ro.
2
2

28 H.oF e A



Introscope =M €1 7 o] & +1-A]

T GHAE 2R L.

1. Enterprise Manager & & 531t}

2. <EM_Home>/config T] 2 E 2] & o] &3t}

3. domains.xml 3} of| A] = Q1S AhA| ] T,

4. BQT A mjPB g oo EE thE = <lol oA et

5. <EM_Home>/config/modules T] 2 E| 2] o] A &l = Tl g 2| =
AT,
6. Enterprise Manager & t}A] Al 23U o}

TRl B et e ool HE vsd AR E g vl st
AAH v REE L5 ErQlo s o] Faof gyt

o

= GAE HEHA L.
Enterprise Manager & & 5 34t

<EM_Home>\config T] & E] 2] ol 1= domains.xml 3} S 3L o},
E =

Noe

3. Q¥ = 2(d: Domain A)ol| A ol o] A E ufjsg xML Z= 4

BALG o,

SRR
5. ¥ T d(: Domain A)oll A ol o] A E 1| 3g XML =5 21A| g T},

2
6. <EM_Home>/config/modules/2] - | 21 (4l]: Domain A) T] & & ] o
JE RE By RES thA = 1(¢l: Domain B) O & ©

A mvle] o] gt olFol wdd e BEo

o
— E?—{:
_\:_l
In)

O

=l HgE ol ofn] 3= 735 ¥ =l ¥ BE oS
Hprol o Ut 5 A g o] Fof ¥he] EEol 5 7 2l .o W Enterprise

Manager 7} A| 2F%| %] @54 o}
7. domains.xml o 4] YE TS AbA| g T}

8. Enterprise Manager

il
v
>
>
B
%
i
v

A 2 % Introscope = Q1 A o] W 4] 29



Introscope =] <1

4o 2 74

X 2 t}E Introscope 7F =H| <l E-4|

At A x| = Q] A o] Y A X] E ol A3} A Es] A X5t -
e AaE S8ty vl =, domains.xml 3L ol Ao ¥ BE EH|Qlo]
A 83| TR = 45l T ot

QB A 2o Q)= <EM_Home>/config/domains.xml 3} QS tA; Ad %] 9]
F91 o] elEf el ol HAFE o

Y2 AR e = A5
<EM_Home>/config/shutoff/MetricShutoffConfiguration.xml < t’
Aol T o dy gl HAGY

&2 M x| o] <EM_Home>/config/modules/<domain> t] & ¥ 2] o] )+
RE ZREE U AA R JARRY oL

Enterprise Manager S UHA] A] 254t}

H] &4 A 2] Zbol| =W} o] &

Hlixﬂ d il 7J°ﬂ T RlE o] F 8k - F AR o =l A o] thas

o

=

& SAE gEHA L.
B A %] o] <EM_Home>/config t] & H &) ol )= domains.xml 3+ L S
[eZ]
A4 T
Tl AR E BEAFE YT
7 A %] 2] <EM_Home>/config t] & E & ol )= domains.xml 3+ L S
AY .
=9 A X E domains.xml 3L 2 EA}sU T}
Za2 AR 9] <EM Home>/conf/g/modules gag gl J= a8 5
teE g el Tdg A A B dH 2 & U4 A Aol e Yt
YE AR o] =l &35k R E ] HES HASHY] Tk gt
S oy e 2o ¥sYth
B A x| A = Q1S 2FA Y T
Enterprise Manager S THA] A 2F5HY o},

30 H.oF el A



o] HE Ao} 2] H AR =M T4

o o] A E Aol 2= (failover) 715 & AH-8-8k= A -5- AHAF B 27}
A ojr o] 9l o Aol] ZX(failover) EH” o 2 217 ¥ X Enterprise
Manager Oﬂ ] domains.xml, server.xml 2 users.xml 3} o] & 7] 3} =] o] of

),

ol o] H E “Fofl 22X (failover)oll T gt 2} A g+ U] -8-2 CA APM Java Agent 73/
OFJJA] FEX= CA APM .NET 9 o] FE 7# ] oFjlA] - 3173 ol k= Qb A] ol A]
of o] H E Froff Zx] -3l gk Ul 8-S FxsHA Al

o?
.
r o
ol\

o thgk 378 R 7Hd 7] +4

73 o]l A MOM, Collectors & Workstation 7+ B4l L 2 E L2
HeFQlFo sl &7 2 711 71 & AUt

71 & Collector 7121 7] A K.

Z} Collector = MOM ol A A A3l H] AR-&st= FE & 7HQ] 71& A
=g 7 719 7R 71 A FS A= AAE st H sy Tth
Collector Enterprise Manager ] 7}¢l 7] =
IntroscopeEnterpriseManager.properties 3} <! 2]
introscope.enterprisemanager.clustering.privatekey <373 ol A 2] %] o]

A&
Z)Eghe et 2,

config/internal/server/EM.private

=

Hebs 70@}’5’}71 913l Collector 2] 57 5L 7§91 7] g M 2 B8]
A 71S A S a7 itk Sl 718 wAl A sk

off th &k AbAI g W82 A e/l B HS) 7] A st A (sl o] A 32)&

2, Al L. introscope.enterprisemanager.clustering.privatekey <73 ol

g AbAI G 8- CAAPM 7+ B ¥ e] QhjATE FESA A &

231 cA APM B 2 A9l 7] = v E X ek )

A 2 % Introscope = Q1 A o] W RA] 31



Bt vt & 7] = 7l 7] A4

A EARAJD 7 R A

CA APM 3}+7 o] ®oks- 1 73}al 7] ¢9&l 2} Collector e} A &7 2 71 <1
715 A3, MOM ol &7l 7] E vl %] 8} a2, MOM 2] Collector 4 &
AdlolES 4= 5t}

+ GAE B2HA L.

1. Introscope A2 %] Tl &l E 2] 2 o] -5 3t}
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java -classpath
product\enterprisemanager\plugins\com.wily.introscope.em.client14 9.5.0.jar;1
ib\CLWorkstation.jar;product\enterprisemanager\configuration\org.eclipse.osgi
\bundles\24\1\.cp\lib\WilyBouncyCastle.jar
com.wily.util.encryption.KeyGenerator EM.public EM.private

3. Collector &) A} 7] & A A 3H+= 4 MOM 9
IntroscopeEnterpriseManager.properties 3} 4 | 4|
introscope.enterprisemanager.clustering.login.em1.publickey <73 ol|
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A&} “H"J 2HAZ 79 IFS Y
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3. domains.xml ol =<l AgHS FFH T
4. server.xml | Enterprise Manager A AeHS Sy
)

5. 2% 4t v A 7 cAAPM :La—, AHE&-AF,
*7}, /—‘}Zﬂ, H 33} Introscope K9S 4] 2]t}

=

36 H.oF oA



27 B oFS AFE-3) Introscope W9t

24 9% 74 3R

Introsc0pe Oﬂ/‘i = 27 Q5] 7| EA o2 A H YT =24 Q5o
AFE-E = 74 -F- CAAPM AFE-AF 2 9+ = users.xml ol A 7E Yt}

StAE H 2 vl H s s o 2 P X} AR AR = 274 g

A = A ‘3%1514‘4. o5 FT7t TLe T AE A= 2 oo 1T
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realms.xml o] 24 Q1= T4

realms.xml < -4 35= 7%t}

o

52 uheof vk

Fo10e 4 F s 3297
A A ek,

descriptor=2] FtS U}/ A EAE LR

- 9| & £ descriptor=Local Users and Groups Realm <& descriptor=local
users and groups realm ¥} th5 Ut}

n 274 J A9 9 descriptor=2] 3k HH=A] Local Users and Groups
Realm ©] & of 1t}

o o2 Fdo] EAelis A9 o Bl id= gk 7k oI} 353 of
Yt o
<realm descriptor="EEM Realm" id="EEM" active="true">
<property name="username">
<value>EiamAdmin</value
</property>
<property name="host">
<value>localhost</value>
</property>
<property name="appname">
<value>APM</value>
</property>
<property name="enableAuthorization">
<value>true</value>
</property>
<property name="plainTextPasswords">
<value>false</value>
</property>
<property name="password">
<value>YhCVozLDYThTJk31icaAaY9/5MhJRqQ1X</value>
</property>
</realm>
<realm descriptor="Local Users and Groups Realm" id="Local Users and Groups"
active="true">
<property name="usersFile">
<value>users.xml</value>
</property>
</realm>

5
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<EM_Home>/config | & E] 2] ol| S)+= realms.xml 3+ & §IY T},
realms.xml 2] A HA| 3F& o 7 t}S- 3Jo] 9l=%] gl g},

<realm active="true" descriptor="Local Users and Groups Realm" id="Local Users
and Groups">

3. U S48 s A4 gk

T @A mEAA L.
1
2

usersFile
AREAF7E A 31 o] F 2. &, <EM_Home>/config T] 2 B 2] ]|
A A YY) 7] A o0 72 o]= users.xml QY T}
a1 o] gl & T o E 2EE ] FH T
a1 Bk g Ao gl o2 3L S AFESHE WH e i gk ARA g
8- Bt g Aol of v 9t AHE HH (H o] A 39)&
s Al 2

4. realms.xml 3} o] A7 AVRS A Adslal, W ALglo] A8 5
Enterprise Manager = tHA] A gt}

24 A5S AL S A A S realms.xml T

Hetk

U2 realms.xml 3} 2] o 4] Z =Y,
<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1:noNamespaceSchemalLocation="realms0.1.xsd">
<realm descriptor="Local Users and Groups Realm" id="Local Users and Groups"
active="true">
<property name="usersFile">
<value>users.xml</value>
</property>
</realm>
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a. users.xml 3 ol A plaintextPasswords="false"S 1 4 gt}
b. <EM_Home>/tools Tl B 2| ol A] A3t U5 ~AHEE
Ay

»  Windows 2] 7 -$%- MD5Encoder.bat < &>
s UNIX &] 4% MD5encoder.sh <+ %>

Zil: MD5Encoder.sh 2T HE E 2 88} o 3= w & g A] Z A}-8-3}o]
¢} 9] DEE-’F— BEAE o] AA|0) LA Q. o= So] ota 7}

paSword ! g 7) 3 ("8") FAF kol ML A E Po]of
o et i AB S S0k A G2
I SEIch

./MD5Encoder.sh pa\$word
c. AEE HEstE 55 FAFSE] usersaxml 3L o] E A d o] o
Yauth
A% =9 vhg 2HYTh
<user password="5b5ab9639b79259f54bc39515540aeaf" name="john"/>

T-o A A= Fasty e = A3l users.xml T (H] 0] 4] 43)=
EE RO PR KR

6. UWFEAE QFS E A A3l Introscope ol A FE3tE 5T Ao ®
A =] Al g T
a. users.xml 3} || plaintextPasswords="true"= 1 7 - t}.

%8 plainTextPasswords="true"= 1 3} Introscope 7} L& Y& E
ol 5 3}l RE o5 = ut el ~E 7 AAF ok 3t e x| &
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<user password="John Jones Password" name="john"/>

t}5-9ll Enterprise Manager 7} users.xml 3+ S 8] & wfj(A] 213 o] B2 =
AHEAE QIEE o) Th 3 A S ey ok
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7. F7FAREA T IRl UlsA = AR A o] 55 ol ek= 3 ThA 9 7t
ALEALS] 55 A 4 GAE S ok

users.xml 34 & A 7¢3tal S5 YT

WA ysers.xml 4 W82 28317 93l Enterprise Manager = THA]
Al Z}3)A] ol Hu T,

s users.xml It ol @ F7} 1= 7 - Enterprise Manager 7} A 5] %]

o},

G2 b
I [

AHEAF B4 users.xml T-5

<users>
<user password="adb831a7fdd83dd1le2a39ce7591dff8" name="Guest"/>

<user password="" name="Admin"/>

</users>

1F B usersxml -5

<groups>
<group description="Administrator Group" name="Admin">

<user name="Admin"/>
</group>
</groups>

4353le G35 E AL usersxml T

<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<principals xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
plainTextPasswords="false" version="0.3"
xsi:noNamespaceSchemalocation="users0.3.xsd">

<users>
<user password="adb831a7fdd83dd1le2a39ce7591dff8" name="Guest"/>

<user password="" name="Admin"/>

</users>

<groups>
<group description="Administrator Group" name="Admin">

<user name="Admin"/>
</group>
</groups>
</principals>
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3. F7FAREA = aFl diEf 2 9 E ey T

4. domains.xml 3D S A At E5U T
CA APM AF-£-2L7) 27191 H—E 73—?‘ En terprise Manager = domains.xml|
39S AApste] Ab-g 2ol Al A gHsl = ¢l F ko] 9li=A] el

Z11: domains.xml 3 Q ol 5 2 F 71EF @77} 91 ©. W Enterprise

Manager 7} A| 2H 5] #] eF 54 o
CA APM AF&AF 2 15 T Q] Ao 3k 7] domains.xml 7%

7] vl T ol A,
n  Admin A& AF = 152 SuperDomain ©f] o g 21 A A&
H A3y

m  Guest AF&AF L= 152 SuperDomain ©f T gk ¢ 7] HSHH 7] &)
H A3y
31 sAP AFEAF = T A2 oA g EaY, o ds Y T
- sapsupport AH-&AF B- = 1452 SuperDomain ©] tf g+ A A A kS
Ay
- Admin AFEAF 2= 152 SuperDomain ©f] tj gk &1 7] A gk 7]
A4S 243y E}.
- sapsupport AL-SA L= 152 CEM A 2~ E 3]
T Yol u g cEM 2ol Tk A A~ '&—% o ik

Admin Z15 9]
SIS

].
Eol Qo] el ALEA B 1E DR FA S TR e 2T

<grant group="Admin" permission="full"/>
<grant user="Guest" permission="read"/>
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A& A cAAPM =1 Q] 74 -8 domains.xml T

2 54 AR A 54 2]l AghS o
of .
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m jlo, SuperDomain 2] write 7 gt

»  pdiddy, SuperDomain 2] read At

» swonder, dynamic_instrumentation ¥ 3t

m  cstevens, thread dump 3t
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<?xml version="1.0" encoding="UTF-8"7?>
<domains xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xs1:noNamespaceSchemalocation="domains0.3.xsd" version="0.3">
<domain name="HRApplication" description="">
<agent mapping="(.*)HRAppAgent(.*)" />
<grant user="bsmith" permission="full" />
<grant user="fjones" permission="read" />
<grant user="fjones" permission="run tracer" />
<grant user="swonder" permission="dynamic instrumentation" />
<grant user="cstevens" permission="thread dump" />
</domain>
<SuperDomain>
<agent mapping="(.*)"/>
<grant user="jlo" permission="write"/>
<grant user="pdiddy" permission="read"/>
</SuperDomain>
</domains>
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718 A8 743

3l server.xml 7+

S Aol et e Ad A FE U
<grant user="username" permission="full">

AFE-A}F BB = T15-2 Enterprise Manager o] T3l o] 2] #Hgko] 9l & <=
AFYLE o8 @sks ot = A AR AS B 25/A A
gk ol A ARl oF gtk

ul

L 93} server.xml T-&

71 A B A ol A "Admin® ARG A B = Lol A= A Al wRkol

AFH

AAA A FAL 93 serverxml -5

S M2 HE CAAPM AHEA Ol A A 2 THE AR Rolshs P S
no] i e A1 o,

m  bsmith ol A shutdown A3+ -]
= tjones °l| Al publish_mib A+ F-o]

= cstevens || Al apm_status_console_control A 3+ 5-¢]

server.xml 3} 2 Th5- of 2| & o] YU T

<?xml version="1.0" encoding="UTF-8"?> <server
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xsi:noNamespaceSchemalocation="users0.1.xsd" version="0.1">
<grant user="bsmith" permission="shutdown" />

<grant user="tjones" permission="publish mib" />

<grant user="cstevens" permission="apm status console control" />
</server>

50 H.oF el A



LDAP & A}-8-3} Introscope H.QF

LDAP £ A}-&-3} Introscope H.¢F

LDAP = A8} 15 RE A A F Y T} 1 Foll AH-8-SF LDAP 4| ¥] = Enterprise
Manager °l| 213 1 A3} %= % Introscope H.QHS W2 3H= 7 9- A s
Hojol= =4 EO}% ARGafoF S th o 714 | g Frofol] = KBk
ARg- g A1 the s oy o

= Introscope 9] 7 -$- LDAP AW o A A}-8-2} 2 Z15-& FHE 31 domains.xml
ol ks sl ok Pk,

m  CACEM 2] Z9- LDAP A B o] A] AF&AHHE o} 2} 7] & Kol 18 4 /)&
T wHEolof Ut} o 2 S0] LDAP A B ol 4] cemadmin AF-&- 212}
g7 "CEmM /\1 28 e Beol a5S e S dsuth 2 v
cemadmin < "CEM A| 2~ 8l ] A} HoF 12 o] LAl g o 7 shotald
"CEM Al =Bl ] 2} H.Q T155-2] Hgho] cemadmin ol A& YT} CA
CEM ©] 7]3% B9k Z1F 4 7)ol t} 3 2pA) 8k 1] 82 CA CEM ©] 7] 3% 1.9k
AHEAE ZLgmoll A war o B A S (H] o] #] 135)5 RS Al L

Z3l: CAEEM = A}d‘—’uo}oa Introscope XSS Hﬂza}L CA EEM A ¥ £} LDAP
A& EF3 79 LDAP ol A 1SS S CAEEM A B & 7 &
AH YT} o] 2 gt 7 -$- Enterprise Manager = LDAP A of] A A3}#] ka1
LDAP AW & Q141814 k5 th AFA & U] -8-2 LDAP &= AF-8-519] CAEEM
ol 4] (H 9] ] 73)2 323 A Q.. o] AF3Fol| A Introscope &= 8
ool CAEEM = A& FH

TRI A Fojoll 24 Hebe AbEehd 58 T2 9 AL Bk
- = §LaL, CACEM o] i3} H] o] B] EA] of H-E Al o] 8= A
& H AAL W2 Al g s aL cA
CEM ol A A2~ g a5 A}-Gat e g H-of & 913 CAEEM = Wi 23] of

Introscope LDAP 21 Aat7] dell o] o] Bt

A el el ol

= |IBM Directory Server(H % 5.1) - o] F-4J 2] o] A
realms.xml -3 (] ©] A 60)% 2B S

Server & realms.xm| -3 (¥ ] o] %] 61)& FZ3HH A L
= MS Active Dlrectory(Wmdows 2000 % 2003 W 7) - o] A4 o] o A= MS.
Active Directory & realms.xml 73 (3] ©] X| 62)—% 23 A 2

A 3 % Introscope H.¢F 51



LDAP & A}-&-3H1

ntroscope X.¢F

ro,
olN

LDAP A

Introscope H.QFol| tf 3+ A F- v 4 X2 & HFEFov 2 oA Holwj¥EE
AG e F=H| 7F s AFY T

=

Uhe LDAP W.ob& A4 R 14 B sk T2 AAdU T
1. LDAP AJH ol CAAPM AF&A} B 155 A A T
2. realms.xml °l| LDAP & H ot & o & F7}gh )

=3

3. =24 g Fols A9y

LDAP €1 AKX = pind 2+ o] Al F-H Ut} Fefo]d E= <l

E3F3 bind 2GS A8 2 B U LDAP A B ¢}o] A A S Al ZstU T} pind
2ol AT H = QS AR FEo]AETL A Q15 v A Y 5 ufef
S EiRi=

bind Z 33} 4] %31 LDAP 8.3 S HjE= SFdfo|d Ex= oy

o)A EZ AHaFHUth bindName <739l 3k kS 9l H s« o
AT wAYZO HEH R gom Vel B E Q1 37 4o FAE YUY
ARE T2 ZE QS 40 YA oz FAIHA el = 4 F-oll vt 19}
2ol Al L. o= A9 & Sto]AE= oy SElo|AE R A2 H A
E Ut o] = AW 7E ZEto] A E Q] Hdto] FolA] &Rl = sl A

O
=

L, Q1T B AR AL AAl A ¢ A E FARE BE HolHedl=
SeholAETF A2 (817] R o] E)E ¢ A =5 583tk

SR

realms.xml ]| LDAP Q1= T4

[0

o] ol A= 9% WA E 2 (DAP £ T4 51 Wl & A Eh e

R

: 52 A5 918l <EM_Home>/examples/authentication T] 2 & 2] ]
= A& realms.dap.xml 744 3L & A& = 5 Y T

32 Wl

52 H.oF ehfj A



LDAP = A}-8-3} Introscope H.QF

realms.xml S 745l = A9 S F2 8 uwpglol g},
%8 Enterprise Manager & A| 2}sl] WA o} g 12 o] HZFE=5 oo
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<realm descriptor="LDAP Realm" id="LDAP" active="true">

w SAE GEHA L.
1. <EM_Home>/config t] & E 2] o] ) +i= realms.xml 3L & Gt}
) QFWHOR AP & TASEW TS 42 AU,

LDAP Q1S AL-8-3F= A9 AFE-A} ID 7F &1} 3, Introscope /\}&X}L
H] °]'i~ *]-510}04 Workstation o] 212138 4= 95Ut} LDAP Q1=

Rl A E L Null 4 & B E=E AASHA] ‘B}QE’_E AVEA7E A A o 7
20 S5 ]w LDAP 215 454> Workstation 0] E
T WebView of] 2712151 74 9-of sl G o} HbS At d
disallowEmptyPassword £ S A A 34 Al &

Z3L: LDAP A ¥ = BLE Aol Enbr} i8] T4 U Th LDAP 44 &
T2817] Aol LDAP TE] A= H-E] LDAP T4 AHE Ao L

url

¥ LDAP A1 ¢] URL 4 T

sLA Ao 3k 7| B L E =389 o], ssL A A o] tf 3k 7] H
Y E =636 YUYt}

SSL S AF8-81= 7 9- SSLLDAP Z E 7} A] ¥ URL o] 335 o] o}
S
H

=9 Idap://host:port 4 Y t}.

useSSL
A7 LDAP A 8] AAof| sSL & A& A] o F-E A F T
Aol = true, false 7} 5 Y T

A 3 % Introscope H.¢F 53



LDAP = A}-8-3} Introscope .9t

bindName
LDAP 157 E ol BFQId 8f+= H] ARS-H o] S A Y th Wl A E = 7
o ukel g o] Abgg LI u).
o] £ E9] IntroscopelLDAPUser ¢ L] T},
bindPassword
LDAP 73 E] ol uFel g 3= o] AHg-8 B Y ok

-
2~ 2] O 5
o] G4 e g

H
bindName Z =7} H] o] 9l 7 9-(¢1 78 v}l A}-8-) bindPassword

G e TAEU

plainTextPasswords
bindPassword 7} &5t Bl ~E Q%] It = 3 3} FH A=A &
YERA U o] 442 A8 dEQ Yt
o] Aol FHEAY True 2 A4 H 74
bindPassword %732 UHFE| ~E 2 714 =
71 EAH O 7 o] e True & AAHM, o] =
7 E o= o Ay

AP AN AER

Enterprlse Manager 7} realms.xml 3} S ¢} o] o] Zlo] True =
A E) N 5S B3 Enterprise Manager += HHe- 2 &
Ty

» bindPassword &/ AW EIAE QL5 = o sy}

s 43 3E %}ii realms.xml = THA] U T

» realms.xml plainTextPasswords <-4 < False &= 44 gt t}.
< False = A4 3tH 457 S sty
%8 Enterprise Manager = A| 2}sF A o] €44 9] realms.xml 3} o]
E3HE o] glojof .
bindAuthentication
vRQlg sl A --oll Agsh= 15 8 YUt
<4 ol = none, simple, DIGEST-MD5 7} 815U t}.
baseDN
2= AREAFRA Aol thEk 7] 9k A o] F(DN) Y H -
&4 ol &= cn=Users, dc=dev, dc=com ©] ¢} 4 T}

54 H.QF FuUiA



LDAP = A}-8-3} Introscope H.QF

scopeDepth
A A E AR s A5l 1A
usernameAttribute
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o] £ £ 9] userPrincipalName 4t}

userObjectQuery
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o] = 59 (&(userPrincipalName=%u)(objectclass=user)) %] Y t}.

serverCertificate

AT 3 o] F YT AL H = SH 782 X.509 I Base64
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<?xml version="1.0" encoding="UTF-8"7?>

Q.
719 ] = = Introscope U] @ E] ‘ﬂ-‘ﬂ ol 55 W7 sh
o
=

<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"

xs1:noNamespaceSchemalLocation="realms0.1.xsd">

<realm active="true" descriptor="LDAP Realm" id="LDAP">
<!-- Set the URL for the remote LDAP server. -->
<!-- The url has the format: ldap://server:port -->
<property name="url">

<value>ldap://myActiveDirectoryServer.mydomain.com:389</value>

</property>

(@)
=

<!-- Indicate whether SSL is used to connect to the remote LDAP server.

<property name="useSSL">
<value>false</value>
</property>

-->
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<!-- The bindName can be set to a name or an empty string; -->
<!-- or it can be commented out. If a name is specified, -->
<!-- it will be used to bind to the LDAP server. If the name -->
<!-- is unspecified (empty string) or the property itself -->
<!-- commented out, then an anonymous bind will occur. -->

<property name="bindName">
<value>CN=Automatic Binding User,0U=Groups,DC=myDomain,DC=com</value>

</property>

<!-- If we are doing an anonymous bind, then the bindPassword -->
<!-- property is ignored. Otherwise, this property sets -->
<!-- the password to use when binding to the LDAP server. -->

<property name="bindPassword">
<value>secretPassword</value>
</property>
<!-- Set to true if the bindPassword is plain text -->
<!-- If plainTextPasswords is set to true, the Enterprise Manager overwrites
this file, -->
<!-- encrypting the password and setting plainTextPasswords to false -->
<!-- This property is optional -->
<!-- Default is true -->
<property name="plainTextPasswords">

<value>true</value>
</property>
<!-- Set the type of authentication to use when binding. -->
<!-- Valid values: none|simple|Digest-MD5 -->
<!-- Note than in Introscope 8.0 DIGEST-MD5 support has been -->
<!-- replaced with Digest-MD5 support. -->

<property name="bindAuthentication">
<value>simple</value>

</property>

<!-- The nameSuffix can be set to a suffix or empty string; -->
<!-- or it can be commented out. If a suffix is defined, -->
<!-- then the value will be appended to the Introscope user -->
<!-- name when dealing with LDAP queries. If the suffix is -->
<!-- unspecified (empty string) or the property itself is -->
<!-- commented out, then the name suffix will not be appended -->
<!-- to the user name. -->

<!--
<property name="nameSuffix">
<value>@dev.com</value>
</property>
-->
<!-- Set the base DN for all user object queries. -->
<property name="baseDN">
<value>DC=myDomain, DC=com</value>
</property>
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<!-- Set the search depth when querying for a user object. -->
<!-- Valid values: onelevel|subtree -->
<property name="scopeDepth">
<value>subtree</value>
</property>
<!-- Set the name of the LDAP attribute -->
<!-- that will match an Introscope username. -->
<property name="usernameAttribute">
<value>cn</value>
</property>

<!-- Set the "LDAP search filter" that is used to query a user object.

<!-- The tokens "su" and "{0}" (no quotes) will be filled in with the
<!-- Introscope username before the query executes.
<!-- ALl XML special characters in the query must be escaped:

<!--  Use &amp; to indicate an ampersand, &

<!--  Use &lt; to indicate a left angle ("less than") character
<!--  Use &gt; to indicate a right angle ("greater than") character
<!--  Use &quot; to indicate a quotation mark, "

<!--  Use &apos; to indicate an apostrophe,

<property name="userObjectQuery">
<value>(&amp; (objectClass=organizationalPerson) (cn={0}))</value>

</property>
<!-- Optionally set the name of the LDAP attribute -->
<!-- to use as the group name. ->

<l--
<property name="groupNameAttribute">

<value>cn</value>

</property>

-=>
<!-- Optionally set a search filter to match LDAP groups for a member.
<!-- The tokens "%u" and "{0}" (no quotes) will be replaced by the
<!-- member's distinguished name.
<!-- ALl XML special characters in the query must be escaped. See
<!-- comments for userObjectQuery property above.

<!--

<property name="groupMemberQuery">

<value>(&amp; (objectClass=group0fUniqueNames) (uniquemember=%u))</value>

</property>
-->

<!-- Set the search filter used to match an LDAP group name.
<!-- The tokens "%g" and "{0}" (no quotes) will be replaced by the
<!-- group name before the query executes.
<!-- ALl XML special characters in the query must be escaped. See
<!-- comments for userObjectQuery property above.
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<!--
<property name="groupObjectQuery">
<value>(&amp; (objectClass=group0fUniqueNames) (cn=%g) )</value>
</property>
-->
<!-- When using SSL, specify the full path name of -->
<!-- the LDAP Server Certificate (if available). -->
<!-- It is not necessary to escape backslashes. -->
<!--
<property name="serverCertificate">
<value>C:\path\to\my\cert\cert.cer</value>
</property>
-->
property name="disallowEmptyPassword">
<value>true</value>
</property>
</realm>
</realms>

AFSAM7F A Z T2 o2 LDAP A ol )3} realms.xml T

12| LDAP *ﬂﬂﬂ 015*17} M2 025 535 A S u eupa )
HFQI Y 8 =5 realms.xml = T3 & = A H5Y T

o] o Ao A sSL o] LE 636 S A}83F= hostl 0] 2= T LDAP & AE =
LDAP 2155 53] ELHE} TrE] Oﬂt realms.xml | ] hostl.pem O &
BAE SA7E AUt EE 636 & AF8-8ki= host2 2H= - WA
STAEE FU)sld %LHE} realms.xml & S 2E 2 JA5AM =

host2.pem ©]™ hostl.pem S 54 2} & 3+%| %] k5 Tt}

serverCertificate A5 hostl.pem 2.2 FAJSHH HEQI Y AP L T AE 1 of A
THE FAAN T AE XM= 3 E - glEU T serverCertlflcate K=y
host2.pem O & A &1H v} T 2+ 4 E g oA 28 E 4= QA vt

TXE M= 3E 5 gy th
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o] 2] 3t F-A| = v 5} realms.xml S o] A AW FA A A L.

<property name="url">
<value>ldap://hostl.net:636 ldap://host2.net:636</value>
</property>

<property name="serverCertificate">
<VALUE>CONFIG/hostl.PEM</VALUE>
<VALUE>CONFIG/host2.PEM</VALUE>
</property>

o] PR EAE 13} TAE ) oA vpoly] 2] o] vk sl 4=

AFH

IBM Directory Server € realms.xml 7-&

S realms.xml 9] = SSL = ‘& 3}] IBM Directory Server ol A}-&3} == LDAP
48 A WAl S Hol Ut

Fal: the F= B2 A& o mRE AlE E ] 2} Afo] E o] LDAP A H =
AfskA T YT

<?xml version="1.0" encoding="UTF-8"7>

<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1i:noNamespaceSchemalLocation="realms0.1.xsd">

<realm active="true" descriptor="LDAP Realm" id="LDAP">

<property name="url">

<value>ldap://machine@l.co.com:123</value>

</property>

<property name="serverCertificate">

<value/>

</property>

<property name="bindPassword">

<value>jon</value>

</property>

<property name="useSSL">

<value>false</value>

</property>

<property name="userObjectQuery">

<value>(&amp; (objectClass=organizationalPerson) (cn={0})) </value>
</property>
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<property name="groupNameAttribute">
<value>cn</value>
</property>
<property name="groupObjectQuery">
<value>(&amp; (objectClass=organizationalUnit) (cn={0}))</value>
</property>
<property name="groupMemberQuery">
<value>(&amp; (objectClass=groupofNames) (member={0}))</value>
</property>
<property name="bindAuthentication">
<value>simple</value>
</property>
<property name="bindName">
<value>cn=Jon Doe, ou=Groups,o=unitTest</value>

</property>

<property name="usernameAttribute">
<value>cn</value>

</property>

<property name="scopeDepth">
<value>subtree</value>
</property>

</realm>

</realms>

Sun ONE Directory Server & realms.xml 7%

U} realms.xml <l o] A4 = SSL = 53 Sun ONE Directory Server °] A}-8-3F
LDAP &4 & T4 3F W & o Ut

3 0he B A EL A o2 AT H W 7 ALo] £ o] Lpap A M =
5500 T U,

<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1i:noNamespaceSchemalocation="realms0.1.xsd">
<realm active="true" id="Introscope LDAP Realm" descriptor="LDAP Realm">
<property name="bindName">
<value>uid=User01, ou=Users,dc=co,dc=com</value>
</property>
<property name="scopeDepth">
<value>subtree</value>
</property>
<property name="baseDN">
<value>DC=co,DC=com</value>
</property>
<property name="bindPassword">
<value>jim</value>
</property>

A 3 7 Introscope H.¢F 61



LDAP & A}-&-3H1

ntroscope X.¢F

<property name="url">
<value>ldap://123serv01l. company.com:389</value>
</property>
<property name="usernameAttribute">
<value>cn</value>
</property>
<property name="userObjectQuery">
<value>(&amp; (objectClass=organizationalPerson) (cn={0}))</value>
</property>
<property name="groupNameAttribute">
<value>cn</value>
</property>
<property name="groupObjectQuery">
<value>(&amp; (objectClass=group) (cn={0}) )</value>
</property>
<property name="groupMemberQuery">
<value>(&amp; (objectClass=group) (member={0}) )</value>

</property>

<property name="useSSL">
<value>false</value>

</property>

<property name="bindAuthentication">
<value>simple</value>

</property>

<property name="serverCertificate">
<value/>

</property>

</realm>
</realms>

MS Active Directory & realms.xml &

ThS realms.xml | = SSL < &3l MS Active Directory °l A}-83} %= LDAP
T O R

Fa: v A5 A S-S A S o=t AT ZF Abo] E o] LDAP A =
(e]
4

<?xml version="1.0" encoding="UTF-8"7?>
<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1i:noNamespaceSchemalLocation="realms0.1.xsd">

<realm active="true" descriptor="LDAP Realm" id="LDAP">
<property name="url">
<value>ldap://123serv0l.company.com:389:389</value>
</property>
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<property name="serverCertificate">
<value/>

</property>

<property name="bindPassword">
<value>Password4bindPassword</value>

</property>

<property name="useSSL">
<value>false</value>
</property>

<property name="userObjectQuery">

<value>(&amp; (objectClass=organizationalPerson) (cn={0})) </value>
</property>

<property name="baseDN">
<value>DC=ad-dev-02,DC=com</value>

</property>

<property name="bindAuthentication">
<value>simple</value>

</property>

<property name="bindName">

<value>CN=Jon Doe, cn=Users,DC=ad-dev-02,DC=com</value>

</property>

<property name="usernameAttribute">
<value>cn</value>

</property>

<property name="scopeDepth">
<value>subtree</value>
</property>

</realm>

</realms>
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4. IntroscopeEntrerpriseManager.properties 3} 4 S # 23} a1 T 0 A A] @

<EM_Home>/logs/IntroscopeEnterpriseManager.log 3+ 2] & 71 v A] 2] £}
HE TH L w A A A CAEEM A A RE R1e = dFUth 21
w| A] X of| = CA EEM ©1| 4] Enterprise Manager 7} A2 ¥ $-8 X & 7131 1
CA EEM A 9] X 7} Al Y t}. SiteMinder == €] 5- T] 2 E] 2] (LDAP

B A)E Ao AREA R 1SS 7HA @ =5 CAEEM AW S A 9
A5l AR E S =gy
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- <realm descriptor="EEM Realm" id="EEM Server 1" active="true">

2 7] 9- Enterprise Manager 7}

- <realm descriptor="EEM Realm" id="EEM Server 2" active="true">
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4/13/10 03:06:32.960 PM PDT [ERROR] [main] [Manager] The EM failed to start. Invalid
realm descriptor in the EEM realm descriptor: eem realm
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3. realms.xml 3} & A 33y o)

4. realms.xml 2] W73 A}&}o] A 8% %= = Enterprise Manager S THA|

A,
CAEEM S1EE A3 == A A3 realms.xml T-F2] A

t}2-& realms.xml | A CA EEM = AF-&3Fo] Hot o oS A
T 01‘4‘:}

<?xm1 version="1.0" encoding="UTF-8" standalone="yes"?>
<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
xsi:noNamespaceSchemalLocation="realms0.1.xsd">
<realm descriptor="EEM Realm" id="EEM" active="true">

<!-- Set the hostname of the EEM server -->

<!-- This property is optional -->

<!-- Default is localhost -->

<value>localhost</value>

</property>

<!-- Set the name of the EEM application to attach to -->

<!-- This property is required -->

<!--

ol
e
rr

<property name="appname">
<value>MyIntroscopeApp</value>

</property>

-->

<!-- Set the user name to connect to the EEM server -->

<!-- This property is optional -->

<!-- Default is EiamAdmin -->

<property name="username">
<value>EiamAdmin</value>

</property>

<!-- Set the password to connect to the EEM server -->

<!-- This property is required -->

<property name="password">
<value>EiamAdmin</value>

</property>

<!-- Set to true if the password is plain text -->

<!-- If plainTextPasswords is set to true, the Enterprise Manager overwrites

this file, -->

<!-- encrypting the password and setting plainTextPasswords to false -->

<!-- This property is required -->

<property name="plainTextPasswords">
<value>true</value>

</property>
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<!-- Enable authorization in the EEM server -->
<!-- If set to false, the EEM server is used for authentication only -->
<!-- This property is optional -->
<!-- Default is true -->
<property name="enableAuthorization">
<value>true</value>
</property>
</realm>
</realms>

LDAP & A}-£-3}4 cA EEM 215 243

CA EEM ©] A 913} LDAP A HJ ol CAEEM A H & &3t 3k
A5 AFE S =S CAEEM < %LH 3 % 9lH Ut} ol g

52 LDAP Oﬂ A AAEYTE 9l 213l LDAP A B o]
& 33k= 7 9 Introscope | —r7} —TLH S 4838k I g 7} 047514
Introscope 7} A 3F+= LDAP A1 ¥ o] t] 3k Z} Al 3} W -8-2 LDAP = A}ﬁﬁl
Introscope H.SF (] ] %] 51)& FZ3HH A L

Q1] LDAP
AR 3

o o

Zha1: F Aol o] ﬂ—r o] = e 2] (¢]: LDAP ¥ SiteMinder =5)2}
TP =S CAEEM & AT F sl Th

NS ]LDAP AF8-3HE 5 CAEEM & 138k 75 A% -0 & Sl ¢l cA
EEM & ¥l 3 3 of Zhu Tk ZA & W82 CA EEM A §F o] 717
(#olA] 75)& FEet A

U GAIE mEAA L.

1. SUNONE LDAP A1 1 ¢} 7+o] CAEEM & A 95} LDAP A H & A A 2
T4 g

2. LDAP A}&-x} Ul E glo] AFgA 2 188 =713 )
ZL: CAEEM A B 7F 9] 3 AF-E- A} T S E 2] (el LDAP)oll A 79 CA
EEM ol Al S =9 AREAE wEAY 71 gls U T

3. CAEEM ¢ "Conflgure"(?"q) g o] A LDAP B=+= Active Directory 4] H o]
AAT == CAEEM & T4 U

Z}A| g W82 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager A 2+ SH] A) 2! CA Embedded

Entitlements Manager Programming Guide(CA Embedded Entitlements
Manager S22 12| QA )oll A LDAP ¥¢ 35 FZ S Al

A 3 % Introscope H.¢F 73



CA EEM & A&

ntroscope H.¢F

CA SiteMinder & A}-&3} CA EEM 15 74

SiteMinder &= T4 52 1 M| 2 FE] A|2~El O 2 o] & X835}
Ugss 5dEd  Ad5yoh

M
SiteMinder ©l] CA EEM A B =
Tt d a7t glsyh

¢1Z0] siteMinder & AF23l == CAEEM & A5l 29 @S 2
913l CAEEM <& v 3z 3 oF St} A 8 ) 8-S cAEEM U EF
(F o] A 75)= FHZFHAI A L.

a1 FA o o 2] 9§ o] & E 2] (9: SiteMinder 2 LDAP &)<}
TR EE CAEEM & TR T 5 sl Y Th

= GAE G2 A L.
1. SiteMinder AH&-2}F H B 2] o] AbEA}F L Lo 7Y U

3L CAEEM A H 7} 9] 5 ARG-A} T F E 2] (<: SiteMinder) ol ¢12 %
735 CAEEM o[ A 22 AREAE RbEZ U F74E  gls U

74 Xt eh| A



CA EEM = A}-8-3F Introscope H.QF

2. CAEEM 2] "Configure"(71-4)) 519l A SiteMinder ol 1A 3} =5 CAEEM &
A
Z31: SiteMinder ©l] CA EEM = £ &3} W o] o 3k 2} A 8k ) &2 t}-&-

O A o] Tl FES HxEpA A S

m CA Embedded Entitlements Manager Getting Started Guide(CA
Embedded Entitlements Manager */ ZF SF1j/4])

m CA Embedded Entitlements Manager Release Notes(CA Embedded
Entitlements Manager & 2] 2~ A 1))

ZaL: vl 3 oA = 7] & A5 4] TEC534187: CA Wily APM security
example: CA SiteMinder for authentication with CA EEM for authorization
(TEC534187: CA Wily APM H.¢F of| Al]: A 3} F-o] of] CA EEM AF-& 2 2159
CA SiteMinder A}-8) S FH3314] Al 2

CA EEM H 3 o G4

AgE 5o GO % CAEEM & A& -9 APM 5§ =13 I} APM
AL, 1E R AghS 3 ste] CAEEM A& T3 3l oF Tk o]
2} & ok %% & ARl e = s U

m  CAEEM Safex 12 2] E]

Safex = CA EEM ol A& %] = CLI(™ & = S1E H o] 2)YJ Y T}, Safex &=
XML AT HEE A 3Psto] $8 X213 S CAEEM ©f| 553131
AREAFO) T1ES WHE Y T

CAAPM ol &= 7] & APM = = ARG}, 2l A 2 A gHS £3slo] APM
SE&EZZ WS wE = A E Safex AT HET} Zﬂ*%b}‘:}-

“:3* Safex = HEE *}%0}04 CAEEM H|o]E] 2 xML H< & ) 51l
T AFYT ZA g U -8-2 CA Embedded Entitlements Manager
Programming Guide(CA Embedded Entitlements Manager 3£ & “1.2j| 7
A E FxEA A

A 3 % Introscope H.¢F 75


https://support.ca.com/irj/portal/kbtech?docid=534187&searchID=TEC534187&fromKBResultsScreen=T
https://support.ca.com/irj/portal/kbtech?docid=534187&searchID=TEC534187&fromKBResultsScreen=T
https://support.ca.com/irj/portal/kbtech?docid=534187&searchID=TEC534187&fromKBResultsScreen=T

CA EEM & A}8-3H]

ntroscope H.¢F

CAEEM SlEjH| o] 2~

CAEEM Q1E] H| o] =5 AR&-31= W of] tf & A A & Wl 8- cA
Embedded Entitlements Manager Getting Started Guide(CA Embedded
Entitlements Manager A] 2} 2t 4]) & CA Embedded Entitlements
Manager Online Help(CA Embedded Entitlements Manager <2} <!

EaE)E AL

W oA = 7] & A& 4] TEC534188: CA Wily APM security example:
Setting up CA Wily APM users, groups, and resources in CA EEM
(TEC534188: CA Wily APM H.QF o] #ll: CA EEM ©l| 4] CA Wily APM AF-&-A},
O 2 YA AR S FReA L.

CA EEM Q1 E]H o] 20of AA| 23 =

M| 2~ A slo] 9) 0 CAEEM ol 21218}Fo] APM S8 3Z 2 133} APM
ALEAE 25 2 AS AT 5 A S5Y
CAEEM ©| 4] APM 2§ L2 73] 2 71913t}

a. CAEEM 2191 # o] %] 2] "Application:"(-5& X 2 13:) =5 U}
HHo|A 5% & =T o] 5oL APM S S F YT
o E

b. 21 o5 Y=

APM &8 X 2 13 0] 7] B 2 71918 FiamAdmin U T}
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FIPS 0] £] 2] E = o]l A APM-CA EEM S3& T4 sl H

F3r:FIps 0] 2] 9] =o)X M A H S A A sk EEM A A $ Aol A=
igateway.conf 3} 2 o] 4] <FIPSMode>0FF</FIPSMode>E A}-§3}¢] FIPS L =&
OFF 2 A4 gt} o] 3t o] 7] 3] ¢ X+
C:\ProgramFiles\CA\SharedComponents\iTechnology ¢ Y t}.

1. eiam.config 2 eiam.log4j.config 3 < S -4 o}

m <EMinstall>\config T] ] E] 2] 2] eiam.config & eiam.log4j.config

SRR e

s FIPS =7} OFF & A A & o] 9] 0™ <FIPSMode>OFF</FIPSMode>=
FEAE =4 1Y 7] 2 R == oFF Yt

2. Tho|AI2E Sug|ES vhg due]E F shhe A4 g
x  MD5(7]¥%h)
s SHA1l
m  SHA256
m SHA384
m SHA512

APM-EEM F-310] FIPS 0] 2] o] = o) Al G- Ut}
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FIPS 2 =0 X APM-CA EEM B&& T4 889

ZaL: FIPS B A EEM A = A A sl EEM A %] $1 3] o] =
igateway.conf 3} & o] 4] <FIPSMode>0ON</FIPSMode>2- A}-8-5}¢] FIPS L=
ON °o. = A3t} o] 3t o] 7] A X] 9] %] = C:\Program
Files\CA\SharedComponents\iTechnology %} 1] T}.

1. eiam.config 2 eiam.log4j.config 3 < S -4 o}

m <EMinstall>\config T] ] & 2] 2] eiam.config & eiam.log4j.config
FRSEASIEE

m <FIPSMode>OFF</FIPSMode>Z=- <FIPSMode>ON</FIPSMode>S. =
W7 5le] FIPS LE=5 ON o2 A A gt}

2. GolAAE dadg S v dard s T stz A gk

= SHAlL

=  SHA256
m  SHA384
m  SHA512

APM-EEM E3}o] FIPS EE ol A4 F-A €U o}
CAEEM {3 HAE T3l H

Z 81 A3k F-olof] CAEEM = AF8-3F= 7 -9- CA EEM ©ll A Enterprise
Manager 7} Shi} 0] /9] §-8& 2 1 of 14 = ofofF 3h T} CAEEM <&
=& T2 WS ALESle] WS g ook gl A S A~
QS AFU

Q.1 CAEEM A ¥ 7} o] F- AF-8-%] ] = ] 2] (<] : LDAP X+ SiteMinder) ]|
AAE 79 CAEEM oA S EH AFEAE THEAY F71eE 4= gl YT
A5 913 CAEEM A1 B 7} LDAP 3= SiteMinder A 1 €} 5315 7 $- CA
EEM ©] o}id LDAP 1} SiteMinder ol A AF-&-2F 2 Z15-S A A 3} AL}, LDAP
1= SiteMinder of| A] AF-&-2}9} 155 2] CA EEM A 2~ A A S w5k 4

A5 H
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%81 eem.register.app.xml 2~ =1 E ]| = LDAP B-+= SiteMinder <} 7|
T/ CAEEM = 1T ol AA st ME A=) 23] A FFU

T @A mEAA L.

1.

CA EEM A3t H-o] & AL-&-3} = 5 realms.xml 34 & 4 Utk
a. <EM_Home>/config T] B 2] ol 1= realms.xml fﬂr?—:_]% A4
b. appname %:7d ©] CA EEM ©l| A Enterprise Manager &} 172 &
S8 xR o)lE0 7 AL o] 9 =4 geldtr}, o=
APM ©]2}i= o] 5 o= AF Y T
2a GAlO A CAEEM A& T4 v AFEshe Ad s Ug &8
IR ol F& AU
c. enableAuthorization 473 9| True = 4 & o] =X &AL}
d. realms.xml 34 & A 73 o},
e. realms.xml 2] Y73 A} &o] A8 % == Enterprise Manager S UHA]
Al ZH g o
APM &8 L2 17, T, AREAL Bl S 2, B Rl B A
YAhiE ZEFEE &l o] 4] safex 2T HES w51 A T},

CA Technologies °l| 4] = <EM_Home>/examples/authentication T} 2 €] 2] ]|
O 7 22 A1E Safex 2 HEE A& T

eem.register.app.xml

7] APM 58 X2 17

o
olr

=
=

o

.,
eem.unregister.app.xml

71 APM & R3] 522 A gk
eem.add.global.identities.xml

718 APM Z 2 W ALEALE S T
eem.remove.global.identities.xml

73 APM AFE A A A U

Z}31: CA Technologies | A = eem.register.app.xml X
eem.add.global.identities.xml S 73 3} ©]& 3} -& CAEEM 7 3+ -]
WL E ARk 7] 2AHEZ AT AU ol &
2AHES Ay oFCAEEM A7 Fol & dAsh= vl Zadt o+
AeHE F535HA HY o
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Safex 2~ Y Eo|| A] T} CAEEM H.oF @ A= JrAl sk o),
&

n o8& ZTEIH A L2 CAEEM o[ A APM 3-8 2 E 71 5]
o5 (Fel A 82) Fx

n 1E ARAISE U182 CAEEM ol A APM 1 WHEV] 2 ALA|
(o] #] 87) F==

n AREAR ARA LP LH 2 CAEEM | A APM AH-E-2} THE7] B AHA]
(o] 91) #

Z31: CAEEM A A= ¥l 5 & A QA3HA] GO 2 2 CAEEM ol A
AFEALE v et} b5 E Al oF Y T

s 2 FYga AAE N LS CAEEM o A APM B A2 T
TS 7] 9 ARA] (H] 0] K] 95) F2

s Erel g Ao AFA T 8-S cAEEM o 4] APM P 4
el = vhE 7] 9 AA] (H] o] #] 95) FHE

o AW P AR AR U] 82 CAEEM APM A B 2] A
ol A 2~ 7 A wkE7] 1l AL A (H] o] #] 107) FZ&

X el A}8: eem.register.app.xml 3L S 7] E CA EEM -4
2AHER AHSHA] %‘{— 78 9- CAEEM QI E] H 0] 2~ & A}-8-5} o
S 2SS 555 = CAEEM A B = A &l oF g Tk

Felan FHa] 299 graF A A E g2 FYnE
R .

2] A2 S 2ol = Introscope Ol Al AFE-E S Qe W EH A X5k
24 %E ] lofoF Ut ol & &0 A Agke] 4 - Introscope

%
2}3]-2 shutdown, publish_mib % full 93Ut} XA g+ -8 CA EEM.
APM = Q1 2] A2 A~ A A whE7] 9 AA] (3] o] K] 104) 9} CA
EEM APM A H] ] A2~ WA 2~ A3 whE7] 3 ALA) (H] 0] %] 107)E
FZEAIA Q..

AR QFe WEUT AAL e Fe 2, s o) o] 43,
ahih olakel 102 0 70 o] o] el e Ao ok

- Yh2E=EH Y229 SuperDomain) 2] o5 QYT X AR
1:;]_{]'\__/\7]_34_9_D4 2] ‘ﬂo] HDP g]/\/\ ﬁ;q]/\,] TE o]/\E%/\oﬂ
Qg A g b 220 AAe B FEo|
24 B A4 e E

- D= 19 o)=Y},
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10 ug:E AHSSte] §8 T2 B AR AL S #1785,
W) ol ubel 22 AR A T1E-S A sl of Bh 4ol = 1 ol
gug: & A&t

<EEM_Server> U] BB 2] & o] H 3t T}, o] &= AWkA o 7 )59

QA

C:\Program Files\CA\SharedComponents\iTechnology

HE ZEIEM UE ¥EE AP L

C:\Program Files\CA\SharedComponents\iTechnology\safex.exe -h hostname -u
username -p password -f <mySafexScriptname>.xml

& W v Z5uth
C:\Program Files\CA\SharedComponents\iTechnology\safex.exe -h hostname -u
username -p password -f eem.register.app.xml

2AYEE Agsto] AHEATF oS T4 S CAEEM 07

2 g

CAEEM O] 213} APM & L2 18 18 A}8X} g Ak S,

Tl R A A OME} AZAE Ashe B},

a. "Configure"(7-43) B1S FE5lLAPM S8 T2 18] HES
sro1gheh,

b. "Manage Identities"(ID #2]) 1= =8 313l APM 15 3} ALE-A}E
shol g

c. "Manage Access PoI|C|es"(°” A2~ A A Ae]) He F2 513 APM

o o220 w9l W AW 2] 2B Sl g,

J
o

~

A 3 % Introscope H.©F 81



CA EEM & A}8-3H]
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CAEEM 9| X APM & X2 1T ==

1o
o

1% o

Introscope H.Qtol] AF-8-3 3l o] & =
S2 54 6. CAEEM o] 8 T2 1S SRS A AL 40 D
MM~ MG A A3t 2@ L2 73 ol ~e A7 A E LT AFE A H
S8 22 e LGS Al sk el ol Al E Ul &£ the A
EEM A A & 2t A1 &

& 5 13WS CAEEM
eN

2

m  CA Embedded Entitlements Manager Getting Started Guide(CA Embedded
Entitlements Manager */ 2} 2FL) A7)

m  CA Embedded Entitlements Manager <=2} ¢/ &=+ 2

m  CA Embedded Entitlements Manager Programming Guide(CA Embedded
Entitlements Manager 222 2 2] %] 9F1j/4])

CAAPM o] A &= o] E-9] APM Q] CAEEM $--& T &2 1S =3} 7] E safex
~AHET A FH YT

TRICAEEM ol &8 T2 IS 55 Pﬂi W safex A HEES
AHE& B Al L. CAEEM AFE-A} )IE H o] 25 AFE-E A = &8 ZE IS
s T EH

i ol 5ol APM Q1 &8 Z2 1S V= Safex 2 HE A= 9] 44
<EM_Home>/examples/authentication T] & ¥ 2] o] $] %] &t
eem.register.app.xml & 3L S T3 A S

FIPS 0] 9] 9] BT 0| X CAEEM o] APM $-& T2 78S S 2318 H

1. YWHH O 2 C:\Program Files\CA\SharedComponents\iTechnology ©I|
o) %] &+ <EEM_Server> U] B E] 2] ]| Safex XML 7Y S wH51 ).

d& =9t gsyh

C:\Program Files\CA\SharedComponents\iTechnology \Register APM.xml

2. U5 Z=E ZEblo] safex XML 3t el 2o Yol whgE W o] RFE
2 3hek W2 o Ay k.

<Safex>
<!-- Attach as global user -->
<Attach/>
<!-- register "APM" application -->
<Register certfile="APM.pl2" password="Enter Your Password">
<ApplicationInstance name="APM" label="APM">
</ApplicationInstance>
</Register>
<Detach/>
</Safex>

il
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3. WH XFIXEE A3 <EEM_Server> Tl A E 2] (= C:\Program
Files\CA\SharedComponents\iTechnology) = ©| &34 t}.
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4. Safex A HES Ayt d v ¥R S AP AU

>safex.exe -h localhost -u EiamAdmin -p <password> -f <yourfilename>.xml
& ¥ v Z5uth

>safex.exe -h localhost -u EiamAdmin -p <password> -f Register APM.xml

5. CAEEM 9 A] APM $& T2 78S H]t}

a. 2IAHE A&k A A} o] 53 A5 E AFESF] CAEEM ©f

2IJAFY T
o & 5] A}E-A} o] 52 EiamAdmin ©] 31, 9% = <password>< 5~
AF U
F3L: CAEEM ol A Al 8k 7] 2= gk whe] AF AR}
o] &2 EiamAdmin Yt}
b. APM §& ZZ 3o B55 weH T 1S SHFY
c. AFeE& TP NI ARE BAYAYSHE &8&
Z 2 o] F (ol APM)S S YT

FIPS 2 =0l 4] CA EEM o APM 5§ T2 13 & FE3l8H

ZFQICAEEM o] S8 T2 1S =251 Safex AT HEE

AR SHA AL 2. CAEEM AREAL QIE H| o] 25 AFE 8 A = &8 2R I1l S
TET T AEUH
Fa: o] 5ol APM 9l S8 T2 WG hE = Safex 2 HE A9 F 4

<EM_Home>/examples/authentication T} & & 2] of] $] %] gk
eem.register.app.xml A& 3 -& FF 4 Al

1. YHFH © =2 C:\Program F|Ies\CA\SharedComponents\lTechnoIogy o
$1 2] 3k <EEM_Server> T @ E] 2] of] Safex XML 34 w51t}

odE =¥ v Ay
C:\Program Files\CA\SharedComponents\iTechnology \Register APM.xml

2. T ZE=E Zebulo] safex XML FHH o] o] Wil whg- 3k o] W&
A 5het W2 g A gy o
<Safex>
<!-- Attach as global user -->
<Attach/>
<!-- register "APM" application -->
<Register certtype="pem" certfile="APM.pem" keyfile="APM.key">
<ApplicationInstancxxle name="APM" label="APM">
</ApplicationInstance>
</Register>
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<Detach/>
</Safex>

W X E X EES A3 <EEM_Server> U] B E] 2] (5= & C:\Program
Files\CA\SharedComponents\iTechnology) = ©]-5 31 t}.

Safex 2 HEE Al H th5 HH S AP

>safex.exe -h localhost -u EiamAdmin -p <password> -f <yourfilename>.xml -fips
& 59 t=d gEyh

>safex.exe -h localhost -u EiamAdmin -p <password> -f Register APM.xml -fips
CAEEM © A APM & L2 38 Ft},

n EAHEN ASE B A o] 53 G E AFHE-8Ho] CAEEM 9|
20y

d & 5] A}8-A} o] 52 EiamAdmin ©] 3, 9% & <password>%
A5

31 CAEEM ol A Al T3k 712 F 2 A eke] B A} AL}
0]%8 EiamAdmin & Yt}

n APM 5§ TR HES B A" H S

AT S8 TR i ARE B A &8
TR olEE TYH T dlE 50l APM o] k= o] 5
A5

Al
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CAEEM A APM SR Z2 JW =

s B
CAEEM A A &8 X2 039 555 F 45 -5 CAEEM A ol A 58
T2 A BE A AR L 5 AHA 'SH of gt}

Z31: 3 CAEEM QI EJ A o] 2 & AFE-31 o o] 23t 21 S & 1=
A5 Yt} Z} A 3 -8 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager <2} %1 &= 22), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager ~-2}<]
%= -5}, CA Embedded Entitlements Manager Programming Guide(CA
Embedded Entitlements Manager 32 2 12| Hj )& FZ A &

+ GAE HEAHAL.

ZF31: APM o] 2= £4i1w4ﬂﬂ4£4m1>qcioﬁ 3=
Safex 2~ HE I =+ <EM_Home>/examples/authentication T] 2 & & o]
& 2] &+ eem.unregister.app.xml A Z 3L S A Z 5 A

1. WA S =2 C:\Program Files\CA\SharedComponents\iTechnology ©l
Q) 2] &t <EEM_Server> T] @ E| 2] of] Safex XML 3} 4 & wH5 4t}

o & 5 C:\Program
Files\CA\SharedComponents\iTechnology\Unregister APM.xml 2} 72 9]
W= T Sy

2. TFE =2 #Zah o] safex XML 3P ol o] W1 wh2 7 o] HEE
A eet M2 o) Ayt

<Safex>
<!-- Attach as global user -->
<Attach/>

<!-- unregister "APM" application -->
<UnRegister>
<ApplicationInstance name="APM" label="APM"/>
</UnRegister>
</Safex>

3. HH XFIXEE A1 <EEM_Server> T EH 2] (& C:\Program
Files\CA\SharedComponents\iTechnology) & ©]-& %4 t}.
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CA EEM °f| 4] APM L& 1t

4. TS Y Aol safex 2 AES AP,

>safex.exe -h localhost -u EiamAdmin -p <password> -f <yourfilename>.xml
& ¥ v Z5uth
>safex.exe -h localhost -u EiamAdmin -p <password> -f Unregister APM.xml

FIPS . =0] CAEEM ©| A APM 5-& T2 IS 55 | AT vl = o]
S A Y3lo] safex 2AAHEZS A3},
>safex.exe -h localhost -u EiamAdmin -p <password> -f <yourfilename>.xml -fips
d& &d vuE g5y
>safex.exe -h localhost -u EiamAdmin -p <password> -f Unregister APM.xml -fips
5. CAEEM oA APM 3-& T2 1S FU T}
CAEEM of 2113t}

b. "Configure"(7-4) 1S =3 311 APM S-&
skl g

50 HAEAPM §& ZE2 L AA| H o] YEH A FEUTH EE

&)

b

[H

Rt A

o

=Z90
= =

CAEEM °ll = T 7 758 AR&AF 13 o] syt

s S S TR R OF AN SGES 58 $ 8 T
gt ste] Pako] HoPULh $& L2 0 AW 1FS HE &
=2 AT TR 8

(|

n FEHALEA IFCAEEM o] S22 H RE S8 T2 7o A AT
S glome wE Aol PRt

F3L: CAEEM A H 7} 2] - AL-g-2} T & Ei 2] (oll: LDAP TE+= SlteMlnder)Oﬂ
0375_% 73% CAEEM ol A 22 T15& THEAY 718 4= gl Y th
2152 913l CAEEM A H] & LDAP <= SiteMinder A1 H] 2} &3+ & 74 9- CA
EEM ©] o} LDAP B+ SiteMinder ol 158 A A 3l oF & T}

CAEEM & T IS A Y3tz A2 1572 %‘—E 59 Ass
Aty o) wpab 2] 1Eo kS sk @ = QUA R &} Z1E
F7FHeS Ao = dFU T
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CEM 45 H.e|H CA APM AL-&-#Loll A 3t o] 4k 2] CEM #] & 2~of] ofj 3
N A 2= 7 A o] ZJ o] F]of glojol Ut Fof 7} g o2 e T,
Investigator E 2] & ££& 5 B2 CA APM AF-&-A}o| A 3k o] 2]

Lo Qlel tigh ¢ 7] @ gko] QLo oF T cA APM AFE-AH7} CEM & H
Investigator E&] 9} &S B W U5 8.7 AMS BT S5l oF gt

3l 7] APM ARG ALE F7)8h = Safex A HE A=+
<EM_Home>/examples/authentication T] 2 E] 2] ol] €] %] 3t
eem.add.global.identities.xml A & 3} Y& 3254 A Q.

Z31: Q150 LDAP B+ SiteMinder S A3} =5 CA EEM S 4] 3} 2L LDAP
1= SiteMinder A B of] AF-8-2F 2 T15-8 THE 79, APM ZLFS CA EEM ©f]
F7}elA) Gholi S Safex 2T HES AL4-H0] APM 5§ L2 190G
5Nk s FHu ok A4 & W82 CAEEM ©| A APM &8 LR 18 55
(F o] A 82)S Fx3A Al L.

Fa: 5 CAEEM QIE F| o] 25 AFE-31e] o] el gt A & S T
A5 Yt} ZFA S W82 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager -=2}%] =-2'), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager <-2}<]
=-%-%), CA Embedded Entitlements Manager Programming Guide(CA
Embedded Entitlements Manager 32 & L2 ™ SHUjA) S %34 A Q..

Safex fr 2 2 €l & AH-8-5Fo] APM 15-& WS W

1. YHHH O =2 C:\Program Files\CA\SharedComponents\iTechnology ©I|
%) X] & <EEM_Server> T 2 E] ] ol] Safex XML 72 & vH51] T},

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Add_Groups.xml % Y t}.

2. Ui =5 Zebio] safex XML 3t el o] Wi w5 Wi o RS
Aghet A2 g Asta & 448 ks A3y T
i 7ol ugE AHEet S8 TR O AHAAEA 1S
A7 kar, v iz e whe} S 28 ARgAF 1FS A A8 of e A -
A5 gug:E A8t

rr

<Safex>
<!-- Attach as global user -->
<Attach/>
<!-- add user group -->
<Add>

<Folder name="/APM" />
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<UserGroup name="Admin" folder="/">
<Description>Administrator Group</Description>
</UserGroup>

<UserGroup name="Guest" folder="/">
<Description>Guest Group</Description>
</UserGroup>
</Add>
<Detach/>
</Safex>

W X EXEES A <EEM_Server> U] ) E 2| (=% C:\Program
Files\CA\SharedComponents\iTechnology) = ©]-5 %4 t}.

g H S 23 3lo] safex 2 A HEES A g},
>safex.exe -h localhost -u EiamAdmin -p <password> -f <yourfilename>.xml
o 5w oo gHh

>safex.exe -h localhost -u EiamAdmin -p <password> -f
eem.add.global.identities.xml

FIPS . =2] CAEEM ¥} 5315 APM -8 X 2 130 g3l 153 A E
w = o] S A8 s}o] safex 2T HES A5 A Q.

>safex.exe -h localhost -u EiamAdmin -p <password> -f <yourfilename>.xml -fips
o 5w oo gHh

>safex.exe -h localhost -u EiamAdmin -p <password> -f
eem.add.global.identities.xml -fips

CAEEM oA 15& F 1t}

a. CAEEM ol 21291},

b. "Manage Identities"(ID ¥&]) 1= =t}

c. "Groups"(71%) YAE EHFH L

d. "Search Groups"(—L3& 7 *) 7ol A "Show Application groups"(-3--&
T2 78 gA]) el AEsta "co" (A #)E Z 3§
CA EEM 9] "User Groups"(AH-&-#F Z15) ol APM 15 &5-59]
FAFH Y

e. L °o|F HAE FY 3l "User Group"(AHEAF L) el 1l
o gk A5 RS A
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Safex 7€ 2 E| & Al-&-3}l] APM ZLE-S 2HA| 5 A

A3 52 AAS] ol 15 o) AHg S AbA s oF Aok A4 A 2
OFS UE aFA Fxaw ) F2s AR s oF g

1. YwrH ° = ¢:\Program Fi/es\CA\SharedComponents\iTechnology o
¢ %] gk <EEM_Server> t] & E| 2] ol] Safex XML 3} < & w51t}

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Remove_Group.xml 3 1] t}.

2. U ZEE Zetgo] Safex XML 3ol o] Y whE 3t o] &
Hge Ws ohe 499 o2 uiA g o,
FaL: 350 ug:E At &8 TR B AN 1S
A AL, ) ol whel F2E ALE AL L FS A Aok st A Sl =
Aol gug:E AHEF U
<Safex>
<!-- Attach as global user -->
<Attach/>
<!-- remove global users and groups -->
<Remove>
<GlobalUserGroup name="Admin" folder="/"/>
<GlobalUserGroup name="Guest" folder="/"/>
<GlobalFolder name="/APM" />
</Remove>

<Detach/>
</Safex>

3. WH X FIXEE Hil <EEM Server> Y A H E] (=% C:\Program
Files\CA\SharedComponents\iTechnology) % ©| & 34 t}.
4. U2 S 2 aPslo] safex A HES A},

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

e 5w oo} g Th

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove Group.xml

FIPS 2. =2] CAEEM ¥} S5 APM 58 ZZ 15 0f O gt 178 AHAI
m= o] BRE S AWt safex AAHES AAFH T

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

ol & 5 e Py

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove Group.xml -fips
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5. CAEEM °A] APM 1355 # Ut}
a. CAEEM ol 2 191% ]},
b. "Manage Identities"(ID ¥

£
rd
o
lll
a8
s
W
o

c. "Groups"(1%)WIAE FHIYL

d. "Search Groups"(ZL& 73 ™) ol A "Show Application groups"(-3-&
ERIF T5F M) FERlshE Akl e (d ) E FH Y-

CA EEM 9] "User Groups" (A& A}
=
A=l

1) Foll APM 1 F H-F o]
FAF YT AHAIFEAPM T2 1

| AREAR CAEEM °f S5 ¥ BE o8 L2 3] thEk A~
= 25U S8 TR el AME A ECA 7%1 =29

CAAPM ] Safex 2~ HE & AME-3lo] CAEEM ol F7}ek ApM 221 B
S8 T2 B AL SRS CAEEM oA §8 RO B T1F 9

?L” dom ARHYTE 4T A CAEEM TG F-o & 93] APM AH-E- A=
CAEEM 9] 1% 7YY a7}t 5yl sHAIF APM A2} 7} CA EEM 2]
OE FAYe ol AS- w0l M S} e gl aAss HYE S
N5 A= G A S ol sfof Ft.

Zh31: 2159l LDAP B+ SiteMinder & } S CA EEM S -4 3} 11 LDAP
T S|teM|nder Ao AR 2 1ES THE A9 APM AR ALE CA

EEM ©fl F7}3}A] eFole =™ Safex 2L HEE AF-8-31o] APM 58

L2 IS eE sk gy th A W82 CAEEM il A APM 58

SR 55 (o)A 82)= FHESHAA L

Z31: CAEEM A ¥ 7} 2] 5= A8} T] & E 2] (o]l LDAP B=+= SiteMinder)©]]
AAH 749 CAEEM oA 22 AL AE TEAY F71E 5 glsU T
SFA]HF 9] H-(LDAP =+ SlteMlnder A}-g-A} 1‘4 el Ei FA o A}QXMI sk 58
T2 AA GJHE FUHE A HFYT SS9 9 CAEEMH‘ﬂg
LDAP %= SiteMinder H W e} 533k H-$- cA EEM o] o} LDAP =+
SiteMinder o] AF-&2E A A & of gt}
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FaL: 7] APM = 2 ARG AL E F7e S Safex 2 HE A==
eem.add.global.identities.xml 8= 3 LS X% 3131, APM 2 2 AL AL S
APM -8 Z 2 73 7 5o 7180 Safex A HE A=
eem.register.app.xml 8 & 3L S FZSIA A Q. 7 I B
<EM_Home>/examples/authentication t] = E] 2] of] 9] %] 3} t},

31 3 CAEEM Q1B | o] 25 A}-8-3}e] o]t A9 & T
A5 Yt} ZFA| S W82 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager <2} 1 &= 22), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager <-2}<]
= -%'%), CA Embedded Entitlements Manager Programming Guide(CA
Embedded Entitlements Manager 22 2 12| SHlj )& ZZ8H4H A L.

FRICAEEM A A= ¥l 55 X U5HA] O P& CAEEM o A AFEAE
e wwultt o5 & A aal oF gt

Safex 2 2 E] & AH-&-3l APM A8-AL S THE2H

1. YuHA © =& C:\Program Files\CA\SharedComponents\iTechnology |
<) 2] 8+ <EEM_Server> T] @ E] 2] o] Safex XML 7S wH5L T},

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Add_Users.xml 934 T}.

2. U mEE ZEhfo] safex XML 3ol o] Yar up3 o] S
2gtet W42 Aot o2 249 S FA YT

<Safex>
<!-- Attach as global user -->
<Attach/>

<!-- add global users -->
<Add>
<GlobalUser name="admin" folder="/APM">
<UserName>admin</UserName>
<DisplayName>Admin</DisplayName>
<!-- blank passwords not allowed -->
<Password>admin</Password>
<FirstName>APM</FirstName>
<LastName>Admin</LastName>
<WorkPhoneNumber>1-888-888-8888</WorkPhoneNumber>
<EmailAddress>support@yourcompany.com</EmailAddress>
<GroupMembership>Admin</GroupMembership>
</GlobalUser>

<GlobalUser name="guest" folder="/APM">
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<UserName>guest</UserName>
<DisplayName>Guest</DisplayName>
<Password>guestl2</Password>
<FirstName>APM</FirstName>
<LastName>Guest</LastName>
<WorkPhoneNumber>1-888-888-8888</WorkPhoneNumber>
<EmailAddress>support@yourcompany.com</EmailAddress>
<GroupMembership>Guest</GroupMembership>
</GlobalUser>

<!-- add users to groups -->

<User folder="/APM" name="guest">
<GroupMembership>Guest</GroupMembership>
</User>

<User folder="/APM" name="admin">
<GroupMembership>Admin</GroupMembership>
</User>

</Add>
<Detach/>
</Safex>

W ZFEILEES Al <EEM_Server> U B 2](F = C:\Program
Files\CA\SharedComponents\iTechnology) = ©]-5 % t}.

S S A 8)ste] Safex 2 HE S A sy}

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

& 59 t=d gayh
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add Users.xml

FIPS .= 9] CAEEM ¥} B3t e 58 T2 30 B3k APM ALE- 4} 18-S
T u) o] §H S A gete] safex ~AHES ATt

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

& ¥ vsd g5y

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add Users.xml -fips
CA EEM o] 4 APM AM-E-A1-5 U th,

a. CAEEM o] 2113t

b. "Manage Identities"(ID #+2]) 512 =2 gt}

=2
c. "Users"(A-8-Ah HAE S8t
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d. "Search Users"(AF-8%} 7 2 Zof] A "Attribute"(5-4),
"Operator"(14F4}) 3= "Value"(%) #1 Aol & A A3 5
"Go"(A )5 ¢}
CAEEM 9] "Users"(AF-&2}) Zell APM AF8-A}9] B-F0] 3EA| 5 U T

e. APMAME-2} o] & ® A5 S22]3}¢] "User Details"(AH-&-2} 4 1)
Zoll A o Al g S 5y ch

Safex 2 2| E| & AH8-31) APM ALEALE 1A 312

FiL: 718 APM = 2 ARG ALE LA B Safex 22T HE 9] 49

eem.remove.global.identities.xml 28 2 L S F 235}, S8 X2 13

AFEALE E 3] APM 58 L E 1S AMA| 81 Safex =AY

74§~ eem.unregister.app.xml 312 3L & FZ A QL F Y B

<EM_Home>/examples/authentication T] 2 B 2] o] ¢| ] &+ t}.

1. YW S =2 C:\Program Files\CA\SharedComponents\iTechnology ©I
L X 3+ <EEM_Server> T] 2 ] 2] o]] Safex XML 3} Y& w54t}

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Remove_User.xml %} 1] T}.

2. U5 Z=E o] safex XML 3FL o] 2o Wil whx- 3 o] WSS
A3tet Mol o2 448 gro = oA gy o

<Safex>
<!-- Attach as global user -->
<Attach/>

<!-- remove global users and groups -->
<Remove>

<GlobalUser name="admin" folder="/APM"/>
<GlobalUser name="guest" folder="/APM"/>
<GlobalFolder name="/APM" />
</Remove>
<Detach/>
</Safex>

3. W X FIEEES A3 <EEM_Server> Tl A H 2] (= C:\Program
Files\CA\SharedComponents\iTechnology) = ©| & 34 t}.
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4. TS HE S AYsto] safex 2AHEE AP

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

dE ¥ v=3 g5y
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove User.xml

FIPS =9 CAEEM ¥} 315 28 = 2 7 1|3 APM AL &2} 1 &L
2hA| & uf) = o] T H S A 8 5)o] Safex A HE S AL,

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

& =¥ v Zs

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove User.xml -fips
5. CAEEM oA APM AF8-215 U o).

a. CAEEM o] 2113

b. "Manage Identities"(ID ¥&]) = 854

c. "Users"(AH&-%}) BAE S UL

d. "Search Users"(AF-&A} 7 A1) ol A "Attribute"(%/‘é ),
"Operator"(AAFA}) B+ "Value"(#k) A Mo & A3t
"Go"(A ) E S

CA EEM 9] "Users"(AF-&-%}) o]l APM AR&-Z}2] Z-5-0] A H Yt
AFA| S APM AFE- A= U E B ] 5 T

H

A &g 22 5=yt APM B a2 FY S Aol sfof sk 4=
2155 U T} Introscope Oﬂ A Ev W A i FY 2T}

I 83U T} CA CEM & AFE-3F 7 -F- CACEM ¥ 242~ ﬂﬂva

A ol & oF gt} CA CEM CA EEM E.¢Fol| tff 3F 2} 4] 3+ ] -8--& cA CEM <]
ek CAEEM Q15 B AL o (] 0] %] 137)E “Lzo}ﬁf\h

FRICAAPM H.2FO] 79~ APM ] s S~ H AgE o] F-& ALE-dllof
st ol 5 g =] S5y

i Fero FAS A4E A3HS Al-FaloF 31, CAEEM ol A =
o] & ZF¢folEtal gt}
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;‘(u'l-—y 7 _H;_ 114/\/\ ﬂﬂ}/\g} z‘sl—m] ]Eo] APM O] 0,& iilaﬂ ‘g_ lﬂ—Et
Safex 2~ HE I =+ <EM_Home>/examples/authentication T] 2 & & o]
1 2] 3+ eem.register.app.xml 312 3} LS FHZ A Al L

Z31: 3 CAEEM QI EJ A o] 2 & AFE-31 o o] 23t 21 S & 1=
A5 Yt} Z} A 3 -8 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager <2} %1 =), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager <-2}<]
=51, CA Embedded Entitlements Manager Programming Guide(CA

Embedded Entitlements Manager 32 2 12| eHj )& ZHZ 814 A 2

Safex 22 E] & A1-831 APm E A2 SHA2E W E8H
}

1. WA S =2 C:\Program Files\CA\SharedComponents\iTechnology ©l
1 2] gk <EEM_Server> T ¥ E| 2] ol] Safex XML 3 Y& WH5 U T},

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Add_resource_classes.xml 1t}

2. Zvldl ejas S AdE A8
&7
o] Yzko] Y& ALEA = IFS EHle] RE oo] HES}
M2 2 el g 2 5 gl
o] & HFotd tdu AYdS AL 5 sy
= Investigator E 2] B 7| (A& A7} B Al A28 5= ¢l = ¢l <]

o] A E7} A1)
m  Workstation 4 2] tHA|H.= H. 7]

» Investigator 7| 2] H.7] Fol A HEZY L Q 4 ¢ o]H]
1 7](Investigator E] ol A 57 gl A2of tgh 7] 2 A9 N
Ay P 7" £3)

n FEFAY RE JOIHAE EE QA A HY
B HAA BT
N EE

Al
[o1E] ool A 715 dlolg] A2 1x]7] 2 Ff/ZF 4
w715 o8 Frojo 715 da 9] 34 WM

n L EO A WEY FA/ET]V

s HoJH Fojoi HEHES JoZ EE H=E o5
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AR WA WA EE A, A =
X

o] ' OlE ¥4 %)
Z31: 2] 7] Agko] 9+ AFE-AF = 152 Workstation 2] B
WS B JAI N AA A~ Aslo] gl W2 v skE AEH=E
AU
M7]
227] Agto] = AFEA = T1E- ¢ 7] dgho] 3] &5k A
olyzt v Ad = s 5 JdHFY

historical_agent_control
o] Aol Yz AHEA} EE TFL oo HEES vhLE W vl e =
A% 5 A
Z3: 0] AL AR ¢)7] A s Tk,
live_agent_control
o] Fgho] Y= AREA s 1FE EQ]
o] HE g B 7]5S F83 A5y

31 o] AL ALgSeE 217] A

o
1k
ofl
:?L_',

o
9
%
A
kS

dynamic_instrumentation
o] AT Y= AHEA EE TES Y ASS FY
ol <=1t}
=] .

524 A Sl o3k A g 8-> CA APM Java Agent 7+ 9P A]
= CAAPM .NET ©JJo] A E G*&] SFjiA]S 3 A L.
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thread_dump
o] Asto] Y= AR = D2 "2y Yt 'S B3 ALEE
T AFHT
2= GEZE ARG AL A oh W of] d gk ARA g Ul -8
APM Workstation AF-§-<F SFLj 4] = CA APM Java Agent - &
SrfjAlE F R A L

full

APM S| Q1-& A aF= W of] off gk AFAl & )-8 Introscope H.QF
13

AFE-AF == 7155 Enterprise Manager & 5% T F U T

publish_mib
/\]——Q—X} E= 152 MIB ol SNMP 7] tloH & Al =
AsH -
MIB & 7l A3t ¥ SNMP =3 -& A A sl oF o} o] 2=
T35t SNMP =3 o] A7 = Q1 el gk 227] A gho]
2101 oF k.

apm_status_console_control

AREA}F = 12 APM G E] A a1 ofo]

AH-&-3FaL, APM thﬂ} F&o A clw B EH S A e 5 glE T
i = =249
3

daa.
full

AFEA} B T2 75 3 B Enterprise Manager A1 A 3HS

A,

98 Mot oA



CA EEM S A}-8-3} Introscope H.¢F

4. S8 TR A RS AT W 22 A2 P e FY s
A AT

write, read 2 read sensitive data

Introscope AF&-AF 2 152 $-8 X 2 73 AL WMol A B =Y 2
AE2~E B 5 dFYH

F31: 25 CAEEM P32 58 L 2 138 A AL o A B =Y

AE) 25 B g AR 4= dFyth olg e A 7| - o7 o] &

Al AHe AFE S 4 A HF U T

Al v =Y 2 A Hj %E$‘E%4£4ﬂ%2%€ﬂ%%%
o

=
A&} 7} Workstation of A
WA ARl S& ZE %1}@ﬂM@%uq
5, YHE T 2@ g ;W AA W HOLS A FE H| 2 S8
meadeses 2Ys ARSI,
27|

Introscope A&} W 18-S S8 S p el AR} uof A

THEAE=ES B 5 olsUn

Z}H11: SuperDomain H.QHS S8 L& 130 A A} 9 W SHS
FAISY T A S RS S8 2 el AAL W W OFS TA|
SuperDomain H.QF (H] 0] #] 122) A

mlo

s
Z31: CA APM CA EEM E.OF& H| =~ &
SYAEALES W THEd =0 Kol

F3: B CAEEM A% Yo T HEQEE HE 1
EASHE}. ol# gt A 7] =

F: Y ZAEAES HES AREA AL WAsE
]

[e]
AF8-2}7} Workstation ol A &= 710}-2-3} a1 t}hA] & 191 &) oF o] 2|
M7 Abglo] 58 2 13 AAF o A8}

6. <ResourceClass>% A] Zs}o]
</ResourceClass>= £} =& 2] o] Safex XML 3} o] B Y1
a2 S g Aol g&l At M4E A sla v A 4 s
e FAaEYH
Z31: CAEEM ol A= A3HS 2ol g ar gt}

<Safex>
<!-- Attach as global user -->

<Attach/>
<!-- register "APM" application -->
<Register certfile="APM.pl2" password="EiamAdmin">
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<ApplicationInstance name="APM" label="APM">
<Brand>Introscope</Brand>
<MajorVersion>l</MajorVersion>
<MinorVersion>0</MinorVersion>
<Description>APM Application</Description>
<ResourceClass>
<Name>Domain</Name>
<Action>read</Action>
<Action>write</Action>
<Action>run_tracer</Action>
<Action>historical agent control</Action>
<Action>dynamic_instrumentation</Action>
<Action>live agent control</Action>
<Action>Thread Dump</Action>
<Action>full</Action>
</ResourceClass>
<ResourceClass>
<Name>Server</Name>
<Action>shutdown</Action>
<Action>publish mib</Action>
<Action>apm status console control</Action>
<Action>full</Action>
</ResourceClass>
<ResourceClass>
<Name>Business Service</Name>
<Action>write</Action>
<Action>read</Action>
<Action>read sensitive data</Action>
</ResourceClass>
<ResourceClass>
<Name>Business Application</Name>
<Action>write</Action>
</ResourceClass>

</ApplicationInstance>
</Register>
<Detach/>
</Safex>

A3 $§ TR ALY ALGA AR MY o] =)

AH]AD Bl =) A 2 & Tz 7A@ s A D 3tk AA Y
Aol glow REAIRAV} RE THEQES B S 915U}
MEU2s S TR g as FHaE 54 THEAEE B 5 9l

s AT gyt

W X5 EES A3l <EEM_Server> Tl A E 2] (5% C:\Program
Files\CA\SharedComponents\iTechnology) % ©| & 34 t}.
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T W3S A esto] safex 2T HEE AP ),

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

dE ¥ v=3 g5y
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add resource classes.xml

FIPS L =9] CAEEM ¥} B5te S8 Z 2 13 of ti3k APM 2] A2
G222 7S 0 o] Wal e A aAste] safex 2APES AP

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

& =¥ v Zs

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add_resource classes.xml -fips
CAEEM oA APM B &2 S8~ 5 FU T

a. CAEEM o] 2113

b. "Manage Access Policies"(H Al 2~ A 2 #2]) g1& S8 Y

c. "Policies"(d M) HAE = I}

CAEEM 9 gl Ze 0] A A o] g

L

.

Safex & Z|E] & AM8-3lo] APM B aX FIYLE AHA| st

1.

A2 © 2 C:\Program Files\CA\SharedComponents\iTechnology ©1
9 %] &+ <EEM_Server> T] # E] 2] o] Safex XML 7 & vk T}

o & E°] C:\Program
Files\CA\SharedComponents\iTechnology\Remove_Resource_class.xml 1

A5 zZhehf o] safex XML 9t ol] 2o] W ar w35 W o] W
A et v A g gho g A g
<Safex>
<!-- Attach as global user -->
<Attach/>

il

<!-- remove resource class -->
<ApplicationInstance name="APM" label="APM">
<Remove>
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<ResourceClass>
<Name>Business Service</Name>
<Action>write</Action>
<Action>read</Action>
<Action>read sensitive data</Action>
</ResourceClass>
</Remove>
</ApplicationInstance>
<Detach/>
</Safex>

3. WH XFIEEE A3 <EEM _Server> Tl A E 2] (= C:\Program
Files\CA\SharedComponents\iTechnology) = ©| &34 t}.

4, v} S 285l safex 2T HE S AP}

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

odE =¥ v Zs
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove Resource class.xml

FIPS 2 =9 CAEEM ¥} £3t5 $--8 22 130 )3l APM 2] 22
SYP2E A S v = o] HE S A slo] Safex ~AHEE

At

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

o5 50 gev 2,

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove Resource class.xml
-fips

5. CAEEM oA APM B 2~ F A FU )
a. CAEEM ol 2 121% ]},
b. "Manage Access Policies"(§ Al 2~ A 2 3+2]) A
c. "Policies"(d M) HAE ZH Y
o)
==

CEEE PN PURERE

mlo

=L
=2

®
)
°
o

#u,
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CA EEM DA A A3 AW

CAEEM N A2~ A Al of| = =R, A ¥, T EQIE, B =Y 2 AH| X 5
54 ghzo dE] 54 A %&¢ Hlfdﬂﬂ@ﬂ
HHed 5 o] QlF YT o] = v 2 Y 22 A |22 E I H E QI (CAEEM ol A =

H 22U A S8 22 galo]elal 3hof] A2~ A AL ATl H]ZL]/\
i%ﬂﬂlﬂEﬂ@H%% TR A Yl GFE m AT A
o) gk, v =9l Bohe $-§ 22 13 AL glo] ol of o] A o]
F L v Pt

SZHEAEAE S8 22
AbEAE ol FolE g hs

& Eo] thg& IR ALE ﬂammmgiﬁz%mmwamX
2AHE 27Ut Admin & "CEM A 28 HE]Apr S8 2 e gk
A g9 TRV

<User folder="/APM" name="cemadmin"><GroupMembership>CEM System

Administrator</GroupMembership><GroupMembership>Admin</GroupMembership>
</User>

CA APM Safex 2~ H E O] 0= CAEEM 5§ Z 2 13 Z| A2 dA 2
A8 MANE o i 2 oto m AR,
<Policy name="Business Application write" folder="/Policies">
<Description>CEM System Administrator Group and CEM Configuration
Administrator Group have write permission for all Business
Applications.</Description>
<ResourceClassName>Business Application</ResourceClassName>
<Action>write</Action>
<Identity>ug:CEM Configuration Administrator</Identity>
<Identity>ug:CEM System Administrator</Identity>
</Policy>

A Qoo b & S8 T2 i AH 2T S 9l "CEM
A2 B AP AL A 1 ARG FdF
ug:CEM System Administrator

Admin < "CEM A| =5 22| A ARE-A} 2155 o] 74 el o] 22 Admin = 3-8
ZIR2IAF AP ZHENERE & 5

A2 o g,

A REALEA 7L BE 2 EQE Y U= HER Bek-A

W Bgko] 485X 2

(m o 20 |
lor
|

rr > o

i
LY
o
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CA EEM APM =1 Q] 2] A2 AN A A wtES 7] 2 AHA|

o] &H-&o]| A= CA EEM 2] CA APM =H|¢lol] ® kS %] -&-3)+= b of] o 5
AT ol & 5©] SuperDomain B=3= AFE-AL7E A o] g Q1 o] l&
FAFYL =9l HeokS A gt mrdl HekS Aged e

SuperDomain & X5 AF&x} A o] | elof th3F CAEEM N A~ A S cA
EEM = Q] 2] A2 F=7}a) oF gt

A3 27 1okl 49 =l A s domains.xml 3+ ol 74 Ut}
AFA $F ] 8-2 domains.xml 9l Introscope =191 A gk 4] (] 0] ] 44)S
ZH %23 A 2. CAEEM X.¢+] 7§ domains.xml & = Q1 A TS FA 5] 11
Al = el A3lo] cAEEM o] A Yt

Fan: T Ql gl Aol Oigh 7] M| 2 A A7) A o] o] ApM ]l &
T RIYPS TE= Safex 2 HE 51E9] 49
<EM_Home>/examples/authentication T] = €] 2] ol] €] %] 3}
eem.register.app.xml 1% 34 S FZ A4 A] L.

FaL: =3 CAEEM 1B | o] 25 A}-&-3e] o] g3t A & AT &
AU o Z}A| $F Y-8 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager -=2}%] =-2Z), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager < 2}<!
=51}, CA Embedded Entitlements Manager Programming Guide(CA

Embedded Entitlements Manager == 2 12| ™ ¢ A) S %3404 Q..

Safex S+ € 2 E] & A}-23}] CA EEM APM 1| Q] &) &2 A A AL
WHEHE

1. 9Hkx © 2 C:\Program Files\CA\SharedComponents\iTechnology ©]
¢ %] gk <EEM_Server> t] & E| 2] o]] Safex XML 3} & & w51 th

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Add_domains.xml %3 1] T}.

2. The SEE Zehllo] safex XML o] o] WL, W& U)e] M
A3 W gl Aleha D, a2 2 B Aske) ghe A AT
091 gl o g APA 8 V8-S A EEM ol 4 APM 2] s Sl s
WHE 7] ALA (0] A 95)o A 2} el s F el ol B S AES
A2 wAE Fxai AL

AT Aol ek gk,

[

ZF31: CA EEM ©l| A

<Safex>
<Attach label="APM"/>

<!-- add policies -->
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<Add>
<Policy name="Domain Admin" folder="/Policies">
<Description>Admin group has full permission for all
domains</Description>
<Identity>gug:Admin</Identity>
<Action>full</Action>
<ResourceClassName>Domain</ResourceClassName>
<Resource>SuperDomain</Resource>
</Policy>
</Add>
<Detach/>
</Safex>

W LB EES A3l <EEM_Server> Y] EE] 2] (5= C:\Program
Files\CA\SharedComponents\iTechnology) % ©| & 34T},

oS HHS Aste] safex 2AHES APt

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

A8 59 oo} gHyTh
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add domains.xml

FIPS 2= 9] CAEEM ¥} 535 §8 Z 2 130] ) 3f safex 2 E =
AH-&3Fo] CA EEM APM gﬂﬂ a2 A2 QA S vhE w0
& A ste] safex 2 HEES AP

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

o2 5w ohe3) R
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add domains.xml- fips
CAEEM o] A4 APM =1 Q1S 1 t),

a. CAEEM o] 210§t

b. "Manage Access Policies"(4 Al 2~ A 2 32]) =)

c. "Policies"(3 ) H A= F gt}

o

=
=9

ot

Sl

d. "Search Policies" (% 2 73 4) ol 4] "Show policies matching
resource" (2] 22229} U X|}= A A L A])E 2 3}, "Resource Class
Name"(2] 2222 Z 82 0] F) EH U H-5 oA "Domain"(Z=H 91) S
A Eﬂ ?5]— 5 "Goll(/ﬂ 3) )% @_l] 61:_']-]/] ];]_

CA EEM 2] "Policy Table"(d 2 3£) “oll APM =] Q1 2] A2 A~
QA o] H-Fo] AP YT
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Safex € 2] E] & A}-2-3}] CA EEM APM £|¢] &) A A DA A A HS
2+A 812

1.

A2 © & C:\Program Files\CA\SharedComponents\iTechnology ©I
Q] X 3k <EEM_Server> T] E B ] o] Safex XML 3} & 7H5Y T},

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Remove_domain.xml 3 Y t}.
S =2 Zabfo] safex XML ol o] Wil wh& % o] s
A R A, 2l s Fel R AR 1 4GS,
el Agtol] o 3 2} A g W8-S CAEEM o A APM ©] A S~

Rh= 7] B A (F 0] A 95)°l A 7“ﬂ‘*ﬂﬂ1*°ﬂ 585 ds

ARSI 2 A2 23 A A Q.
Zi1: CAEEM o A &= A TS 2ol gfar gt}

<Safex>
<Attach label="APM"/>
<Remove>
<Policy name="Domain Guest" folder="/Policies"/>
</Remove>
<Detach/>
</Safex>

W] XX EZS A3 <EEM_Server> T E E 2] (& C:\Program
Files\CA\SharedComponents\iTechnology) = ©]-& 3 Tt}
g e A safex 23 A E S e gh,

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

& &9 t= gauth
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove domain.xml

FIPS . =2] CAEEM ¥} B35 &8 =2 1309 U3 Safex FrE B El &
AH-&-3lo] CAEEM APM = Q1 2] An 2 A 2 A A5 A & = o]
]S A3 5lo] Safex 2T HE S APyt

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

d& & vEd g5y

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove domain.xml -fips
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5. CAEEM oA APM =915 51 Th

a. CAEEM o 2113},

b. "Manage Access Policies"(4 Al 2~ 4 2 #2]) B & 28 3 th

c. "Policies"(3 ) H 3= &g}

d. "Search Policies" (% 2 73 4) ol 4] "Show policies matching
resource"(2] 2229} U X 8}= 4 F FA)E S8 3}L, "Resource Class
Name" (¥ A2 2 o] F) =5t 5= 4 "Domain" (=1 Q1)<
e 3 "Go" (A ) E S YT

CA EEM 2] "Policy Table"(d 2 3£) Zoll APM =] Q1 E] A2 A~

A o] H5o] TAIF YT AHAE APM = Q1 2] A2 A 2~ A A2

U s A EEu T

~

i)
oot | ﬂ

CAEEM APM A1} 2] 22 A2 38 HE7) B 244

A8 Aa-S A A3k W CAEEM APM AT B 2] 2o T &k o 4 A S
F7}el oF gyt

a1 A g Az gk 7] 2 A 2 g ) A o] Fo] APM Q58
T2 WS T = Safex A HE I =9] A4
<EM_Home>/examples/authentication T] & €] 2] ol] €] %] 3}
eem.register.app.xml 313 3L S FZ23HA A L.

FaL: =5 CAEEM Q1B | o] 25 AL-&-5k] o] gt AP & T T =
A5t} ZA| 3 8-S CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager -=2}%] =-2Z), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager <-2}<]
=51, CA Embedded Entitlements Manager Programming Guide(CA
Embedded Entitlements Manager 22 2 12| QHJ X)) & FZ 814 A &
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Safex € 2] €] & A1-8-3l] CA EEM APM A H] ] A2 AN A FA LS
HEHH

1.

3.

A WA O 7 C:\Program Files\CA\SharedComponents\iTechnology ©I
¢ %] gk <EEM_Server> t] & E| 2] of] Safex XML 3 < & w51t}

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Add_server.xml 1] T}.

o2 Z =5 Zefuo] Safex XML Zh ol & W1, 53 o] M4 &
A3ret M= giAetaL D, Bl A S W Aghe] ghS A g
8] A3kl o) 3k AFA 3F ]88 CAEEM ol A APM ] s FEj

g2 7] B A (01X 95)ll A 2F ] 42s Fef el 3G RS

AR = 2 GAE FEAA L.
Z31: CAEEM ol A = A 3HS o] ghal o),

<Safex>
<Attach label="APM"/>
<!-- add policies -->

<Add>
<Policy name="Server Admin" folder="/Policies">
<Description>Admin group has full permission for the
server</Description>

<Identity>gug:Admin</Identity>
<Action>full</Action>

<ResourceClassName>Server</ResourceClassName>
</Policy>
</Add>

<Detach/>
</Safex>

W X5 EES A3l <EEM_Server> Tl A H 2] (5% C:\Program
Files\CA\SharedComponents\iTechnology) % ©| & 34 t}.
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& S A5t safex 2AHES A AP}
>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

& ¥ v Z5uth

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add server.xml

FIPS 2. =9] CAEEM ¥} T3t & 2130 )3 safex frE 2 El &
AF-8-3He] CAEEM APM A H] 2] 2 2s oAl A S vk v = o] &
A e 5to] safex A HEE AP}

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

o5 =¥ v ZEyTh

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add server.xml -fips

CAEEM ol A APM A H 2] A28 54T},

a. CAEEM ol 2113t

b. "Manage Access Policies"( Al 2~ A 2 The]) 818 F2 gy}

c. "Policies"(d H) WA E =¥ It}

d. "Search Policies"("d 2 7 2H) %ol 4] "Show policies matching
resource" (2] 2229} U X 8F= A 2] L A])E S 5Fal, "Resource Class

Name" (2] &2~ Z 82 o] &) =F T2 E-Sof A "Server" (A H) =
e Gon(A 8 E 2E g
CA EEM 2] "Policy Table"("d & 3£) Z-oll APM A1 ] A2 BA| 2
43 o] 20 EAF U}

e. "Server access policy name"(AH A A2~ G2 o] F) H A

)
"Policy Details" (78 2] 4 H.) ol APM A B 2] A2~ gk
AEE TAIFY T

il
ol

=
=9

+od

=

|-
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Safex € 2] €] & A1-8-3l] CA EEM APM A H] ] A2 AN A FA LS
2kA) 8t

1.

A2 © & C:\Program Files\CA\SharedComponents\iTechnology ©I
Q] X 3k <EEM_Server> T] E B ] o] Safex XML 3} & 7H5Y T},

o & 59 C:\Program
Files\CA\SharedComponents\iTechnology\Remove_server.xml &3 1 t}.
S 7= 2 Zebfo] safex XML ol o] Wi, whg % o] HEE
A 8Fal M4 =2 ) A s} b, ﬂié S22 gk ghS A d
/W% Askol] o g+ AHA 3 8-S CAEEM ol A APM 2] A2 S~

RHE 7] 2 2h] (0] 95)0 A 7 el s Fef ol B8 TS

ARSI 2 A2 23 A A Q.

3L CAEEM ol A= AgHS Zrd ol eha it
<Safex>
<Attach label="APM"/>
<Remove>
<Policy name="Server Admin" folder="/Policies">
<Description>Admin group has full permission for the
server</Description>
<Identity>gug:Admin</Identity>
<Action>full</Action>
<ResourceClassName>Server</ResourceClassName>
</Policy>
</Remove>
<Detach/>
</Safex>

WY XE X EZS Al <EEM_Server> U] @ E 2] (=% C:\Program
Files\CA\SharedComponents\iTechnology) = ©| & 34 t}.
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CA EEM APM X%

Ed= 9 B 2UA AH|A FAA A AR TS

4. The S A 55lo] safex A HES A g,
>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

dE ¥ v=3 g5y
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove server.xml

FIPS . =9] CAEEM 3} 3t 3-8 2170l thaf safex +RH 2 E =
AH8-3ko] CAEEM APM AW 2] a2 A2 A A S A4 8 uff = o]
g2 S A3 3}o] safex 2AHES AP},

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

& &9 t= gauth

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove server.xml -fips
5. CAEEM oA APM AW Bl A2 E FU T

a. CAEEM o 2134t}

b. "Manage Access Policies"( Al 2~ A 2 The]) 818 F2 gy}

c. "Policies"(3 ) =2E 8]

d. "Search Policies"(7d 2] 7 2) ol 4] "Show poI|C|es matching
resource"(2] &~2=9F A ]3}% A2 FA))E 28 35}aL, "Resource Class
Name"(2] &2~ 22 o] F) 5T S-S0 A "Server" (A H) &
el o "Go" (A H)E 3.

=7
CA EEM 2] "Policy Table"(7d & 3%) Zoll APM A1 2] A 2x A2~ A 2] 9]
E5o] AP YT AHAIE APM A 2] A2 A 2 A2 G E A
5yt

144

>vﬂ

S8 22 A AT 28] A8l TR EQNE=(CAEEM o M=
LIESEE e L L Ay B R EAR R L E =Tk R
A S CAEEM APM &8 L 2 13 2] A7 7)) oF )

F30: TG CAEEM QVE| 0] 28 AHE-3to] o] el % A4S S AT

A Y o Z}A| g -8 CA Embedded Entitlements Manager Getting Started
Guide(CA Embedded Entitlements Manager <=2} 1 =), CA Embedded
Entitlements Manager Online Help(CA Embedded Entitlements Manager <-2}<]
=51}, CA Embedded Entitlements Manager Programming Guide(CA
Embedded Entitlements Manager 32 2 13| % hj A ) E FZ Al 2
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Safex 2 | E] & A28l CAEEM APM ZSE T = 0| 2 U A AH| A
gax I A S HESHH

1.

A WA O 2 C:\Program Files\CA\SharedComponents\iTechnology ©I
¢ %] gk <EEM_Server> t] & E| 2] of] Safex XML 3 < & w51t}

o & 59 C:\Program
Files\CA\SharedComponents\iTechnolog\Add_application_policy.xml 931
t}.

U Z =5 Zeho] safex XML 3ol B War, w533 o] H5&E
Agret Wz thAlsta b, Pas 2 A g AF T &
g 13 Fako)] o 3k 2pA 3 W8-S CA EEM °| 4] APM B]j\f: =~

W 7] 5 A (3191 A 95)ol A 7 2] 42 o) 0] 5] 68 7198

AARsIE= 2 GAE x4 A 2.
Z31: CAEEM o A = A TS #edolkar gt

FaL: o} g o] ME =0 A= Guest AFEALO Al 88 ZE TR AAL
7 o] Banking Application ©] 2} &8 22 IS B 5 = AS
o .

<Safex>

<Attach label="APM"/>
<!-- add policies -->

<Add>
<Policy name="Business Application Write to a banking application"
folder="/Policies">
<Description>Guest Group has write permission for a Banking
Application.</Description>

<ResourceClassName>Business Application</ResourceClassName>
<Resource>Banking Application</Resource>
<Action>write</Action>
<Identity>ug:Guest</Identity>
</Policy>

</Add>

<Detach/>
</Safex>

3. WH X FIEEE A3 <EEM_Server> Tl A E 2] (= C:\Program

Files\CA\SharedComponents\iTechnology) % ©| &34 t}.
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the W9 S A A et safex 2T HES AT

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

& ¥ v Z5uth

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add application policy.xml
FIPS 2. =9] CAEEM ¥} T3t & 2130 )3 safex frE 2 El &
AFE-3lo] CAEEM ZHE Q= = 0| =2 2 A H] 2 2] 4 dlA 2
BAE s W o] HES A Ast] safex LA HEES AT
>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

& =¥ v Ay

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add application policy.xml
-fips

CAEEM ol A APM S8 T2 73 g A~ A AS Hut)

a. CAEEM o] 2103t}

b. "Manage Access Policies"( Al 2~ A 2 he]) 818 F2 gy}
c. "Policies"(dH) WA E =¥ It}

d. "Search Policies"("d 2 7 2H) %ol 4] "Show policies matching
resource"(2] 22~ 9F A X 3F+= A 2 EA|)S Z 2 5FaL, "Resource Class
Name" (¥ A2 S~ ] E)EBUS BE2oA] 28 T2 3 A

o5& Y ¥ "Go" (A A)E S I

CAEEM 2] "Policy Table"("d & 3£) ol APM &8 L2713 2| A
ol i 2 g2 o] Em=o] EAFH T

o O 1=

e. S g|as dyA AR o] 2] Y ﬂ% 2] 519 "Policies
Deta|Is"(xq A A H) o A APM S§ Z 2 13 2] Ao gl & O
AR AR E FU
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Safex € 2 E] & A1-2-3}) CAEEM APM ZHE & T B2 U A A ¥ A
a2 Ui A2~ F S AHA 5

1.

A WA O 7 C:\Program Files\CA\SharedComponents\iTechnology ©I
Q] X 8k <EEM_Server> T] E B ] o] Safex XML 3} L & 7H5Y T},

o E E9°] C:\Program
Files\CA\SharedComponents\iTechnology\Remove_application_policy.xml!
S

U =5 Zheff o] Safex XML 9ol 2o Wi, w32 o] &
At M2 A8kl b, 242 R Agke] S AZ Y 5§
g2 13 P ako] o) gk ZA| 3 8- CAEEM o A APM ] A2 S~

s 7] B AEA] (sllel A 95)ell A 2t B A2 Fef el 36 AR S
AAstE 2 Al A2 AL,

Z31: CAEEM o A &= A TS Z ol gfar gt}

<Safex>
<Attach label="APM"/>
<Remove>
<Policy name="Business Application Write to a banking application"

folder="/Policies">
<Description>Guest Group has write permission for a Banking

Application.</Description>
<ResourceClassName>Business Application</ResourceClassName>
<Resource>Banking Application</Resource>
<Action>write</Action>
<Identity>ug:Guest</Identity>
</Policy>
</Remove>

<Detach/>
</Safex>

3. WH XEIEZ A <EEM_Server> T B E 2] (& C:\Program

Files\CA\SharedComponents\iTechnology) %= ©| & 34 t}.
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4. TS HE S AYsto] safex 2AHEE AP

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

% =9 v 2y
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove_application_policy.xml
FIPS K.I2] CAEEM 3 €3¢l -8 == 1slol oo safex f 2]t &
AFE-3EO] CAEEM E I E Q= B v =1 2 AJH| 2 8] 2 ol 2

AN A A w) = o] WS 2 g 5ho] safex 2T HEES A gt

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

o & W v A5 U h

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove application policy.xml

-fips

5. CAEEM oA APM & T2 13 g] A ~E BUth

a. CAEEM ol 21213t}

b. "Manage Access Policies"( Al 2~ A 2 The]) 818 F2 gy}

c. "Policies"(d M) WA= FH Y}

d. "Search Policies"(%d 2 7 28) %ol 4] "Show policies matching
resource"(2] 2229} U X 8F= G A FA|)E 28 35}FaL, "Resource Class
Name"(B] &2 S 2 o] B) EFThE BZo| A S8 7 13 A A
o] FS AHE T "Go" (A W) E ST

CA EEM 2] "Policy Table"("d 2] %) %ol APM & X 273 24
o1 2= A A o] B 2o] FEAFLITH 414 5k APM -8 % 2 19 9l 4] 2

o] e B ek,

Z# AE Y CAEEM A A

2] 2~ E] o] CAEEM E.¢FS A &3t ' CA EEM ol A K Enterprise
Manager 7} & 3 3-8 2= 1ol A4 ¥ =5 realms.xml LS

TA o gU T3 o] dEUTIM & 5 52 7] 98 S8 2E ol A
Collector & F7}8}= A$- & A A& up S},
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T @A mEAA L.

8143 H-ofol CAEEM = AF-8-3F= 7 -9~ CAEEM ©l| 4] Enterprise
Manager 7} s} 0] /9] g8 L2 1o A = ofof gk} o] &= CA
EEM ©] &-& Z =3 AbEste] Ak J st gAY 29
NA| 2~ 7 A& A sl 7] Wi Y YT
1. Enterprise Manager(Collector, MOM %= CDV)l| 4] CA EEM A &+ F-of o)
&l realms.xml 34 S 74 T4 ‘jr-
a. <EM_Home>/config T EE & ol = realms.xml 3+ S U o},
b. CAEEM ©l| A Enterprise Manager 2} 92 H S8 T2 1 o|5 07
appname 55735 A AR U o & 5] APM o] El= o] Y S
AEFH T
o] = CAEEM A & T4 w) AFE-3FAPM 3-8 Z2 1 ©
TAFH
c. enableAuthorization %73 S True = "4 A gt}
d. realms.xml 34 S A&}
e. realms.xml 2] W73 A}&o] 4 8% == Enterprise Manager = THA]
s i=
2. =2 2E 9 Z} Enterprise Manager ©f T3l k9] 1 @A & w53y
=2 2~F 9] X & Enterprise Manager & CAEEM 2] & 3l &

o
2ol A4S CAEEM HehS S AH AA oA ALE SR
A4 dFUh

_

=3

oy

Z 4 Bl A CAEEM EQFO 2 wlo]1d o] A

24 A3 % As H-o] & A}L-8-3}9] Introscope & A 5L
CAEEM 7|4k Q15 R A3 F-of & Wi 8t = 7 - v o

AEEM T-4
3] CAEEM -4

;dﬁ

CAEEM 7|RE IS B = A7 Fo] S 28 = 5 Ut A g 82
27 A5 Yol 2 ALE ST CAEEM A (0] K] 117)2 FRFAIA 2.

CAEEM &] Bt 32 & $Hd 3} A o &l 8} W CAEEM 2 A}-8-SF Introscope
Hok (H o] #] 64) BF-o] Al ZF RS ¢lo] A AL
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LDAP K. ¢Foj A CA EEM R €10 2 mlo] 1 o] A

LDAP ¢15 2 27 A3t Ho] Z AF-3}9] Introscope = 2 ‘5!3 shal o+
JEf A CAEEM 7]RE 1S 2 Ak Rl & vzt = A ¢ o) 2ol
A2

s CAEEM A%
n 21=9] W&l CAEEM T4
m {3k Fofof tjsl] cCAEEM T4

CAEEM ] B3t v 5 &+ 8} o] s slef ¥ CA EEM = AF-8-SF Introscope
10} (5] 0] 4] 64) 0] A & HEG Qo] WAIA| Q.

=274 A3 F A E AHE3L =S CAEEM T4

EEM H.QF & ol A CAAPM AFE-2L Q155 Fal ok 749 7122 O & EEM
Ao A CAAPM AF-EA} A S Fo = 4=8 gty E}. A Tk realms.xml 2]
enableAuthorization = 2| Z17} false = 473 ¥ 7 9- CA APM A}-8-Z}= CA
EEM ol Q158 & =27 3 o 5 AE-5Fal CAEEM ARE -0 & AFE-81A]
U o] ¥ gk 79 CAEEM H.oF AF-8-A} 155 2] 9 921 CA APM

ARG ARl T3 AR Fho] A~ HH e 2 03‘03‘01]*1 AsH
SiteMinder 5=+= LDAP ¢} 917 ?LH H CAEEM = Q150 AbE-3t el = -}
Hol 24 -ﬂf& ol & ARG s =S A E e e QAR A 2 ol

FA) 3l oF 1T,

Introscope 9] 7d-9- 274 99 A3 domains.xml 2 server.xml 3} ]|

Aoy
CACEM o] -5 27 g2 Al A A2 HF AREAL 1 7+ e
7Rk g o,

CAAPM o| X CAEEM Q155 533 & 24 A%t F o & 832 H CA
EEM 2] APM KOt AF8-2} 150l AF&ALE & Fsf of &), a4 7t o] 2] &t
749- CAEEM ©f] N A~ AAE vt= = g 7} gl
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o 7] 4] A8 Hojo] & BokS Al &8t Ao TS o u|Fh ).
» realms.xml ] enableAuthorization 2 2 “L7} false & 473 Y T

m Introscope 2| 74 -%- CA EEM ol A AF8-2F 2 153 WH5- 31 domains.xml
ol AgHs

m  CACEM 9] 7 CAEEM of| A AR A} o} 2} 7] B Wl 18 4 ) E
BERtsojorsiyt dE & 01 CA EEM °l| 4] cemadmin A}-8-2}} 17
CEM A] = 8] ]z} Bt 55 Yt 19 U5 cemadmin & CEM
A28 2] RF Bt 150 YO e H CEM A/ 2 H ) R
Bt 7152 @ gko] cemadmin ol A& H th CA CEM 9] 7]+ H.F 145
4 7Nl th 2k A}A| 3k 1 -8-2 CACEM 2] 7]+ B Ok A8 A} T15mo] Ad ¥
i 25 A (sl o] 4] 135)% R4 2

og eAE BN,
1. <EM_Home>/config ©] & E 2] ol )= realms.xml 3L S Gt}
enableAuthorization <573 - false = A4 &t}

o] 4k= false = A4 3HH CAEEM 2 A SR =8 5131 A3 Fof o) =
27 Hot g do] ALg-H Yt} &A 8F &2 realms.xml o] CAEEM 91 <

g

T4 (o] A] 89) S FFE A . =4 A Fofol gt xFA| g ] &
27 HoFS AFE-3l Introscope H.SF (¥ ] 4] 36)S FHZSHH A L

3. realms.xml ¥ Q4S Ao}

4. ZH el HokS Y Y AFA S W82 domains.xml ] Introscope
LRl A A (H o] A 44) S FEEAH Al

5. Enterprise Manager A 8] #3HS -4 gy o}, 2FA| 3F U8 Enterprise
Manager A/ H g+ 74 (] 0]#] 48)& 234 A Q.
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Apache ©] €] A - 7] & R E=3817] Aol t)d-S vhA] A A 3l oF gt}

HU

7N ¢1 7)== HSM T O I3AY0CS = Hed o™, 005 = dE
T-E AHESH] s 5 syt

nCipher OCS(Operator Card Set) ] 7 -§- ol ¢] 7} =& AF& & = 9l om gt
et BE AR e dH Uk S TIM & TIM Ul &) Z2 A4 27}
X}Eﬁ}‘ﬂﬂ »lP—Ei Ft=E stunt A gy ] A7 o Y Tt = E
AHEEHE - TIM 2 913l S =S E el oF T

7021 712 cA CEM 9] =3
1. W AHS 7N 717 embed 3-8 221 & o] ol - &l 7

71 9] 7S oA A A sl oF Y ol AFA gk 82 ¢ A 721 7] &
oA ThA] 2 (Bl o] ] 181)& A Al
2. /tmp/webserverl.pem 3+ S CA CEM ol G Z =3t} cCAAPM 7+ &

'L]_E/ O}Ly/{?oﬂ}ﬂ CA CEM Oiﬁ_o]—% —9— 4§1a4 qu,%]g}%
o] g g FRsHA S
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\[U

nCipher & A ¥ 3} %= 5 CA CEM A %

4

3.

4.

7)1 OCS(Operator Card Set)o] 7|7} TIM 7} =& 783 vhF =27 &2
45 A ocs & "= T A FY o ARA g U 8-+ Al 0CS(Operator Card
Set) TH= 7] (¥ 0] %] 184) 5 FZ 34 Al L

TIM ol o & 7] }] 7] & AF&-3fl oF sl+= 7§ 5 L gk ocs & Ak&-sto] sl &
715 25 Hodtd & 4 AdHFY k. ZAll ek 8- 0CS(Operator Card
Set) 53 (# 0] A] 184)S FZ3FA A &

AA 77 2= A=A SA3HH

1.

"TIM A] 2~ B A A" > "View TIM SSL Server Status"(TIM SSL 4] 8] AHEl H.7])
o] X 2 o] F Y},

HAAAN]IPFALAY XEUSTE AT

TIM || nCipher HSM -4 (] ©] A] 177)& A4 21 8) & o},

TIM ¢ nCipher HSM -4

TIM 7-4

o]

N

A nCipher HSM 2 A el A ocs ¢} A ZHEsl 2= TIM & T4 & 1) 7}

- GAE HEAA L.
"TIM System Setup"(TIM A] 2=&ll A1) > "Configure nCipher"(nCipher -/J)
Aol A= ol EEvIeh,

TIM | 4] nCipher & *| Y3} == A1 % 5} "Enable nCipher
HSM"(nCipher HSM A}-&)S &8 5

h=]
e T Hell TIM S A2 e wf ARget e A g Y
TIM | 4] nCipher & A Y3} %] &%= = 2 A3} "Disable nCipher

A
HSM"(nCipher HSM A}-& 9F eh&

=93
T v el M & A2 ) ARE-SHA] = A Y .

TIM & 4] 4] 248 Bl w}e) nCipher HsM < ) 151125 4 3fel
OCS(Operator Card Set) ©] 5= ¢ & 3}aL "Save" (A F)E =8 3l oF
Gy

AR g 82 el A G B (] o] A 179)F FrEsH Al L.

A| 5 %k CA CEM 2} &+ nCipher A} 177



nCipher & A Y3} == CACEM A4

5. Operator Card o] A& 7} 9= A9t} &3} o] s A =
A3 70 TIM & TP A2 dle e e 4 Slg o,

Ll

a. #1738t Operator Card A& -5 ¢} =3}l "Save" (A7)

=T %’q A ‘4‘3} Operator Card o ﬁ”?ﬂ 9}5 2 S- o] S
o 79l 2ol & a3k 5 Qg Th AP B g ol 7
1 (o] A 179)= FZ38H A A L

A

T
L =

b. Operator Card A& & ¢ = 5} 2L "Start TIM with this pass phrase"(©]
AL T2 TMAIZhE S84
T A 7 A EA sy T
6. AdH A FE X 9] o 3}i= 7 $- "Erase the stored pass
phrase"(A &€ A& T A7) & 29 FHUH

TIM THA] A5 E 7 )

rir
it

nCipher & 4| Y3425 44 wi= Agal ol 49 A9 T2 448

FTIM & thA] Al 2taf of ghu o),
& GAE gEHA L.

o2

1. "Return to TIM Setup"(TIM A 0.2 =o}7}7])& S8 3Yt}
2. "Start or Stop TIM"(TIM A] 2} == F%])S St
3. "Start (or restart) TIM"(TIM A ZHEEE= THA] A1 2H) S S8 th

4. ol MAEQEA FAg
0] A o] AFE) 7} U6} o] FAH T

TIM Control

Stopping old nCipher preload process
Using nCipher HSM

Running background nCipher preload
Operator card set "testocsl" specified
preload log:

Loading cardsets:

testocsl on modules 1

Checking modules and reading cards ...
Checking modules and reading cards ...
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nCipher & A Y3} =5 CACEM A A

FAAY AR

Loading "testocsl':

Module 1 slot 0: “testocsl' #3

Module 1 slot 0: Enter passphrase: (reading cards)
Module 1 slot 0: Enter passphrase:

ok ook koK ok ok

Module 1 slot 0:- passphrase supplied - reading card
Module #1 Slot #0: Processing ...

Card reading complete.

Stored Cardset: testocsl (1ff8...) on module #1
Stored Unsure -- multiple objects on module #1

Loaded embed aee3ef6fefbl53f743843a284954828c09328500 key (RSAPrivate) on
modules 1

The action you requested may take several seconds to complete.
31 A3 nCipher 271 JHE
/Jetc/wily/cem/tim/logs/ncipher/preload-log.txt | A 2+ 5= )5t}

5. OCS(Operator Card Set) ©| & ©¢| &H}=%] g1y},
6. Tha < Ao

Card reading complete.
Loaded embed < key > (RSAPrivate) on modules < n >

7. nCipher = X % 5= § Egjj3 k9l (H| o] #] 180)= A& Xt}

QA 0.2 A 226 o] A4 0 TIM o] 4502 A LT Hsm o] A o]
5ol 2ol & 44 5

= TIM 7 3FE] ol A}-&3}= 0CS(Operator Card Set)ol| 1 # & o] 3l ofoF
AU} o] = ) AW 37 ¢ 0CS(Operator Card Set) 2} - 3L T}

»  TIM 77| 2] Operator Card | A A& = glof 7L}, "TIM System
Setup"(TIM A] 2~ &l 24 ) > "Configure nCipher"(nCipher -7-43) 3| o] %] of] A
A -5 A7 == J = el oF Yt Operator Card o4 A& &5
A A L= vk ol o 3k 2FA| $F 8-> Operator Card ©l| 4] A& - A A
(o1 4] 183)5 =34 L

n TIM A5FE] 2] HsM ol A A % 7= 5 7] o] Operator Card S “LT &
“FoloF Futt.

m  "TIM System Setup"(TIM A] 2~ &l "4 ) > "Configure nCipher"(nCipher -7-4J)

7 o] %] o] 5] OCS(Operator Card Set)2] o] &5 A s of gk},

A| 5 %k CA CEM 2} A nCipher AF& 179



nCipher & A Y3l ==

CACEM A A

nCipher 2 H.3 5

%81 0perator Card & A& -7} A3 A7} A X 5}A] AL, 2 g
7} 7 9570 1710} k=) okl §1e.7 TIM o] A1E-2.

]X]—E] 2| eF2=1]t} /d-jl‘i o] = TIM R 19 7]i51 2] =] uk
/etc/wily/cem/tim/logs/ncipher/preloadl-log.txt X preload2-log.txt J}‘” ol A
b5 AF U T A2 E A 285 74 - nCipher 7-4 #| o] X[l A TIM =

Al ZFEEA L, "TIM System Setup"(TIM A 2~ &l A ) > "Start or Stop TIM"(TIM
A2 B FA) Hlo] Aol A 2 e g AR E AFStha TIM & A2 12

AFHT

S L LEER

nCipher &} 37 2H%53}= CA CEM 7] 5& &1t} ¢ Egl S goldt
T AFH

TIM ERZ/A HAALE AHE-8Ho] ssL 7] 52 E]Qlsted

F3L: cA APM 74 & Fa] oFjjAfol A CACEM o2 H ot ] S8

T2 a9S TUHY }L W of] T3k A B2 223 A Q. T3k s 2
K}“g“O}Oi’CA CEM 7] &5 8F9lat= AR %= 2614 A Q.

TIM sSL A B] B & ALE-8l ssL7)5& &sled

1. "TIM A} 2~ A A" > "View TIM SSL Server Status"(TIM SSL A B AHEf H.7])
o] X &2 o] F Y T},

2. 9+ 8% ©.F glo] nCipher 4] ohe] @17 0] 31w 7 TIM of ]
nCipher £ A}8-alo] §1 48] Eg)= & w4 3l
"

Ql

TIM 53 7]5& AHE-31] ssiL 0] 2534 23}
1. "TIM System Setup"(TIM A] 2~ 8] A4 7) > "Configure TIM Trace
Options"(TIM %] 34 -4 Hl o] A & o] &gt}

2. HTTP 74 842 FHd= 344 S A3 =S Mgty

3. E st Auo) tigk 4 Q27kTiM 210 A H W S A=
nCipher & AF-&3lH ¢35 3] £ o] 22 at= A YU t)
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nCipher 7] 2 &=} 7+= 2+

nCipher 7] 2 %9 %} 7= 34

o helol A= TiM 7} E A8 5 QL A8 )R 7] & El ek
ol ol A5 A E 3 S 01710 2 Thales-nCipher 1)
24e)e ) A el A A sl ok g ok,

Q1 A 2FsH7] Aol fopt/nfast/kmdata/local(B= =
Windows 2] %$NFAST_KMDATA%\local)2] ¥ ¢ HAFES wh5 Ut} o] = TIM
AFE 2 AW BFo e T o T

o] Rrelo] = The3} e B o] Lol A&

WA iRl 71 9] diZd ThA] A1 (3] o] %] 181)
Operator Card o 4] A& - A 7] (#] ©] #] 183)

A OCS(Operator Card Set) TH5 7] (3] ] %] 184)
OCS(Operator Card Set) 53 (] o] #] 184)

B A A 719 R A 2]

: o] 414291 18- nCipher 4 42 AH & 7191 717} ek
A g

S,
rulo l:l

nCipher X.QF 31742 7] & PKCS#11, Java JCE, OpenSSL Microsoft
CAPI(Windows), nCipher 2] 7] - API 5 T} API(-5-& X 2 138 2 11
A Ho] =)ol AFEE 4= A= AT TH API &F0] A =5 &3]
stz Al 71 AT v Ak S8 2209 {3 o wef v 1o}
A A s st 7] Aol A YT

NEANE HE S8 TRIPNA AET 5
A AUE A g eha

i%*% 14 ‘jr.

26 theba g A0 A E e of 9)7] 4ol AHg¥ = AP o] U
=29},
Server ZPE API SE&LTZ 09
Apache SR OpenSSL embed

A| 5 %k CA CEM 2} A nCipher AF-& 181



nCipher 7] ¥ 9%} 7} = 2F4d

Server ZQPE API =
Sun ONE AR PKCS#11 pkcs1l

MS IS Windows MS CAPI mscapi
Tomcat 55 (Java) jce jce

TIM AFH = &8 ZZ2 13 13 embed ] 7]7} 2 8.3t}
/Jopt/nfast/kmdata/local T] & & 2] 2] 9+ 5 3} %¥ 7] BLOB ©] 2] 9|, embed 7] =
embedsavefile 3L (A& £ 7] BLOB ©.& OpenSSL < 7}&] 7] &= 1<) 3}
SHA| Al s-E Yt

Sun ONE g 48] 7]1¢) &€& =21 3 S pkes1l o X embed =
33
I i
olgj o] A&
o] dl A A | F 7] = K5 8= Myocs 2} 1/N Operator Card 3= HSM
7hE 5 7] 355U T Enter B3 Return 71 & ARg-sho] 713 gk
a2 e o

$ /opt/nfast/bin/generatekey --retarget embed
from-application: Source application? (custom, embed, hwcrhk, pkcsll, simple)

S pkcs11 2 38 embed @] 7] 73S tHA] XA A
* H\j/ﬂi.

[default custom] > pkcsll
from-ident: Source key identifier?
(uc66d0f2df3103e32c5703e8dedcfbl72a1b35¢cf82-9051fc31c13c7716alacl40fdea2ededd4cOf
419)
[default
uc66d0f2df3103e32c5703e8deOcfbl72alb35¢cf82-9051fc31cl13c7716alacl40fdea2eded04cOf4
19]
>
embedsavefile: Filename to write key to? []
> /tmp/webserverl.pem
plainname: Key name? [] > webserverl
7] A i) S

operation Operation to perform retarget

application Application embed

slot Slot to read cards from 0

verify Verify security of key yes

from-application Source application pkcsll

from-ident Source key identifier
uc66d0f2df3103e32c5703e8dedcfbl72alb35¢cf82-9051fc31cl13c7716alacl40fdea2eded04cOf4
19

embedsavefile Filename to write key to /tmp/webserverl.pem

plainname Key name webserverl

o

-

-
.

-
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nCipher 7] 2 £ #} 7} = 2+

Loading “MyOCS':

Module 1: O cards of 1 read

Module 1 slot 0: “MyOCS' #1

Module 1 slot 0:- passphrase supplied - reading card
Card reading complete.

Key successfully retargetted.
Path to key:
/opt/nfast/kmdata/local/key embed b4c36el18ff38d2d45a2df425abd9febfaf873dad

Operator Card 9| A A& + A A

BT E 0CS 715 A5t TIM & Fl o2 A s = 9l= g 7pA] W &
TIM 7= 3H57]0fl §1 A3k ocs 7h=oll A e 75 ;ﬂ]ﬂ Sk ASd 145}
e WAE AN L.
»  Th 2t 2ol cardpp &AM U T
$ /opt/nfast/bin/cardpp --change -m 1
Checking/changing passphrase(s):
Module 1 slot 0: “MyOCS' #1
Module 1 slot 0: Enter passphrase: [*D: done]
Module 1 slot 0:- passphrase supplied - reading card
Module 1 slot O: Enter new passphrase: <return> [*D: done]
Module 1 slot 0:- no passphrase specified - removing passphrase
Module #1 Slot #0: Processing ... [*D: done]
Module 1 slot 0: "MyOCS' #1: Passphrase removed
Insert/change card in module (or change module mode) [*D: done]

<Control-D>
Done.

zh_ TIM & FHD‘?L 9 O] 0Cs 7F=9} 3HA] A 8= 4= A AT ) A

A| 5 %k CA CEM 2} S| nCipher AF&- 183



nCipher 7] ¥ &g 2} 7} = 2]

A 0CS(Operator Card Set) THE7]

7] & 0CS(Operator Card Set)] =717} ZrobA TIM <& =831 4] B8t 49
AN AEE T 4= dH5 U

d & E9] 7|<& 1 W7} sFue] 0CS(Operator Card Set) 2} $HA] -4 H 74 -
TIM 575 9 7}‘: 38T T URF = o] t=E et Al

A EE wHEofof e,

3 o] = TIM 37 ol A T} o] ‘:}’\] 2745 71 3|
/Jopt/nfast/kmdata/local & 27 BAFRLS AL-&3}o] =3 514 A 2.

= HAE gEHA L.
n U3} 2] createocs & A& Y T}

/opt/nfast/bin/createocs -Q 1/n -N name

o 7]M n & 7F= A|E H7] 0] Al name & 71= A Eol| XA &
ol FdH

Al OCS(Operator Card Set)©] A A =] ™1 OCS(Operator Card Set) &5}
(o] %] 184)0l] A= = 77} A ocs = EH+= 4= A HFH T

0CS(Operator Card Set) %

ol= 7Ei£o}~74°]§§‘43}1 D}EOCSioﬂﬂiﬂ Eﬁ}ﬂ

|
|
A 7= ET el ocs 01] E?ﬁé? 91@41:}. lﬂiﬂd %% ocs
1§ 2= A2 dF YT

O GAE gE2AA L.

;o] ARS 35t |k Fofo o3l ACS(Administrator Card Set) 2]
el ‘?HH]’\%L‘/F R ofoF .

F81 o] B 1 AW 71el U3 rocs 2GS a5 oF H U Th TIM
HIFE oA FARE = 28kl A Q.

Fa: 7)) & oAl A Al oF k= 5 0cs & 24317 Aol o
FH A L A W2 A8 79l 7] o] di A T A1
(Flo] A 181)= ot Al 2.
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nCipher 7] ¥ &9 2} 7} = 2]

7)ol -5 AH& == A B A=A FR1sHEA ™ nfkminfo &
A& U

$ /opt/nfast/bin/nfkminfo -k embed

Key listing AppName embed (1 keys):

AppName embed Ident 5dce27b0a84b517b0db7b5aa2f09452e27a13d38
$ /opt/nfast/bin/nfkminfo -k embed 5dce27b0a84b517b0db7b5aa2f09452e27a13d38
Key AppName embed Ident 5dce27b0a84b517b0db7b5aa2f09452e27a13d38

BlobKA length 1052

BlobPubKA 1length 444

BlobRecoveryKA length 1208

name "MyKey"

hash d96ee8282cc7f76ea32dflce299ab087a206e530
recovery Enabled

A HA & ANEAE F HA &2 ALY T recovery Enabled
FL71EMocs 2 E5ETE D Utk A ol sUth

$ /opt/nfast/bin/rocs -i

“rocs' key recovery tool

Useful commands: “help', “help intro', “quit'.
rocs> list cardsets

No. Name Keys (recov) Sharing
1 iWorldlofl 0 (0) 1 of 1; persistent
2 NonPersistent0CS 9 (9) l1of1l

rocs> target 1
rocs> list keys

No. Name App Protected by
1 MyKey caping module
2 MyKey caping module
3 MyKey embed module
4 Example label pkcsll NonPersistent0CS

rocs> mark 4
rocs> recover

Authorising 0CS replacement:
Module 1: O cards of 1 read
Module 1 slot 0: empty
Module 1 slot 0: Admin Card #1
. prompt for the ACS passphrase ...
Module 1 slot 0:- passphrase supplied - reading card
Card reading complete.

Loading “iWorldlofl':

A| 5 %k CA CEM 2} S| nCipher AF-& 185



7l 1 7] 2 Operator Card ¢t o] E

Module 1: O cards of 1 read
Module 1 slot 0: Admin Card #1
Module 1 slot 0: empty
Module 1 slot 0: “iWorldlofl' #1
. prompt for the 0OCS passphrase ...
Module 1 slot 0:- passphrase supplied - reading card
Card reading complete.

rocs> save 4
rocs> quit

721 7] & Operator Card G H| ]| E

A 71 = A EZE A E = A 9-oF io] 7] &
Aol EX 7] vy dHiolH 3 &) TIM FARE

TIMHSM & 913 A 7] B= 7k Al EE vh=e i o

S GAE HEHA Q.
1. nCipher X.QF S o] TIM HSM 5= (3] 0] #] 173)

2] ©o] ¥ 7} 4 Ao
= g vjo] EaljoF {1 .

GAE =

2. CACEM °l| $] A5 2] nCipher 7HS1 7] &1 2= (] ©] #] 176)

3. TIM °l| nCipher HSM -/ (] ©] ] 177)
4. nCipher & B35 %= ¢ Eg 3ol (H o] %] 180)

)
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CA CEM ©l| A €] nCipher %7 3 2

CA CEM 9| 4] €] nCipher &4 32

CA CEM ©ll 4] nCipher & A X &}+= ] WA 3+ £ 4| = s Asfjof & =
AFY T

ol

nCipher 7t =& A X| gt £ TIM ©] A| 2t =] %] FF U T B TIM of] A |3
nCipher 7} 215 3}4] &5 T},

2 Uy

1. "TIM System Setup"(TIM A] Z~&l 4 ) > "View nCipher Status"(nCipher
e 7)) ol A2 2w

2. AAE &S TIM ) A nCipher A1 %] 8Fel (3] 0] A] 172)S
EE RO PR KR

5%

nCipher HSM ©] o "J o) & 2}-5-8}4] @5 th.

32 U

L FhEE SR e wekt 2 847 S7hs o ek S s
B3 4RI Stel o ARRIGHE 49 S1900] vkl sl ojof g,
2. "TIM System Setup"(TIM A] 2~ A4 ) > "View TIM SSL Server Status"(TIM

SSL AT B AHE) B.7]) 5l o] A & A E I Th A §F U8 nCipher &
1o u = g Ea] ol (o] %] 180)& FEHAA L

3. /etc/wily/cem/tim/logs/ncipher/preload-log.txt | 4] nCipher &1 g H &
HAEFYC ARAE U182 TIM ThA] AL 22 R4] oFQT (d] o] %] 178)=
B2 2

4. TIM 215 HESH U}

5. 7](generatekey)2] S thA] 2] A &= 7 $- "ERROR: Module #1:
LoadBlob (loading private blob) failed: Malformed" W A] X] 7} Y- E} U T,
A 544] 4= nCipher 2 E S o] B H o] Q= 7 §-of] o] # A x| 7}
e 9)\1/-514‘:}. A AHE 2ol =3l TIM &] nCipher H A&
A XA 7] AL} Thales 7] <] 5ol &2] 3F4 Al 2

A| 5 %k CA CEM 2} &+ nCipher AF-& 187



CA CEM °l| A 2] nCipher %A 32

10.
11.
12.

13.

14.

=

[

Operator Card o] A& 7} A4+ A3} A A 54A] LAY, &9 =7}
7= F57) ol A 7F=7) ofd gl TIM ©] AHE O & A A} X
SHUTH Fa g, o] = TIM 210l 7] &5 %] Ak
/etc/wily/cem/tim/logs/ncipher/preloadi-log.txt 2 preload2-log.txt
oA 3-& G AFUTE A= A 2= 79 nCipher 7%

#H o] A o A TIM & A] 2F8} 7 L}, "TIM System Setup”(TIM A] 2~ 81 A A) >
"Start or Stop TIM"(TIM A] & Bi= F#]) Hlo] Ao 4 D 3t H =
A%k o TIM & Al 2S5 QS U T

TIM A2 215 A EFY

A A 2] ocs & Operator Card 7} L =A] 1Yt §l= 2-$-TIM 9]
Al 2FE 2] k5 U o

HQE B o] Hho] 2] AHES §) MMM TIM 0.2 BRI e 5
o4& thA] 4 g she Bk 34 o] 235 BLOB o] WA FUIh

A EF B AT o 95 kmdata 7} 9l =] g Tk
o _

A B & A 8s7] Aol Acs 7t ot sl A e 5 gk o

A S AP str] Aol A 27]13FE 9 3l nCipher HSM = 1 9 X &
AA A, A 37 o] 285 Fol+=0 YA = A s oF gt

A 2 & A sy ol Pl A 2B E A9 oF dhth= A 7] skl A Q.

&

nCipher 7} =2} AZ E o] S A X YA TIM A A D A8 2] o] 57}

3)

hyA
ar

=52 9531, TIM o] A=) w) TIM 2 10]] T8} 2L 5] 2] %] 7}
Ay,

Initializing SSL crypt engine
Sslinterface: "chil" SSL engine initialization failed
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CA CEM ©l| A1 €] nCipher &4 & 2

32 Y
1. U3} Zo] nCipher <1 chil ssL o] A X% o] 9li=4] 2l g},
a. TIMZEo] 2 IAFYTHPUTTY = FAFSESSH S 8fo] A E ARE).
b. TF& nCipher HE o] EAeh=A] gl
/opt/nfast/toolkit/hwcrhk/libnfhwcrhk.so
2. nCipher 1521 chil SSL ©] §1 2. nCipher CD | A A4 %] &t}

a. ARAIS U8 nClpher AR QFUA & Fr2sHA Al Q.
nCipher 11.30 &] 4§ H & o] &2
/<CD>/linux/lib6-3/nfast.hwerhk/user.tar 3 4 T}

b. TIM & thA] Al 2 e o,
Ch3- 2} o] TIM 2 719]] chil SSL I E 0] Z7] 3} A th U-9]
FEA E o] oF g,

Wed Mar 30 02:09:20 2011 19826 Initializing SSL crypt engine
Wed Mar 30 02:09:20 2011 19826 sslinterface: "chil" SSL engine found
Wed Mar 30 02:09:20 2011 19826 sslinterface: "chil" SSL engine initialized

Y

al=

’

5%

) A ¥ ol A nCipher = ¢t 81 HTTPS E 2]l = o] TIM ol A] ¢+ & 8l 5 5] =4
gelshe .

32 ¥
TIM 220l A A2 54 2 HTTPS 74 8.4 48 Fh5y

0:17j ZX—] tﬂ HTTPS:rL | QA %Z‘] O] EJ_:’:_ 14'15]—14-0]: ?;5:]1‘]/]]:]_ 01]—% 'Cé:‘oi TE
9966 Oﬂ *1 HTTPS A ¥ 7} 172.16.163.52 1 ¢ A2 34 7] 55 AL et ==
dgPon 7 ake vha ol YEhdeoR d .

Wed Mar 30 02:34:00 2011 19826 Trace: [172.16.163.32]:3691->[172.16.163.52]:9966
opened

EE Y 2k 37T
Fch

Wed Mar 30 02:34:00 2011 19826 Trace: Component #18 request:
172.16.163.52/testpage.html client=[172.16.163.32]:3691
server=[172.16.163.52]:9966 at 02:34:00

AHgEER A H e g3 2ol Yol

o

A| 5 %k CA CEM 2} S| nCipher AF-& 189



CA CEM ©f| A €] nCipher %A 3l 2

TIM Sl A B2 o] oF5 2 8 Sel K] Sl v} o] A wA A w
JepgU T,

Wed Mar 30 02:34:00 2011 19826 Trace: [172.16.163.32]:3691->[172.16.163.52]:9966
opened

Wed Mar 30 02:34:00 2011 19826 Trace: [172.16.163.32]:3691->[172.16.163.52]:9966
closed
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Al 6 & CAAPM | A Av}E JlE Q1=
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m  SCARVES(Smart Card Revocation Verification Services)

m  CA EEM(CA Embedded Entitlements Manager)

= CAAPM Z7 Hot
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S AHN A5 Al LF ol AFEE AFPE ThE ] B

3} SCARVES U] 9] 2= ~nlE Jl= Y EY T &2 S
%Hc}/ﬂloﬂgf’ﬂ E]T ezngq- Ofﬂ OiCRL o]o
73 8Fo] 91O B & SCARVES B #-& = CRL QS v 2 2] d]

71
[e)
o
A2k A 2el] 8 A 42 U2 256 MB CRL 7+ o] ahgl Ut
G M7 AYE e FRY H B dEo] a3k G S

S

0OCsP AW o] FA}alE= AL aelst A L
o] & Aatel= A7) o] o T} SCARVES H & #HS A8 ¢

- odE
S = she] A& vl gt
. ZuEeoE
« ZHEYEENE

»  ZFCRL I ] Tl E 2 o] F(el:
<SCARVES_HOME>/crls/<daemon_name>)

Windows 9| 4] SCARVES T4 8.4 =& 9 A X

Q

SCARVES & 7438}l ~WEE 7hE Qle& AME ot s A D = 9l a5
SCARVES T4 8422 &3t
Windows 9 3%
1. SCARVES T4 242 AFsl= b A& e S b5yt o &
S0 < =2to) H>:\SmartCard\scarves 9 Y T}.
THE U] 9 2] = <SCARVES_HOME>©] &} 3l= AntE 71= &
o=y 27 gy

2. Enterprise Manager 7} A X H A9 t] e g g & o] Y} d & &
<EM_HOME> Ut}

1[‘

3. examples\SmartCardAuthentication ©. % ©|& &}l A}-8-2} 317 of] gt
scarve 0.1 3+Y o) el =5 =3t} Enterprise Manager & 4 % ]
W ol th gk AHA g W82 CAAPM H X B 9 2] o] = ShjiAjE
x4 2

e teE g} v ol YUy

m bin

0[1 F

b

m conf
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ATH 2E

m crls
m  keystores
= lib
S
4. <SCARVES_HOME>\bin Tt & ¥ 2] & InstallScarves-NT.bat = ) 8 g+ T}
vl o] 432 o 7 A3 ¥ ™ SCARVES 74 247} A x|yt

Unix 2 Linux & 3%

1. /etc/init.d = ©]'53}] <SCARVES_HOME>/bin/scarves 2~ HE
A4

2. U redddH e E A2

m  -s <SCARVES_HOME>/bin/scarves /etc/init.d/scarves

il

m -s/etc/init.d/scarves /etc/rc3.d/S99scarves

m -s/etc/init.d/scarves /etc/rc2.d/K15scarves
m /sbin/chkconfig --add scarves

FR123YEE 74 999 9142 3 YAES A 9] o] 5
72 % =ojof g,

ZPLE FhEEssL & E8l d-l o] /IS M E ARk <
o8] 7] Ao RES o oF Utk AAT &L v S

ZFzeg A 2.
m  daemon-cert 7] A AR QFA] 2= (H o] #] 199)

m  daemon-trust 7] A A= QIS = (F] 0] X 199)

m  Enterprise Manager 7] A %A & SCARVES 2154 2= (H ] %] 199)
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daemon-cert 7| A%

A2 QAFM 2E

2 AHE Sgo|dE 28 L7 g A3 4= 9 == daemon-cert 7]
Aoz Au QFEAE 2Eg) o] = ssL S Fall s CARVES A I e
71 9- Enterprise Manager = 2 2}o| A E 9] 9 3H& 3,

A& AFE-oh= ohkgk ol o gk 2pA| gk ] §-& 2l S A] = AL8-5F+=
4 (Fo] A 199)= FrAsH Al L.

daemon-trust 7] AZAAZ RFA 25

SSL = £l OCSP 2 LDAP A H] &} =413} =5 daemon-trust 7] A &A%
AFA & 2=,

ZF3L: OCSP & AF8-3H5= 5 SCARVES & T4 3H= 4% 3 ol 55 7] 5]
U Th SCARVES = ?LH o}ﬁm‘ g olFe] Ao
(X1 e A}3l) OCSP & AF-8-3F == SCARVES 74 (¥

Enterprise Manader 7| A FAZE AFA 2=

SCARVES 2} 5213k 9= 9] IT= = SCARVES 21 54| & Enterprise Manager &=

2 =3t} Enterprise Manager 7} SSL S AF-8-3}¢] SCARVES &F 2o E
NSAE T3 e 45 81 gdo] gyt ASA & AF8-8h+

ohekst v ol o gk 2pA ek U823 Q1 54 = AF-E-5k T HE (T o] A 199)=

Frzs A L.

M S ALgako] 7] AF2ol A AFAE 44 0.3, A5
W QLT A D U E & The B U BRI S

n A AT E TS A A (He]#] 200)
m QA 7A@ 7] (F o] #] 201)
QIS A U E 7] (F]e] #] 201)
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2u}E 7= 2l 2| o3l A APM A A

A AFE AFH A4

2
Ujgﬂﬁ*}ﬁo}ﬁ =71 A 1EH°H X}Xﬂ *1”3% ASHE YL

)\}\HHE}

O GAE gEAA L.
1. CAAPM AW o] FEZ 2 79135}3 & L= Eof A AT}

ol
2. SIAVA_HOME/bin/keytool = ©]-& 3}l -genkey Y8 & S A}-8&3} ]
e s Agdyrt. 4.
-genkey -keyalg RSA -keystore <SCARVES HOME>/keystores/daemoncert -alias
<cert alias>

240 BREE A Qe B Ea sk A, 0} g e
ETE S PENE

Enter keystore password: changeit

Re-enter new password: changeit

What is your first and last name?
[Unknown]: name.company.com

What is the name of your organizational unit?
[Unknown]: ABC

What is the name of your organization?
[Unknown]: NOC

What is the name of your City or Locality?
[Unknown]: Anytown

What is the name of your State or Province?
[Unknown]: Alaska

What is the two-letter country code for this unit?
[Unknown]: US

Is CN=name.company.com, OU=ABC, 0=NOC, L=Anytown,

ST=Alaska, C=US correct?
[no]: yes

Enter key password for <newcert>
(RETURN if same as keystore password):

o

-

-
.

-
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ASA 7FA 2.7]

-importcert ¥ % & AF&-31] QISA & 7HA F Ut o] HE S BE T
A Ao AFAE 7 2= bl AFe-E 5= S5 T

o0& gAE gEAHA L.

1. CAAPM Ao FER 2915}3 W& L= Eof AxAd ]},

2. SJAVA_HOME/bin/keytool % ©| &3}l -importcert Y4 ¥ S A}-8-3}4]
e HE A8y} o

keytool -importcert -keystore <SCARVES HOME>/keystores/daemoncert -alias
cert alias -file cert file

AFA WHY7
-exportcert ' S A5} JISA E WE WYL o] HHS BE 7]
AdAe A& B & d A8 = A5y T
& GAE 24 A L.
1. CAAPM AH]o]| FER Z71Q18}1 W& T EX Eof A A}
2. SJIAVA_HOME/bin/keytool = ©]-5 3}l -exportcert 8 & = A}-8-5}o
e HE Ayt o:

keytool -exportcert -keystore <SCARVES HOME>/keystores/daemoncert -alias
cert alias -file cert file
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7] A4l o

] Aol = o4 doste QASA davt R YL o stE e
ANEAME= Ei‘dblﬂr o} % 3} <Fa1 8] 52 AES(Advanced Encryption
Standard)o] ™, &1 ZE AH] A <] 719} AR El A E T} ¢l HjiE
mg TR n}. ashe a2l e d BAAL AT 5
1

o]N

U GHAE 24X L.

1. <SCARVES_HOME>/lib ©. % ©]53} 1L scarve_client.jar 39S 1t}
o] L2 7] A Fo st Lo dEE 7HA ST

2. e HEs AL

java —cp scarve client.jar com.ca.scarve.common.xml.cond e p
<password that requires encryption>

¢+ 3} ¥ 9+ S = SCARVESconfig.xml It o] AF-8-< 4= Q1 &5t}

(A e 3E)CRLYY B E

CRL & A}-8-3} =% SCARVES & T4 3 W CRL ¥} &= Z=df of ghth.

+ SAE mEAA L.

m  CRL 32 <SCARVES_HOME>/crls/<DAEMON_NAME> T] & E] 2] o]
2apg o,
30: CRL & AF-83} =2 SCARVES 2 1A 81 7% CRL 9 X = 7] =3
& Y t}. SCARVES & :[1/‘4 o}‘:— d] cRL ¢ x| 7} F @3t} 2FA| 3 | 8o

(A & AL3l) CRL & AF-8-3) %= SCARVES T-4 (H 0] #] 212)&
2z A A @
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SCARVES € A}-8-3} == Enterprise Manader -4

2uLE 7HE QIFS AFE-3 I 5 Enterprise Manager & 773 3l oF 34 Tk

U GAIE mEAA L.

1.

<EM_HOME>\config = 0]% 5t - IntroscopeEnterpriseManager.properties

g A ohe £ g

m introscope.enterprisemanager.scauth.SCARVES.hostname=<scarves_ma
chine_name>

m introscope.enterprisemanager.scauth.SCARVES.port=9998

m introscope.enterprisemanager.webserver.scauth.keystore=/internal/dae
moncert

m introscope.enterprisemanager.webserver.scauth.keypass=password
m introscope.enterprisemanager.webserver.scauth.enable=true

<EM_HOME>\config & ©]5 3t F em-jetty-config.xml I+ L & & 31 U}
A& AP

m needclientauth= true

<EM_HOME>\config = ©]-5 3t - IntroscopeEnterpriseManager.properties
Tl S Gl v dAE FAF Y
a. introscope.enterprisemanager.webserver.jetty.configurationFile=em
-jetty-config.xml <373 2] =21 A 2] & | A} T}

b. needclientauth <432 true = 4 34t}

<EM_HOME>\config = ©]-5 3+ 3~ introscopewebview.properties 3} 2

A3 o BAE A,
a. introscope.webview.jetty.configurationFile=webview-jetty-config.xm

|43 0] =4 A8 & A AT}
b. needclientauth <232 true = 4 % 31t}

Enterprise Manager & TFA] Al 23U T,

A 6 A CAAPM o A] 220} E 7}= 012 A& 203



vkE FHE Q1 F ol s cA APM A1

SCARVES 3 T4

SCARVES T4

SCARVES 2l 3 = SCARVES = 2! 3 3}+= Java Z 2 13 S A Z3)+= o] = Q. 3t
Aug Agae 74 AU
o0& gAE gEAHA L.
1. <SCARVES_HOME>/conf = wrapper.conf 3} 4 & o] &3t}
2. U EAAS AATY
m wrapper.java.command=java

m wrapper.app.parameter.2=../conf/SCARVESconfig.xml
3. BdS AP

2ULE 7 E A QA4S FE

r°*'

F B3 74 DS Gulol =g

=
SCARVESconfigtemplate.xml 3+ -& 7] A2 $] %], 7+ SCARVES ©] 2] A,
SCARVES ] OCSP H=+= CRL ©] A}-8-% =4 o] F- 5-9] Al 5§ H 1 E Aol st=
dEslow ARggyn
ZFQISCARVES 74 A& J34 o= 4 &sted
SCARVESconfigtemplate.xm! %)== -& SCARVESconfig.xml = R 74 3l of 9+ o}

AREXML & 22 o5 E5 U
<?xml version="1.0" encoding="UTF-8"7?>
<SmartCardService>

. Service Parameters ...

. One or more Daemon descriptions ...
</SmartCardService>

T GAIE m2AA L.
1. <SCARVES_HOME>/conf & ©]-& 3} 3L SCARVESconfigtemplate.xml <
AY

2. XMLAF =2 A}-g3lo] Auk SCARVES A A4S T4
m  SCARVES A H] 2= vl 7] ¥1<= 5240 (] 0] #] 205)
m  SCARVES H|= -4 (3] 0] #] 207)
m LDAP = A}-8-3} 5% 5 SCARVES -4 (3] ©] #] 209)

st

g},
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g 2ntE e Sl 2R E S A AT

n (¥ X138} OCSP E AL-8-31 % = SCARVES T4 (H]©] A 214)

n (A8 ALSH CRL & A}-8-3} = 5 SCARVES -4 (3] 0] #] 212)

F3 AFE AL 3 A o] 9. A Blte] X2 BT AL 5 95U
3. 9} S SCARVESconfig.xml 2 A7 T},

4. SCARVES A H] A2 A ZFeku o}, 2pA) 8 U828 SCARVES A 2k 2 4]
(H o] #] 217)E FZEHA L

SCARVES A 8] A vfj 7] ¥ 4= 4]

SCARVES A H] 2~ vl 7] /4= 7] A4 x| 9F 45 AR E A QT Ut

<SmartCardService>
<trust-keystore>filename of keystore</trust-keystore>
<trust-keystore-pass>encrypted password of keystore</trust-keystore-pass>
<jvm-arg>-mx1024m</jvm-arg> <!-- optional, param for all Daemon JVMs -->
. One or more Daemon descriptions ...
</SmartCardService>

U il s 788 = dFH
<trust-keystore>

EE Y29 trust 7] AFAE AA
7

= =
Heshes e FEY S

A= T Wil Rk g B

-Djavax.net.ssl. trustStore=filename JVM

Zal: B E f 28 53 trust 7] A A AE AR S U

Utk 98 RE AnlE AEg
= 2%
= 1.

gl o gtk of i)

=
s
E

A 6 A CAAPM o A] 220} E 7}= 012 A} 205
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<trust-keystore-pass>
trust 7] 27440 & AAFYTE o] Y= XML Y o
o st ojol Pt tE = v wivh WS E3eto] BE o
Aut el ~E 2 Aggy)
-Djavax.net.ssl.trustStorePassword=password

<debug>

HElL /% 458 4G, AT ol g e 24y,
718k

w 0-THA ] gla= #1438k, o] A o] 71 gk AU th.
o 1-tEg Aokl 5E AR AFI
. 2-UWAe EBFF0FES AT
s 3-TIA ) HP9) SE AR A FU.
<jvm-arg>
REEE WM 9] wj7) W8S AR F T o) W) M RE AL e S 5
Sl R 2718 =4

T AAS
(Z o] =] 204)

o 3

&8k g oll thgk 2hA gk -8 SCARVES 173
i =
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SCARVES H| & F-A4]

SCARVES H] & w7}l ' <=3= CRL ©] 1} OCSP, ZL2] 3L LDAP 4 H.Z A}-&-3}=4]
o] 1-5 A ATt cRL 3 ocsp 7} 3 EA S =& AA N E T st
ARES S A E = 9o B R st T4 A 2l alfof i th

AREXML G AL Th 3 25 T

<SmartCardService>
. Service Parameters ...
<Daemon name="name" port="port number">
<keystore>...filename of keystore...</keystore>
<keystore-pass>...encrypted password of keystore...</keystore-pass>
<jvm-arg>-mx1024m</jvm-arg> <!-- optional, param for this Daemon JVM -->
. Protocol Description...
. LDAP Description...
</Daemon>
. more Daemon descriptions ...
</SmartCardService>

et

gg i) BE TR 5 QgL
=

2} o) ol Bol ol 31 o F- A gk, o
2o

FA 8k o AREE v, 21 9k o A 5
Ut

<keystore>
Hlo] ssLgAlell A8k IS 7F 23 7] A A s &

5 g,
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<keystore-pass>
7] AFae] G E AAFUL o] o= XML L of] o3 slE]ofof
g,

<jvm-arg>
HE dEvm o vl RIE A A T o] w7l WS
AR e R g 5 gl e 2712 mwn}. o3 /3
g 2ol A4 5w x| 9o 7] E gCARVES A H] 2 1) 7] M<m AlA o]
<jym-arg> B} 1.9} THE LI T}

TR ARG A Qa= wrH o) o) 3 24| S U]-8-S SCARVES T4
(#1101 %] 204)& Fx8H A L.
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LDAP E Al &3l =

SCARVES T4

g o] LDAP 2 AL§3HE 75 o] 1F WA Sl g Al ARE A e

<SmartCardService>
. Service Parameters ...
<Daemon ...parameters...>
. More daemon parameters...
. Protocol Description...

CA LDAP Server for z/0S
<ldap-enabled>true</ldap-enabled>
<ldap-hostname>renge01-winvm</ldap-hostname>
<ldap-port>24132</1ldap-port>
<ldap-ssl>false</ldap-ssl>
<ldap-user-dn>uid=GGantt, ou=people,dc=ca,dc=com</ldap-user-dn>

<ldap-user-pass>05V21iriWBg8039H6ANGic241UWooJulbJiHE+ZgKPvUY=</1dap-user-pass>
<ldap-base-dn>ou=people,dc=ca, dc=com</1ldap-base-dn>
<cert-uniqueid-field>subject</cert-uniqueid-field>
<cert-uniqueid-regex>CN=\w*\.\w*\. (\d+) ,</cert-uniqueid- regex>

<ldap-uniqueid-search-field>facsimileTelephoneNumber</ldap-uniqueid-search-field>
<ldap-cache-1ifetime>300</1ldap-cache-lifetime>
</ldap>
</Daemon>
. more Daemon descriptions ...
</SmartCardService>
<ldap-enabled>

= W s T S As Uy
<Idap-enabled>

DAP & AHE B AHE 3 B s A sheA & A BTk LSS

T U 2 T EEy

m  True = G| &) LDAP & A== A Ay}

s False & U] LDAP & A}8-31 4] == A AT} o] 3h&
false = A4 3H -4 Y-S CA LDAP Server for z/0S 4] A o
ARgate], AbEH A e A S A GE S s U

<ldap-hostname>

LDAP A M 8] B E o] 52 4]

g},

oot
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<|ldap-port>
LDAP A H &] 3 E & A 4 .

LDAP A B2 =] A&t} o]

<ldap-ssl>
ZEE true 2 A 3 sSL & AFE-SH=
7158 AFE-3LEE A A3 LDAP A H] 9124 7} trust 7] A& 20l

9] =% el &},

<ldap-user-dn>
LDAP AW & & 71213}+= 1 uﬂgo] Apgahe 18 o]
of A @S Fofalof

A = o] AL o] &
<ldap-user-pass>
LDAP A ¥ & & 71Q138}= d] tlio] A&-3l= 4o s A4
XML 3ol 95 3}k E] o] o Fh

<ldap-base-dn>
LDAP A o] AJ 2} X4 A &5 =3 shi= 7k 3143 o] 55
T 71 3L o] 5 ot el ol WrEheR Ytk

A BE L o
<cert-uniqueid-field>
E e 1§D 7}

EDIPI(Electronic Data Interchange Personal Identlfler)
EtE QS BEE A AU a3k 32 subject, subuid, an_other

9 an_rfc822 Yt}

<cert-uniqueid-regex>
148 Aeol A 34 1D & FEFE WS AR 02 e
At e A4
Ao

<ldap-uniqueid-search-field>
EDIPI 5=+ T} 31+ ID 7} 3
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]

<ldap-cache-lifetime>

N A LDAP 237} &

o
)
% =
N
E_}
fﬁ’
o
Y
2,
)
i
o

7182kl zero 7F A A =W

LDAP &5-o] ¥ 73 5] 7| A] 2]
2Ly ZhS Hheksl 2 ' o] G

Encryption

XML 5HQ1 o] 48] oh = Wk A] 91 gh sl of of 3 X4 vk,
S5 sk o319 FE Mn) 2 Tl 7)o AR BB gl

HA E]]E_:?EE

T -—=

3 $}3}+= AES(Advanced Encryption Standard)%} Ut ods3lE ds e

XML It of] A7 4= = Q13 7t S AL S AN S+ I = F
Base64 13 O 2 <l A & o] 9\1’5‘4‘4-

TA] AAL A

A8 ol o gk ApA g U 8-
(¥ o] 1204)E =

SCARVES -4
23 Al 2
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(A8 AL) CRL & AH8-3H =5 SCARVES T4

CRLYIZ) WE Y A A AR E XA, 9 4 g ol crL &t
TAE 4 dF U

ocsp-enabled> 7| 7}]

%81 CRL & A}-8-3} == SCARVESconfig.xml 2 -/ 31 <o
] 25 $1°] SCARVES =

H4=0] OCSP 4E< false = A A afof ¢ o] &oj| 4
A 2Fe} 5= 9l 2 Ul

g7

(e}
S

Al
2

rlo

kXML 3

ot

o))

e},

<SmartCardService>
. Service Parameters ...
<Daemon ...parameters...>
. More daemon parameters...
<crli>
<crl-enabled>true</crl-enabled>
<crl-dp>false</crl-dp>
<crl-url>...URL containing CRL files...</crl-url>
<crl-dir>...dirname containing CRL files...</crl-dir>
<crl-poll-int>30</crl-poll-int>
</crl>
. LDAP Description...
</Daemon>
. more Daemon descriptions ...
</SmartCardService>

&l WA E TS S A
<crl-enabled>

< true 2 A7 5Fo] CRL Y & AFESH 25 =S A F YT o]
WS false = 2733 A H] £ o /\1 OCSP & A8 4= ¢

<crl-dp>
CRL Y& e 2dts ul F A0S A AT
<crl-url>

CRL 7S ¥ 3Fa}= URL & A A FHTh,
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<crl-dir>
CRL )& % g3k ) el el 2] o) -8 A g gy

<crl-poll-int>
AEAY H7E crL 3D ol el cRL U] 2 B 2] = CRLURL <
22708k RIS (Z)E A FYTE 270 154 = A E YT o] w7
AT 7 A = A F 0 7] 1A 2 60 27 H U T

T4 S A Esk= R oll th gk AAIRE W82 SCARVES 14
(014 204)= F28H A &
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(A B A3} 0CSP & A}2-3} 5= SCARVES T-4

ocsp uj7l| M= ~utE k= a4 7ARe ocsp & ARE-3hi= ] 8 gt

ARE A AL o] LR ETS AL A9 74 3ol A CRL
TREF FAE T4 Ao gt

ZQ10CSP & A}8-3} == SCARVESconfig.xml < 773 6}% <crl-enabled> vl 7}
H=9] CRL %< false = A&l oF ©d 20| 4] 27 §lo] SCARVES =
Al 2HstE = lF Y o

CRERCEE

ot

A

g}

Ak XML

<SmartCardService>
. Service Parameters ...
<Daemon ...parameters...>
. More daemon parameters...
<ocsp>
<ocsp-enabled>true</ocsp-enabled>
<ocsp-aia>false</ocsp-aia>
<ocsp-cert-alias>ocsp gacle3</ocsp-cert-alias>
<ocsp-url>http://qacle3:3501/responder</ocsp-url>
</ocsp>
. LDAP Description...
</Daemon>
. more Daemon descriptions ...
</SmartCardService>

&l MsE TS A,
<ocsp-enabled>

o] 7ko] true = A A E W OCSP & A3} = g o] XA H U},
<ocsp-aia>

2HLE e 91Zo] 3 H A S o] gko] true E A A EHH o] 3
AlA(Authority Info Access) S A A4 gt t}.
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<ocsp-cert-alias>
OCSP & HA} & /& A sk vl ARE-ah 154 o B A=
AU o] 75 AHES E% A3 ocsp AW 91
7] A7 el A=A Sy
<ocsp-url>
OCSP 54| URL = |4 g T}

0

T AL A gak= ol gk 243 8-S SCARVES 14
204)= s

AE SCARVES T4 7Y

S F = AE2 SCARVESconfig.xml 173 3+ o] A -5 e YT} CRL 2
LDAP A/ & AL&-slo] 2~mtE 7= & gRlst= % oS Aol gy},

T gAo] B xML o A E 5 QAR A 442 0CSP R CRL &
Shufoll v AR5 5 A A B of oF g T

<?xml version="1.0" encoding="UTF-8"7>

<SmartCardService>

<trust-keystore>../keystores/daemontrust</trust-keystore>
<trust-keystore-pass>YEDZLwyEVTnCfzS+rYTfC41UWooJuIbJiHE+ZgKPvUY=</trust-keystore
-pass>

<debug>0</debug>

<jvm-arg>-mx1024m</jvm-arg>

<Daemon name="daemon-crl-1" port="9999">
<keystore>../keystores/daemoncert</keystore>
<keystore-pass>YEDZLwyEVTnCfzS+rYTfC41UWooJuIbJiHE+ZgKPvUY=</keystore-pass>

<cri>

<crl-enabled>true</crl-enabled>
<crl-dp>false</crl-dp>

<crl-url />
<crl-dir>../crls/daemon-crl</crl-dir>
<crl-poll-int>600</crl-poll-int>
</crl>
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<ldap>
<ldap-enabled>true</ldap-enabled>
<ldap-hostname>hostl</1dap-hostname>
<ldap-port>24000</1ldap-port>
<ldap-ssl>false</ldap-ssl>
<ldap-base-dn>ou=people, dc=abc,dc=com</1ldap-base-dn>
<ldap-user-dn>uid=JDoe, ou=people,dc=abc,dc=com</1dap-user-dn>
<ldap-user-pass>05V21irWzZg8039L6ANGic241UWi0JuIbJiHE+ZgKPvUY=</1dap-user-pass>
<cert-uniqueid-field>subject</cert-uniqueid-field>
<cert-uniqueid- regex>CN=\w*\.\w*\. (\d+) ,</cert-uniqueid- regex>

<ldap-uniqueid-search-field>facsimileTelephoneNumber</ldap-uniqueid-search-field>
</ldap>
</Daemon>

<Daemon name="daemon-ocsp-1" port="9998">
<keystore>. ./keystores/daemoncert</keystore>
<keystore-pass>YEDZLwyEVTNCfzS+rYTfC41UWooJuIbJiHE+ZgKPvUY=</keystore-pass>

<ocsp>
<ocsp-enabled>true</ocsp-enabled>
<ocsp-aia>false</ocsp-aia>

<ocsp-cert-alias>ocsp gacle3</ocsp-cert-alias>

<ocsp-url>http://gacle3:3501/responder</ocsp-url>

</ocsp>

<ldap>
<ldap-enabled>true</ldap-enabled>
<ldap-hostname>hostl</1dap-hostname>
<ldap-port>24001</ldap-port>
<ldap-ssl>false</ldap-ssl>
<ldap-base-dn>ou=people, dc=abc,dc=com</1ldap-base-dn>
<ldap-user-dn>uid=JDoe, ou=people,dc=abc,dc=com</1dap-user-dn>
<ldap-user-pass>05V21irWBg8039H6ANGic377UWooJuIb]iHE+ZgKPvUY=</1dap-user-pass>
<cert-uniqueid-field>subject</cert-uniqueid-field>
<cert-uniqueid- regex>CN=\w*\.\w*\. (\d+) ,</cert-uniqueid- regex>

<ldap-uniqueid-search-field>facsimileTelephoneNumber</ldap-uniqueid-search-field>
<ldap-cache-lifetime>300</1dap-cache-lifetime>
</ldap>
</Daemon>

</SmartCardService>
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SCARVES A3 & =

A]
SCARVES = SCARVESconfig.xml T-7] 3} -& ¢lo] v Alojslar XA 7z}
iEOﬂ g3 g 2219 S ]Z}o}bJ ava JE:L%J%MD}. SCARVES +=
o5 T st A ek A vl S S A Sk A El e Al E e o
n O FTE
g o] Bl &) & EeHA] ok A
m  HZ0] XML ping °fl S84 2= 7%

O GAE =AM L.

m CAAPM A H o] FER 2719153 W&

[

X E] NA A,

Windows ¢ 73 %

SCARVES & Al #}8h= A2 v 2] vhed & A 3 gy o
<SCARVES_HOME>\bin\StartSCARVES-NT.bat

SCARVES & T A 8h= T4 v A] 9d & At
<SCARVES_HOME>\bin\StopSCARVES-NT.bat

Linux & 3%

SCARVES & A Z}&}+= start 2 HEE A )3t}
/etc/init.d/SCARVES start

SCARVES & % %] &} stop 2 HEE A 8 gl
/etc/init.d/SCARVES stop

SCARVES & T}A] Al Z+8)+= restart 2 HE S A s gy},
/etc/init.d/SCARVES restart

Unix & 3%

SCARVES & A 2}3HE start 38 & & g vh
<SCARVES HOME>/bin/scarves start

SCARVES = < *| &} stop 5 S JH ot
<SCARVES HOME>/bin/scarves stop

SCARVES “J Bl & 714 2.+ status % -5 A & g o}
<SCARVES HOME>/bin/scarves status
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CAAPM ATHLE Fl& ol =9 B4 o 2

AutE FhE A ] &4l

o GAE gEHA L.

1. 2~nlE 7}= Q1F9] ti sl cA APM = A 4 3 T WebView, Web Start F=+=
CEM &5 Al Ay o
Hjo] A of] = AF-&-AF ID 2F PIN(ZI QI A W1 5)S & WAIA 7
BEAE YL
PIN & 43t

3. %7]3} W A X 7} <SCARVES_HOME>\logs ©] & E] 2] o] 9] %] 3+ = 1
o 7| FE A=A E el

CAAPM 21l E 71E Q52| 74| 34

g A4S RxE Ego] Futh,

SCARVES 2] Al 4} 2 5 (& 0] #] 219)

ocsp o] frad AL 29 (3] o] =] 220)

CRL o] g/ AL A5 (3 o] =] 221)

ocsp AW 7L -3 sk A] 85 (H o] A 222)

LDAP A H] 7} & 31 4] 245 (3] 0] %] 223)

T4l SE CRL 257 (T 0] A] 224)

Received user not in LDAP error (3] ©] #] 225)

AA A P4 95 (F o] A 226)

T A @2 LDAP =41 9 5 (] o] A] 226)

Enterprise Manager o] BFA 31 gl =4 o] . o] 9] (H] o] X] 227)
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CAAPM ATLE F1E ol =29] 4 &2

SCARVES 2] A] 2} Al 5

Windows, Unix 2 Linux &] 3$-
A

2PtE FFE Q1SS ARShe] Q15 8k = 4§ SCARVES = Al #FahA] SrahaL
o 95 WA A7 EAR Y

[ERROR] [btpool@-2] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: Error getting user from given
certificate. java.net.ConnectException: Connection refused: connect

A3

Mo
il

SCARVES 7} A 284 E-51a1 Q.57 WA A 7} HEsh &)™ £

A 4 Ysich

SCARVES A 2} #4| & 3] dsl=4a
1. <SCARVES_HOME>\logs ol 9] %] 3} scarve.log ¥+ -S &1t}

2. Configure in DEBUG mode Q.5+ M| A] A 7} 7] 5 % "1 SCARVES & A| T &

AFR A U O Faste] A1 S AT 5 AL

»  wrapper.conf 3t ol A FH )M 2157} - & $HA] gelgh ), o
wrapper. java.command=C:/Progra~1/Java/jdk1.6.0 20/bin/java

n ZEHRIY 77} scarve.log Aol 7|5 EH A=A I
RPN U HH S Jstel dE ZE NS EAET 5
1= 2 el gy,
netstat —ao | find <port-no>
o] FE MBS AL $9 F% dl B XE WEE nhsjof o
AN EZE WS E Fdsjor Fuh

J
ro
ol
20
&

m SCARVESconfigtemplate.xml & 73 313 & 2] o] &ul =2
AR E A=A At

m  <SCARVES_HOME>/keystores | 9] X3t 7] A &4 31U S A8 &=
A=A Bl g},
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3. Configure in DEBUG mode 2.7+ WA X 7} 7] = & %] ¢k 9k © ™ SCARVES =

ThA] A A o
Z31: SCARVES = #l| 71 8} a2 thA] A X814 config 2 keystores 3]
o= e g ] gl o] A g Yt

4. SCARVES = ThA] A 2Hgh o},

vhE AHEE AFEELe] A58 5 YU

oCsP 9] FaA AAL A9

Windows, Unix 2 Linux ¢] 3%

z .
>

) B A S ARg ko] At JATME A E A5 ocsp a7 AAE
A3 3L TS @ F WA A 7F VrERE Y T

[ERROR] [btpool@-0] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: Problem contacting OCSP Server

5 E<R

OCSP A ¥ & t}A] A ZHalo] ocsp AW & M A A& 4= 9l =X] gl gt}
ocsp £ T A ZHstE |

1. services.msc | 4] OCSP & T}A] A ZHeku o},

2. BE$AS i FEEAFAE Ay

oCsp 273 AAH A& T
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CAAPM W} E 7}E ¢l 20] 24 &4

CRL 9| &4 HA A
Windows, Unix 2 Linux &] 3$-
>3
st ol A E CRL ol el AvtE F= 2 AFR-3o] Qe = A ¢
A gy o
A4

CRL & ARG-8Ho] a5 AAMSH= Hl TA17F lo® 2415 &l sto]

SCARVES | 2 A& 3| d sl
1. <SCARVES_HOME>\logs || €] X| 3} scarve.log 39L& Yt}
2. CRLYFE Y&t JH 7o CRL Y2 RtsH .
73l CRL Y2 5 9 & vk gy
3. H2ICRL FY S Th-E =3 T
Sh=3

CRL+ &7 HAH A&

O:
dt
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CAAPM ATLE J}E ol=0o] F & 2

0CSP AW 7} & &34 &5

Windows, Unix 2 Linux &] 3$-

s

2mhE 7h 915 0] ocsp 41 S AHEa}el = 49 ocse A H 7 A )6}

Uk WA A 7F e Y T
[ERROR] [btpool@-0] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException:

Aa4).

o] W] A1 4= 0CSP AT Bl 7} Al 4844 B5)7) wjitol Lhebube] A &
shelsto] 8 A e 5 2l T,

ocsp A o] EAE 3| d3tE

m  services.msc %l X] OCSP A H & T}hA] A|2}eto] -5 F 27 HEFEA] & 3k=A]

shelgh ).

m  SCARVES @ OCSP 7}9] Al 7+ 2 Trspi= = 6&74
A G B2 QR
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LDAP A ¥ 7} - B34 &5

Windows, Unix 2 Linux &] 3$-

8
2TLE JhE 9158 AE-3HE = 45 LDAP AW = A AHahA] H8lal thS
Q%ﬂﬂﬂﬂqﬂﬁww

[ERROR] [btpool@-2] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: LDAP Server not responding

A

LDAP A 8] 7} A] A&} A] B3} SCARVESconfig.xml S+ o] %] A ¥l LDAP
A=W 2F A z=abA] X 5 sy,
LDAP A B o] A Z s Aslzd
n A8 9= GO E DAP A o] DA H o] 9l=A] el
m  LDAP A B E AL&-8 4= 9l =X] gl g},

= LDAP MW7} A2t of A 5] a1 Ql=A] Sl Tt
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A8 CRL & F
Windows, Unix & Linux & 3%
>3

2uLE JFE Q1Fof CRL& A& AF8-3Fe] & 7 -F- <SCARVES_HOME>/logs
o=@ gl X8t scarve.log 3+ ol th5 7 WA A 7F YEFEY T
[ERROR] [btpool@-12] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: Certificate is expired or revoked
or not able to validate.

Za: 25 crL 9 9] Al 5 A B.= Enterprise Manager & 71 1} o]

1594 ek

34 A
CRL = AFE-8He = 4 1 fH ol A AvtE 7t A o2 Q1564
X3P Al E s A st AL

CRL 8] A& 25t

SCARVESconfig.xml 3+ ©] <SCARVES_HOME>/crls T] & E 2] o] Y EFF
ZH & AAs=A] FRAF YT AA A g A o
TP k4] Al Q..

<SCARVES_HOME>/conf = ©| %
] %4 &k <daemon-name>2| °] 55 H AL T}

<SCARVES_HOME>/crls T & E] 2] & o] 53} 1L 5 < 3}
<daemon-name>2. 2 E0 = 75U o)

4. o] tEE g 2 CRL ¥ = HA}SHAL SCARVES & THA] Al Ayt
s CRLUIEZA A AR A 7 =7F 2uhEA] Fl gyt

1. <SCARVES_HOME>/conf = ©| 5 &}3L SCARVESconfig.xml = AUt}

2. CRLAIA O XA H A =27} SnpE=] gl Th

3. ©]= CRL ¥} & £33} CRL E T S SCARVES 7} 4
sy

{(

} 3L SCARVESconfig.xml < 1t}

O

w N

i)
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Received user not in LDAP error
Windows, Unix 2 Linux &] 3$-
>4

2uLE L Q1SS AFS-ste & 4 ¢ o &/ HAIA| 7
<EM_HOME>/logs/IntroscopeEnterpriseManager.log 3+ o] L}EFE U T},
Received user not in LDAP error

SRR H
o) t= A}§2} £ 21 2] o] LDAP 7} A1 A A0} g7 €] 51 ) 8L 7 5o
WM T T LoAP AF8 A} El | 2] & Fobele] B Al 2 a4 5 2l T

LDAP AH&-A T HE 2| & F-7132
1. <SCARVES_HOME>/conf & ©]-53} 1L SCARVESconfig.xml < ST}
2. e 54 AT

facismilenumber

AHE-E Q1Z A 9] EDIPI 5.5 99

by

o

U
uid
Enterprise Manager ] LFER AF8-2} o] B2 0 82 EAS 9] ¥
A4 Sl 2%
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